d o Ly o Ly
Wesummumuwmuﬁ@ Business Continuity Plan (BCP) Tiewmmaqmmﬁ

NANAIUMINLIUIaRAAA

d 1 A [ o Aa
HANI: TAY ransomware attack mwa“lﬁ'izuummi"hmmﬁammu"lﬁ'
Y
UN: 9 UUIAN 2567
UNHN: ﬂﬁiNQWUﬂWﬁWﬂWUWaé}ﬂa@ﬂ
Yo a o 9 ' 9 o B OX v o Y} 9 oA o 1
AIVAAYOU: MIVUINQUITUNITNEIVIARATDA, W?ﬁﬂ?ﬁ@ﬁjﬂ’)ﬂﬁﬂﬁﬂaﬂﬂ s ﬁ?ﬁﬂ?ﬁﬂ@ﬂ?ﬂﬂﬁiﬂﬁﬂﬂgﬂ , IT nurse ﬂﬁxmﬂ’qmm
1. M
' ' 9
LLWN‘UﬁﬂWﬁﬂ’JTNWSLﬁﬂQﬂWﬂigfﬁﬂT}%'Jﬂi]@] (Business Continuity Plan : BCP) ‘H‘iﬂﬂﬁ\i LLWUQ"IU“I?]ﬁ"IﬂUﬂﬂJUﬂ@uuﬁ%ﬂ%ﬂg‘ﬂﬂfﬂi
o A A o A [ A A A o A 1 Y o [ a A I Y o ] Aa oA a
ANUUNITNTALIU LW@ﬁﬂ\iﬁ‘U‘Vii@LﬁfJﬂﬂufﬂiﬂWluuﬂWlﬂl@ﬂﬁu’)ﬂﬂWUiﬁﬂﬁUE:.f nzilnd LW@L‘]JL!ﬂ']ﬁﬁﬁNﬂ'J"IﬂJiJuGlﬂQ']ﬂ']i‘]J{(]‘Uﬁ\ﬂu‘]Jﬂﬂ
o A Y 1 A A~ d A o Y a oA a 9y o a 4 A Y a AR
mmﬁammmm"lﬂammamm LiJ’t’)iJLﬁﬂﬂWﬁil‘!ﬁN“]‘VI1/11114ﬂWiﬂaUﬁﬂTuﬂﬂ@@@ﬂﬁq@%gﬂﬂ LLWL!‘]JTﬁ"lﬁﬂ’J']ilﬁ’E)L“L!@Qﬂ?ﬂi@ﬁﬂ?’w’lﬂi]@‘ﬂ\i

3 A A 0o o A A A a a ) 1 = [l a A
L‘]Julﬂi@ﬂllﬂﬁWﬂﬂul‘ﬂfﬂ%ﬂﬁﬁl“ﬂ']ﬂ')']il?ulli\iLll@!,ﬂﬂﬂ']'l$'Jﬂf]@!,Lﬁ$Gh’iW1!ﬁﬂQTUﬂaUﬂUQﬂTOZﬂﬂﬂqmuﬂa17]&ﬁ3J1$ﬁ3J

o

agilszasn

(2 A

4 o 4 a PN 2 1 9 o @ ] 0o A 9 a
1.Lﬁﬁ]i]ﬂﬂﬁ‘ﬂ%@ﬂiimWﬂ’ﬂNguuiﬂ INTADIUNITUNYNY ﬁmﬂﬁumwaiwmzmmm mﬂty"l,ummmmmumi‘lﬂ@mﬂﬂ@

A a A o A4 A a & ~
2 NDAANANTENUNINNITNU Ny FOULTUI LASHANTENUDUNDIUNAVUAD Ii\“I‘WEJT]ﬂﬁQﬂi‘ﬁTL!

A 9 o Y A a v 9 9 A ' o
3.LW@SLWuﬂﬁ1ﬂ§\ﬂuLﬂﬁ(’]§ﬂiﬂJ@“]J’JfJGl,‘L!IiQ‘W811J1E1Qﬂ551um@ﬂ’31l|ﬁ5314‘11!ﬂ Nﬂ’ﬂlll"lﬂsli] ’?ﬂiJ15ﬂHﬂﬂJHJﬁ’Jui’JiJﬁluﬂ1i1/]N1uﬂJ’EN

! 9 Aq Y v A ' ay Y <
NRUIUNITNIIUTRATDA Sl‘L!Ti\‘I‘WEJTU1E1Qﬂi‘ﬁ?‘lﬂﬂﬂﬁ‘].lﬂutjﬁ'ﬂn%ﬂﬂ@llﬂﬁ]mii’mti’J

9
[ Y

v A o ' Y] ya o
PANUU iﬂﬂﬂ?iiﬂu ransomware attack El‘L!’J‘Ll“IT] 9 FUINNY 2566 LLNuﬂﬂQNﬂuﬂﬁ‘WEﬂ‘]ﬂﬁﬁﬂaﬂﬂ hlﬂ’JLﬂiW%WﬁmﬂWlLﬁ%EgﬂﬁiiﬂﬂWﬂﬂWi
[ -\ g‘/ til
5U3J® ransomware attack 14A597)

ey

19

d' Y 1a oA o’d’ a é’
Y 1 Ejﬂj‘]ﬂﬁhlniﬂQWﬁﬂigVIUSHLLiQmﬂmﬁ]ﬂﬁmﬂlﬂﬂﬂlu

U q

d
Insztifam

o

A Y a A 7 P M MY Y Y A o oA a 2 ' v o
1. ﬂlTﬂﬂ”Iﬁﬁi’)ﬁ']iﬂ'lﬂQUﬁﬁ'lﬁﬁﬁi’]ﬂuﬂﬂ@ilwm@]@illﬂllﬂL!ﬂﬂm@uﬁﬁlﬂﬂﬁﬂﬂﬂﬁﬂﬁgﬂUEul!ﬁx‘]ﬂ”lﬂlﬁ@]ﬁ']ﬁﬂ!‘ﬂlﬂﬂﬂll!'ﬂfﬂ\‘]ﬂi‘ﬂﬂ'ﬂ! ¥AULIU

A @ 1 =
YIONUNIN
2. Tsanenuna luTumunazes sum s FouHL
b4
samansunifym

1. WalmMsaoans

De

Ja a ]

1.1 U39 0oyANeINUHANTZNUFULTININMAM I ANNATUDE1ATUG U Farnu unaei uaziihlade

Y A A Y R Y (away Y Y
1.2 ElGIfGIfENVﬂQﬂ'Iiﬁf)ﬁ']ﬁ/]WﬁWﬂﬁﬁWﬂ!LaZl"lﬂﬂ\?W“]J;]‘]J@Ihlﬂﬂi‘ﬂflﬁu

1.3 3annssunu-noutionoudoasdovesdilfia
[ o Aa oA A o 4
2. sl iagianenie lawes
Y v o 4
3. dounkuganene laues
! J ] ~ a y 1%
Payrinfi 2 gudnon liudalymnuivsaie Idsvudalymlumsldauszuu
Innzdidam
1. Jymmamaiin
o a 4 A A = A = =~ aa o A Y a
Ligudaouiimeies hillinseslenioanudermnyiissne lumsitiedymnuiasg
a9 ' o 9 Y
1.2.520UMsAsaeuoldeunnses i lawnsaszyauvguealgmla
A
2. Jyrinmsdoans
¢ A s My v 9 4 o DXL ' Y
2.1 gudaeuiunesonn i ldudsdeyamenulymIddldnuedeasudiu
3. Tymduu Toune

4 a 14 = T Y = = [ ~ Y a 1 9
3.1 f'{uElﬂf)ﬂJW’JLGI’E)ﬁ@Wﬁ]iJuTEJUWEJUlﬂJL!ﬁNiWEJa&@ﬂﬂlﬂﬁl’lﬂﬂﬂiy}ﬁWﬂlm%iﬂLlﬂ :fl‘]f



7 A Pl o 1 P A 9y a 9 A Yo Y}
3.2 gudneuiumesiolananmaudalymnuiieenaiuanuauasznunIdnug 14
4. qUENBNTIABI 019V IALATULAAINT N ANTTOUY
Y
uamemsunifam
1. U IUIEg R AN AN TOULYAAINTAIY IT
~ 9 A A a 49! VY (aova Yo [ < Aa oA [l o ] 9
2. AstszuuMIusInzgnRuinaIy g iaaulasunswedesian uazvenuuimenmslidedagany wu s
a 4 I Y
ADUNINDS DOAANY Lan (T UAU
[Y] o g d’ [ A A A ) a 9 [ 1 a 9 = ) 1 = A [
3. dahumuuazIuAeUes 03T UI e onaAuM AU linaugaznd nieuliunud1sesszINTeFonAuINURAn
3 4 a 4 ] ) 2,92
Py 3 1n509neuN AR Lifioane U19rtIsUAB1F52 DY Internet TuMsU iR
a d
Inszhfym
o @ 1 (= ~ ~ [ g 4' a o 1A [ A U
1. wlsznadina: vuleauein lulaulszunauiieano Nz iadon3 09noun a3 11T 00 UnIAnT 0911
9
1 1 [} a d
2. MIWANMTINLRY: 112891101 11 1A 1R UN T AdAD NI 82911
Aa A o d' a P =\ ~ 1 = J
3. dsz@nsmmmsauanaunseeneuiumes tinealinNudssson1sgn lananig lsues
%
uIMamsudilym
o [ o [ dy a d 9 a =2 o Y
1. gudnauanIsIAuNUMIIaFonouiImo a1 Taennsandesudldan swiszna wazdsznnvesau
[ ] [ Y o (% (% dy a o 1A [ d‘ 1
2. daaT5aulszana: vilsnuasIaassulszna ldimeanedmsumssadenouniaes lnunTedlnsamToam
=S o [ cv d’ 1
3. Bupumaihgesnyazewaa TUsunsunsoum
H ] o 4 a a ) [
vy 4 hilimsdrsesdoyaionatlymnsdiaouiiumeiigulild
szt
(= ) 2
1. hitiupud1593ena15HUY manual 13
uamansud lvifan
=~ o P Y EY Aa oA [ [
1. imsdiseuenasuuudeiuidesldlumsifiidnvvewaazmiteanu
1 =\ o 9 A Y= 9 /9 Y a $’$ A o [ g’.}
2. wisuimsd1sesdoyaluszuy on cloud Wiotunndoyaluayarnassn IFATUVINYIAIATIANOUTIHIENNATS
2. SgazRUAUNY BCP
2.1 HanIzN
- lignsoqulsziamsinudihedoundsld
[ A 9 [ Y 1 ~ 4
- lignsoquaioadounasla Taammzsrnushnassa
1 Y a oA 1 1 Y o Y a 19 dd' a 1 [ a
- M3dawans19n 9ol fiams iawnsadaeld imldineanuard Taammz lunsdinnasalnduazduidanaoagninu
[ P 9 1 U 9 ] 1 U Y o Y T a
- M3snEveanndn ldmaiu szuvan oo hidunsonenailanuna Taednasaiaanaoagmau
A )] o 19 9 Ay o a
- szuuaannuaidn lumssudadnase Tasmmzdnasaidosaanaonannini
A [ Pl
-iwmsz lumsmsguasnudie
Y Y [ 9 = 1 9 @ 2 P < M Yo K o Y Y o Y [ o
- gihedeyamsindounaudeniie luansogdeunasla nazdien T ldunnmssnyvesdaes]d ildlsziamssnm
d‘ 9 A ] [ o A 1 o Y Y Yo o "9 1 k)
AmaIAaoN dodnsdaden Ind as195nINIUTe msasaiapae lddihelasumssamariues luasudau
2.2 Nagns
d o U
nagN55uUNeN Ransomware Attack
1. M3tlosnu
o Y ) 9 o W [l o 9 ) 9 E4 .
- frseedoya: dryesteyadirnyednaiuaue Taldszuudisestoyauuvesilail (Offline Backup)
(Y] d d ] 4 4 Aa oA o o 1
- dlianaenan3: slimawedinsuazszuuliams Idiuadoediaue
g’J (Y] (v a glz @ @ 4 P Aa A
- aamalilsunsuifeanulaa: andaTilsunsutdesiuhiauaz IWsreadnilszansam

= % = o = v v 4 ax @
- vlnamuwumm: I?Jﬂﬂ‘]Jill‘WMﬂ\‘ﬂuLﬂEJ’JmJﬂElﬂﬂﬂ"llm”lﬂhl"])’!,‘ﬂ’e]ilmﬁi’J‘ﬁﬂﬁﬂﬂﬂﬂu Ransomware Attack

v v A '
-1%ﬂ1i§uﬂuﬂ’3ﬂ1—!!mﬂ‘ﬁﬁ1ﬂ‘m’!: Gl,sff’ﬂﬁﬁuﬂum@mmuwmﬂ%u (MFA) Lﬁﬂmllﬂ’ﬂllﬂa’f)ﬂﬂﬂ



2. M5A5I0AV

-HinSesions209u: 1415993932991 Ransomware [N N0 19E 1 UTUD

3. MIindUaued

d'a &’ d’a tg A ]
- BENITUVUNAALTD: LLEINTSUUNAALTDDDNIINIATDOUIY

4. mstluy

- oanszuy: s1maszuuilfiians sedduas uagTusunsudeanu’Sa

d' £ |l A v 1 A
- 1asuswaru: Lﬂﬁﬂuiﬁﬁﬂ']unﬂ?»tﬂﬂu

= & = o > o ax o
- dﬂ@ﬂiuﬂuﬂﬁ]u: F‘lﬂE]TJ53JWHﬂQTULﬂEJ’Jﬂ1J’J‘ﬁﬂ15ﬁ@Qﬂu Ransomware Attack

IBMTNNUUIMsHazaaRanszNURBiY A KazynaIng

= ) P 9 U Aa oA 1 [l
1. Imsdsevenarsuuuesunaelslumsfinauvesnazniieny

! ) 9 v KX 9 4 a 3}; J o 1 3’,
2. W‘LI’JEJ\TI‘L!ﬁﬂ?iﬁ?iﬁ]ﬁﬂ]ﬂy’ﬁﬁluigﬂ’ﬂ on cloud W%’E]‘]J‘L!‘ﬂﬂﬂl@isllﬁ(luﬁlqlﬂPhﬂﬂﬁiﬂGU'E)\TW‘ELNGN?]iiﬂﬂﬁ)uﬂ'l‘ﬂu'lﬂnﬂﬂix‘i

2.3 s Ruiams

NANITN/AVUADU

d
iwhyiane agiszasn H3UHaYoU 378z
A4 99 o A quy g4 o A Ada A = <
e liszunuIms IR IO RTCAYR T RETRERY IZYHASLUYNANATOINAALTO AW IT Moty 19279
awnsoautuld Ugiaa Idedaeniios CREGNGITS A%, A 1T Moty 1 5T
A a A a ] < o
ety 1iio1AA Ransomware attack | usenaeau lofinelussdns Al molu 19779
A q Yo Yo o a 7 o o <
Ransomware attack 2. o TWTe 18T umsinm | Sinseiaewuives ransomware AW IT melu 1 92Tu9
d'l] & @ ! A YA ) ) = o
nvasand Llasaviuoy NANIZUUINTUUITITOY Ny IT Moty 24 92709
v ' Y o 4 Y a o
udsmienusuanulasanemlmues | duins Moty 24 32709
Aan A a = o
WIABUA luiuAn AW IT Moty 24 92709
o 4
AAudoya AnIT molu 1 dan
@ o 4
eatums Tandlueunn AT, 14 el 1 e
4 ' v W 9 Y Aa o 4
vdsrtsasauldngrine AEIRE melu 1 dilani

3. PNAINUY

4. MIDYIA

FIHTOUNUN:

(AR AN )

WLNAITIT WS U YN TWIeTY

Wmihnguaumsweriagaaon

]
v A

UN

UUINY 2567




asdilsziaunadsauiiums

aslilsziunnisaniiums

("

("

(/)

mstfeanu
9 o Yo = a d? ~ [

1. udsgudanIisununidyrunayuniieau
1 a 4 1 [

2. hildaeuiinmes 52 UU Lan 590171 Internet

3. ldona131uy manual il lumsdfiaaumnullsunsuinlelyld

§ o s A a 1
ﬂTﬁ!ﬂ%fJiJﬂ’?ﬂlJ“W%}ﬂulﬁﬂﬁ‘ﬂﬁﬂTuﬂWﬁmLﬁ@Lﬂﬂ!ﬂﬁ]ﬁuaﬂﬂWH

=\ o = Yy 9 9 AA A a
UNTIAATYINLDNAT 1L UU manual 114W3@1J1“]5ﬂ3ﬂ!ﬂlﬂﬂﬂ"l’)gigﬂmuﬂ%‘] cyber

a va \l a 4' 4 a oA v 14
mylfiRszrnafamamelimsusmsantiuaeli1d
[l < 4 U < 9 ' o {
IT Astniena1unenasHe sy manual veananguauiuduniiv uenlwa 13aamasulsunsuil

P A ¢
TUNNNADUNIUNDT

mslfianasszuunaugnd

9 a o a oa [ °
1. 1/]‘]J‘1/]’Juﬂ'l'ii“lﬂ'luﬂ'ﬁ]ll‘W’)m@51“ﬂ15ﬂ§]ﬂ@\11u981\“]@1’3(]!’&73&]

@

@ o w a a a 4 a wa
2. mwﬁ’mu /ﬁ’)‘l’ifﬁﬁﬂ AIVANUNINY UINFAAANTY mﬂ%’qmﬂamwamaimmﬁ‘ﬂg‘umm

Q U

a A 1Y (A aa
3. MﬂWiﬁ@ﬁ"l’iqumwmqrﬂﬂ;]Uﬂ 100%

oA k4 U | Y a d' o 4 Y U k% Yo U
U =ﬂuuum‘s"lmmizﬂmimmm, S= mmqmmszumwammﬂﬁaeﬂﬂamnu, I= ﬂm"lmummuuagumn IT




nuuwe3u IPD manual nguOUMISHENNAGAADA

Chart, $ulsegansen
LazNAANAD6

= -9 1 a
[ uiunyszideusulnitazessurmdanana ] [ wlunaszitiousulmimsausniia ]

Email : Preterm.LR@gmail.com

[ Llﬁulﬁ%izl‘ﬁﬂuﬂﬁﬂ Case one stop service ]




Flow Chart N3 a!ﬁﬂﬂﬁy“rﬂ IT &4 130 Ransomware Attack

NNNUNININIBNIIM 15INENLIAQATEIH

3

HSuRavay Fougon
IT 8 Wie Uszvnduiusudaduneuay
Ransomeware Attack IR FTUUABNNILADSTATDS
. ) 219 WinsuInsandn
Uszauaue IT / due l
ADNNINDS ..
T/ y IT/ Audrauianas ns. 1125
Usaueue IT /
< a 4
V:]‘IJEJﬂE]SJW?WIEﬁ quamuﬁamaa
Twaan
LAINNGIY Uszneldumu BCP l
v 3
LaNaa 1‘:!ILL‘LIJUV\IE)§3J IPD manual
v o
WIINYIUA v
1. enasyaiulng
339N/ 2. Tunems
NIUINIT 3. lumuwawdu /des/

TonWasu IPD (manaul)

whbulaty 15 w1

L

wAlula > 15 ua

L

[ UfjuReuUni ],_-___.___-___-___.___-_

WA 1T /

< a

AudAauiImes

.

U

29D
Ce
)

A1suaY BCP fUaeTu s .
¢ U{URmawaY BCP vasusiaz

AULUY

- X Ray

- Lab/Blood bank
- OR/Adeyy

- i9gEn

- lnaunns

- AN3RY

- Useiuguam

- Audia

- mirwatuayuduY

-
5

X - ray
4. Tu MAR

5. Tudeen

6. 1@NENSATIFOUENS
7. ludedUheeidin

8. luinag

9. Tudesmiitesu
ffleatas




