
 

 

คูมือการดำเนินงาน 

กลุมเทคโนโลยีสารสนเทศและการสื่อสาร ฝายปฏิบัติการอำนวยการ กลุมงานเวชศาสตรฉุกเฉิน  
โรงพยาบาลอุดรธานี 

 
1. บทบาทภารกิจ 
  1. วางแผนและเสนอแนะนโยบายดานเทคโนโลยีสารสนเทศและการสื่อสารภายในกลุมงานเวชศาสตร
ฉุกเฉินใหสอดคลองกับนโยบายของโรงพยาบาลอุดรธานี  
  2. บริหาร ออกแบบ ดูแล ซอมบำรุง ระบบคอมพิวเตอร ระบบเครือขายและระบบการสื่อสารใหสามารถ
เชื่อมโยงกับหนวยงานทั้งภายในและภายนอกกลุมงานเวชศาสตรฉุกเฉิน ใหมีเสถียรภาพและมีความปลอดภัย  
  3. พัฒนาระบบสารสนเทศสำหรับการบริหารจัดการ เพื่อสนับสนนุการปฏิบัติงานและตัดสินใจของฝายบริหาร  
  4. พัฒนาองคความรูดานเทคโนโลยีสารสนเทศและการสื่อสารใหแกบุคลากร 
  5. ใหบริการขอมูลสารสนเทศดานการแพทยฉุกเฉินแกชุมชน 
  6. ปฏิบัติงานรวมกับหรอืสนับสนุนการปฏิบัติงานของหนวยงานอ่ืนที่เก่ียวของ หรือที่ไดรับมอบหมาย 
 
 โดยสามารถแบงงานความรับผิดชอบเปน 4 งาน ดังนี้ 
  1. งานแผนงานสารสนเทศและการสื่อสาร 
  1.1 วิเคราะหและจัดทำแผนปฏิบัติการดานเทคโนโลยีสารสนเทศและการสื่อสาร 
  1.2 วิเคราะหและจัดทำแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร 
  1.3 วิเคราะหและจัดทำแผนรองรับสถานการณฉุกเฉินดานเทคโนโลยีสารสนเทศและการสื่อสาร 
 2. งานบริการขอมูลสารสนเทศและการสื่อสาร 
   1. วิเคราะหและสังเคราะหขอมูลตาง ๆ และประมวลผลในเชิงสถิติ เพื่อใหไดมาซึ่งขอมูลขาวสาร 
  2. บริการขอมูลสารสนเทศดานการแพทยฉุกเฉินแกชุมชน 
   3. คุมครองขอมูลสวนบุคคล (PDPA) ผูปวยและผูแจงเหตุฯ ตาม พ.ร.บ.คุมครองขอมูลสวนบุคคล 
  3. งานพัฒนาระบบสารสนเทศและการสื่อสาร 
   1. วางแผน วิเคราะห ออกแบบ พัฒนา ระบบฐานขอมูลและระบบสารสนเทศและการสื่อสาร 
   2. บริหาร ดูแล ระบบฐานขอมูลและระบบงานสารสนเทศและการสื่อสาร 
   4. สงเสริมและสนับสนุนการนำเทคโนโลยีสารสนเทศมาประยุกตใชตามภารกิจอยางเหมาะสม 
   5. ดูแลและจัดหาชุดขอมูลหรอืโปรแกรมประยุกตที่จำเปนสำหรบัองคกร  
   6. ประสานกับหนวยงานภายนอกเพ่ือเชื่อมโยงแลกเปลี่ยนขอมูล  
  4. งานระบบคอมพิวเตอร ระบบเครือขายและระบบโครงขายการส่ือสาร 
   1. วางแผน วิเคราะห ออกแบบ พัฒนา ระบบคอมพิวเตอรและการสื่อสาร 
   2. บริหารจัดการความมั่นคงปลอดภัยดานสารสนเทศและการสื่อสาร 
   3. บริหาร ดูแล ซอมบำรุงระบบคอมพิวเตอร ระบบเครือขายและระบบการสื่อสาร 
   4. จัดหาใหไดมาซึ่งระบบเครือขายคอมพิวเตอร อุปกรณตอพวงและอุปกรณการสื่อสาร 
   5. ดูแลโครงขายการสื่อสารของระบบการแพทยฉุกเฉินจังหวัดอุดรธานี 
   6. ควบคุมการใชระบบเทคโนโลยีสารสนเทศใหเปนไปตามนโยบายหรือระเบียบของกลุมงาน
เวชศาสตรฉุกเฉิน โรงพยาบาลอุดรธานีและตามกฎหมาย  
   7. ติดตามและประเมินผลการพัฒนาเพื่อการจัดหาระบบเครือขายคอมพิวเตอร 



 

 

2. ขอบเขตการดำเนินงาน 

กลุมเทคโนโลยีสารสนเทศและการสื่อสาร
ฝายปฏิบตักิารอํานวยการ กลุมงานเวชศาสตรฉกุเฉิน โรงพยาบาลอุดรธานี

1. งานเทคโนโลยีสารสนเทศ (Information Technology)
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2. งานดานการสื่อสาร (Communication)

Emergency Call 1669

โครงขาย TOT 
4 คูสาย

Line Call

Mobile Phone
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Private Net 
สพฉ.
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สพฉ.

สายภายใน
โรงพยาบาล



 

 

3. สถานภาพและการบริหารจัดการเทคโนโลยีสารสนเทศและการสื่อสารในปจจุบนั 

  3.1 ระบบเครือขายคอมพิวเตอรและสารสนเทศ 

  ระบบเครือขายคอมพิวเตอรสารสนเทศและการสื่อสารของศูนยรับแจงเหตุและสั่งการ 1669 
อุดรธานี กลุมงานเวชศาสตรฉุกเฉิน โรงพยาบาลอุดรธานี ประกอบไปดวย 2 สวนหลัก คือ ระบบเครือขายที่ใชสาย 
(Wire Network) และระบบเครือขายไรสาย (Wireless Network) โดยระบบเครือขายที่ใชสาย (Wire Network) เปน
การใชบริการจาก 3 บริษัท ดังนี ้

 3.1.1 บมจ. กสท. โทรคมนาคม จำกัด (มหาชน) (CAT telecom public company 
limited) สำหรับใชในโครงการ GIN (Government Information Network) คือ ระบบเครือขายสื่อสารขอมูล
เชื่อมโยงหนวยงานภาครัฐ โดยสำนักงานรัฐบาลอิเล็กทรอนิกส (สรอ.) รวมกับสถาบันการแพทยฉุกเฉินแหงชาติ 
(สพฉ.) เพื่อบูรณาการเครือขายสื่อสารขอมูลใหเชื่อมโยงถึงกันอยางเปนรูปธรรม สะดวก รวดเร็ว และมีความ
มั่นคงปลอดภัยสูง อกีท้ังเพื่อลดระยะเวลา ลดตนทุนตอหนวยและลดความซ้ำซอนในการใชงบประมาณ และยังมี
การตรวจติดตามการใหบริการเครือขาย (Monitoring) อยางตอเนื่อง โดยมีแผนดำเนินงานในระบบ GIN – Voice 
Over IP ระบบ GIN – ITEMS และระบบ GIN – Radio over IP Gateway (RoIP) คือ ระบบวิทยุสื่อสารและโครงขาย
การสื่อสารโทรคมนาคมสำหรับการแพทยฉุกเฉินเพื่อรองรับภาวะวิกฤติของประเทศ 

 

 

 

ภาพ ระบบโครงขาย GIN 
 
 
 



 

 

 3.1.2 บริษัท โทรคมนาคมแหงชาติ จำกัด (มหาชน) (TOT) เปนผูใหบริการหลักใน
ระบบการสื่อสารของศูนยรับแจงเหตุและสั่งการ 1669 จังหวัดอุดรธานี ในการรับแจงเหตุการเจ็บปวยฉุกเฉิน
ผานโทรศัพทสายดวน 1669 โดยมีหมายเลขโทรศัพทพื ้นฐาน 4 หมายเลข ไดแก (1) 042-221-695,  
(2) 042-223-702, (3) 042-221-735, (4) 042-221-821  

 

 

 

ภาพ ระบบการส่ือสารของโทรศัพทสายดวน 1669 อุดรธานี 
 
 



 

 

 3.1.3 บริษัท แอดวานซ อินโฟร เซอรวิส จำกัด (มหาชน) เปนผูใหบริการอินเตอร 
(Internet service provider: ISP) ของกลุมงานเวชศาสตรฉุกเฉิน โดยใชบริการ 2 ระบบรวมกัน ทั้งเครือขายที่
ใชสาย (Wire Network) และระบบเครือขายไรสาย (Wireless Network) โดย 

   3.1.3.1 เครือขายใชสาย (Wire Network) มีลักษณะคลายคลึงกันกับการ
เชื่อมตอระบบเครือขายจากผูใหบริการอินเทอรเน็ตมายังอุปกรณควบคุม เสนทางในระบบเครือขายของศูนย 
(Router) และเชื่อมตอไปยังอุปกรณปองกันการบุกรุก (Firewall) แลวตอเขาอุปกรณเครือขายหลักของศูนย ฯ 
(Core Switch) กอนจะกระจายไปยังสวนงานตาง ๆ ภายในกลุมงาน  

 

 
 

ภาพ ระบบเครือขายใชสาย (Wire Network) ของศูนยรับแจงเหตุและส่ังการ 1669 อุดรธาน ี
 



 

 

   3.1.3.2 ระบบเครือขายไรสาย (Wireless Network) โดยผู ให บริการ
อนิเทอรเน็ตเชนเดียวกับระบบใชสาย (Wire Network) และมีการควบคุมสิทธิในการใชงานระบบเครือขายไรสาย 

 

ภาพ ระบบเครือขายไรสาย (Wireless Network) ของศูนยรับแจงเหตุและส่ังการ 1669 อุดรธานี 
 
 3.2 ครุภัณฑคอมพิวเตอรและอุปกรณตอพวง เครื่องโทรศัพท เครื่องวิทยุคมนาคม และอ่ืน ๆ 

  สำหรับเครื่องคอมพิวเตอรและอุปกรณตอพวงตาง ๆ ที่กลุมงานเวชศาสตรฉกุเฉิน โรงพยาบาล
อุดรธานีใชในการดำเนินงานปจจุบัน จะมีการสำรวจสภาพความพรอมใชและแผนในการจัดหาทดแทนประจำ 
ทุกป โดยขอมูลปงบประมาณ 2567 มีรายละเอียดดังตารางตอไปนี ้

ลำดบั รายการ จำนวน (เครื่อง) หมายเหตุ 
1. เครื่องคอมพิวเตอร PC 6  
2. เครื่องคอมพิวเตอรโนตบุก -  
3. เครื่องมนิิคอมพิวเตอร 1  
4. จอแสดงภาพ (Monitor) 11  
5. เครื่องพิมพชนิดฉีดหมึก (Inkjet Printer) 2  
6. เครื่องสำรองไฟฟา (UPS) 3  
7 โทรศัพท IP Phone 4  
8 โทรศัพท IP Phone สำหรับ VoIP (สพฉ.) 2  
9 โทรศัพทมีจอภาพ IP Video Phone (สำหรับผูพกิารทางการไดยิน) 1  

10 โทรศัพทพ้ืนฐานแบบไรสาย 2  
11 โทรศัพทมือถือ 2  
12 IPAD 1  
13 วิทยุคมนาคม ชนิดประจำที่ ระบบ HF (SSB)  1  
14 วิทยุคมนาคม ชนิดประจำที่ ระบบ VHF สงัเคราะหความถ่ีประเภท 2 2  



 

 

ลำดับ รายการ จำนวน (เครื่อง) หมายเหตุ 
15 วิทยุคมนาคม ชนิดมือถือ ระบบ VHF 10  
16 วิทยุคมนาคม ชนิดประจำที่ ระบบ VHF (RoIP) 1  
17 เครื่องชุมสายโทรศพัท (ตูสาขา) IP-PABX 1  
18 อุปกรณจัดเก็บขอมูล NAS (Network Attach Storage) 1  
19 อุปกรณ Network Switches 1  

 มีระบบเทคโนโลยีสารสนเทศที่จำเปนตอการปฏิบัติการฉุกเฉินและเชื่อมตอการรับ-สงคำสั่ง หรือ ขอมูล
กับหนวยปฏิบัติการ โดยมีโครงสรางพื้นฐานดานเทคโนโลยีสานสนเทศสำหรับสนับสนุนการรับแจงเหตุเจ็บปวย
ฉุกเฉิน ระบบจายงาน ประสานปฏิบัติการฉุกเฉิน โดยมีโปรแกรมพ้ืนฐานที่จำเปน ดังนี้ 

ลำดับ รายการ จำนวน (เครื่อง) หมายเหตุ 
1. ระบบปฏิบัติการ 

1. โปรแกรมระบบปฏิบัติการ Microsoft Windows 11 2  
2. โปรแกรมระบบปฏิบัติการ Microsoft Windows 10 -  
3. โปรแกรมระบบปฏิบัติการ Microsoft Windows 7 4  

2. ระบบ Document Management 
1 Microsoft Office 5  
2 Acrobat Reader 3  

3. Web Browser 
1 Google Chrome (Version ลาสุด) 6  
2 Microsoft Edge 6  

4. Digital EMS 1669 Service 
1 Operation Information System (OIS) -  
2 Communication Information System (CIS) -  
3 Medical Information System (MIS) -  
4 โปรแกรมบันทึกเสียงการสนทนาผานสายดวน 1669 1  

5. Smart EMS UDH 
1 ระบบการรับแจงเหตุออนไลน ผาน Google From 1  
2 ระบบการสั่งการ ฯ ออนไลน พรอมแจงเตือนผาน Line Notify 1  
3 ระบบตรวจสอบความพรอมอุปกรณในรถกูชีพออนไลน พรอมแจง 1  
 ผานเตือนผาน Line Nortify   

4 ระบบลงบันทึกความเสี่ยงออนไลน พรอมแจงเตือนผาน Line Nortify  1  
5 ระบบทดสอบสัญญาณความชัดเจนของวิทยุสื่อสารออนไลน 1  
6 ระบบลงเวลาเขา-ออกงานออนไลนผาน QR Code พรอมแจงเตือน 1  
 ผาน Line Nortify และคำนวณเวลาและยอดเงินมาสายใหอัตโนมัต ิ   

 
 



 

 

  3.3 ระบบโครงขายการสื่อสารผานวิทยุคมนาคมการแพทยฉุกเฉิน 

  ศูนยรับแจงเหตุและส่ังการ 1669 อดุรธานี ไดจัดตั้งสถานวีิทยุคมนาคมโครงขายสื่อสารการแพทย
ฉุกเฉินขึ้นจำนวน 3 สถาน ีไดแก 

     3.3.1 สถานีวิทยุคมนาคมโครงขายสื่อสารการแพทยฉุกเฉินของกระทรวงสาธารณสุข 
ระบบ VHF/FM คล่ืนความถ่ี 154.925 MHz. ที่ไดรับการจัดสรรจาก กสทช. โดยใชสายนำสัญญาณ Coaxail รุน RG 
58 U ใชสายอากาศชนิดประจำที่แบบแพรกระจายรอบทิศทาง (Omnidirectional) ยานความถี่ 150-160 
MHz. แบบไดโพล 8 หวง จำนวน 2 แผง ในทิศทางตะวันออกเฉียงใตกับทิศตะวันตกเฉียงเหนือ ติดตั ้งบน 
เสาทาวเวอรความสูง 30 เมตร บนชั้นดาดฟาตึกอำนวยการโรงพยาบาลอุดรธานี ใชเครื่องวิทยุคมนาคมชนิด
ประจำที ่กำลังสง 50 วัตต ย่ีหอ Icom รุน IC-F5130D ในการติดตอประสานงานกับเครือขายการแพทยฉุกเฉิน
จังหวัดอุดรธานี ตลอด 24 ชัว่โมง 

 
ภาพ โครงขายการสื่อสารผานวิทยุคมนาคม ระบบ VHF/FM คล่ืนความถี่ 154.925 MHz.  

ของศูนยรับแจงเหตุและส่ังการ 1669 อุดรธาน ี
 
    3.3.2 สถานีวิทยุคมนาคมโครงขายสื ่อสารการแพทยฉุกเฉินของสถาบันการแพทย
ฉุกเฉินแหงชาติ (สพฉ.) ระบบ VHF/FM ไดกำหนดใหศูนยรับแจงเหตุและสั่งการ 1669 อุดรธานี ใชคลื่นความถ่ี 
150.475 MHz. ความถี ่ยอย (Tone) 97.4 ที่ไดรับการจัดสรรจาก กสทช. เพื่อใชในการติดตอประสานงาน
เครือขายการแพทยฉุกเฉินพื้นที่จังหวัดอุดรธานี โดยใชสายนำสัญญาณ Coaxail รุน RG 58 U ใชสายอากาศชนิด
ประจำที่แบบแพรกระจายรอบทิศทาง (Omnidirectional) ยานความถี่ 150-160 MHz. แบบไดโพล 4 หวง 
จำนวน 1 แผง ในทิศทางตะวันออกเฉ ียงใต  ต ิดตั ้งบนเสาทาวเวอรความส ูง 30 เมตร บนชั ้นดาดฟา 
ตึกอำนวยการโรงพยาบาลอุดรธานี ใชเคร่ืองวิทยุคมนาคม ชนดิทวนสัญญาณแบบดิจิตอล กำลังสง 60 วัตต ยี่หอ 
Icom รุน IC-FR5100H ตอกับ Radio Over IP Gateway ยี่หอ Icom รุน VE-PG3 ทำใหสามารถรับ-สงขอมูล
ขาวสารจากผูบัญชาการเหตุการณในสวนกลาง (กทม.) สามารถสั่งการถึงผูปฏิบัติการในพื้นที่จังหวัดอุดรธานีได
โดยตรงผานโครงขายสายสัญญาณ GIN (Government Information Network) (RoIP) เพื่อเตรียมพรอมรับ
สถานการณฉุกเฉินหรือภัยพิบัติและสามารถติดตอส่ือสารไดตลอด 24 ชม. 



 

 

 
ภาพ โครงขายการสื่อสารผานวิทยุคมนาคม ระบบ VHF/FM คล่ืนความถี่ 150.475 MHz.  

ของศูนยรับแจงเหตุและส่ังการ 1669 อุดรธาน ี
 
   3.3.3 สถานีวิทยุคมนาคมโครงขายสื่อสารการแพทยฉุกเฉินของกระทรวงสาธารณสุข 
ระบบ HF/AM (Single side-band) คลื ่นความถ่ี 7.645 MHz. ที ่ไดรับการจัดสรรจาก กสทช. โดยใชสายนำ
สัญญาณ Coaxail รุน RG 58 U ใชสายอากาศชนิดประจำที่แบบ Half-wave dipole antenna จำนวน 1 ชุด 
ในทิศทางตะวันออกกับทิศตะวันตก ติดตั้งบนเสาความสูง 10 เมตร บนชั้นดาดฟาตึกอำนวยการโรงพยาบาล
อุดรธานี ใชเคร ื ่องว ิทยุคมนาคมชนิดประจำที ่ กำลังสง 25 วัตต ย ี ่ห อ KENWOOD (HF SSB RADIO 
TELEPHONE) รุน TRC-80T โดยทำการทดสอบสัญญาณความชัดเจนในวันทำการ เวลา 08.30 น. กับสถานี
ควบคมุขายสื่อสาร “ศูนยพญาไท” และเวลา 17.00 น. ทดสอบ ฯ กับ “ศูนยนเรนทร” 

 

ภาพ โครงขายการส่ือสารผานวิทยุคมนาคม ระบบ HF SSB คลื่นความถ่ี 7.645 MHz.  
ของศูนยรับแจงเหตุและส่ังการ 1669 อุดรธาน ี



 

 

   3.3.4 สถานีวิทยุคมนาคมสำหรับเตรียมพรอม/เฝาฟงความถี่ ระบบ VHF/FM  คลื่น
ความถี ่161.200 MHz. ที่ กสทช. จัดสรรใหกรมปองกันและบรรเทาสาธารณภัยเปนแมขายหลักใชเปนคล่ืนความถ่ี
กลาง เปนชองเรียกขานและแจงเหตุฉุกเฉินและใชสำหรับติดตอประสานงานระหวางหนวยงานภาครัฐ ทั้งนี้ศูนยรับ
แจงเหตุและสั่งการ 1669 อุดรธานี ไดตั้งสถานีวิทยุคมนาคมดังกลาวขึ้นเพื่อเปนการเพิ่มชองทางรับแจงขอมูล
ขาวสารการเจ็บปวยฉุกเฉินและเหตุการณฉุกเฉินตาง ๆ  ในพื้นที่ และเพื่อเตรียมความพรอมรองรับสถานการณฉุกเฉิน
และภัยพิบัติที่อาจจะเกิดขึ้นในอนาคต โดยใชอุปกรณสายนำสัญญาณ Coaxail รุน RG 11 A/U ใชสายอากาศชนิด
ประจำที่แบบแพรกระจายรอบทิศทาง (Omnidirectional) ยานความถี่ 160-170 MHz. แบบไดโพล 4 หวง 
จำนวน 1 แผง ในทิศทางตะวันตกเฉียงเหนือ ติดตั ้งบนเสาทาวนเวอรความสูง 15 เมตร บนชั้นดาดฟาตึก
อำนวยการโรงพยาบาลอุดรธานี ใชเครื่องวิทยุคมนาคมชนิดประจำที่ กำลังสง 50 วัตต ยี่หอ Icom รุน IC-
F5130D ในการใหบริการตลอด 24 ชม. 

 

ภาพ โครงขายการสื่อสารผานวิทยุคมนาคม ระบบ VHF/FM คล่ืนความถี่ 161.200 MHz.  
ความถี่กลางใชเรียกขานและการติดตอประสานงานระหวางหนวยงานภาครัฐ 

 
 3.4 ระบบโครงขายการสื่อสารผานโทรศัพท 

   3.4.1 ระบบโทรศัพท VoIP (Voice over IP) เปนการสื่อสารผานสายแลนเพื่อเชื่อมตอขอมูล
ระหวางผูสงและผูรับที่อยูบนบนเครือขายอินเตอรเน็ต โดยใชหมายเลข IP Address เปนตัวอางอิงเพื่อกำหนด
หมายเลขของเครื่องและใชโทรศัพท IP Phone เปนเครื่องมือสื่อสารทำใหสัญญาณมีคุณภาพดี เชื่อมโยงผาน
โครงขายอินเตอรเน็ตโครงการ GIN (Government Information Network) คือ ระบบเครือขายสื่อสารขอมูล
เชื่อมโยงหนวยงานภาครัฐ โดยสำนักงานรัฐบาลอิเล็กทรอนิกส (สรอ.) รวมกับสถาบันการแพทยฉุกเฉินแหงชาติ 
(สพฉ.) เพื่อบูรณาการเครือขายสื่อสารขอมูลใหเชื่อมโยงถึงกันอยางเปนรูปธรรม สะดวก รวดเร็ว และมีความ
มั่นคงปลอดภัยสูง อกีท้ังเพื่อลดระยะเวลา ลดตนทุนตอหนวยและลดความซ้ำซอนในการใชงบประมาณ และยังมี
การตรวจติดตามการใหบริการเครือขาย (Monitoring) อยางตอเนื่อง โดยศูนยรับแจงเหตุและส่ังการ 1669 อุดรธานี 
ไดรับการติดตั้งระบบ GIN – Voice Over IP เครือขายของ สพฉ. จำนวน 2 ระบบ ไดรับหมายเลขในการติดตอ 
คือ หมายเลข 2347 และหมายเลข 6405 



 

 

 

 ภาพ ระบบโทรศัพท VoIP โครงขาย GIN 
 
 
   3.4.2 ระบบ TTRS (Thai Telecommunication Relay Service) คือ ระบบท่ีผูบกพรอง
ทางการไดยินเมื่อเกิดเหตเุจ็บปวยฉุกเฉินสามารถแจงขอความชวยเหลือไดโดยใชแอพลิเคชั่น หรือ สื่อสารผานตู 
TTRS ที่มีมากกวา 120 ตูทั่วประเทศ โดยใชภาษามือสื่อสารกับเจาหนาที่ TTRS ผานวีดีโอคอล ซึ่งใหบริการ
ตลอด 24 ชม. และจะมีการประสานงานตอมายังศูนยรับแจงเหตุแตละจังหวัด เพื่อสอบถามประวัติอาการและ
ตำแหนงที่เกิดเหตุรวมไปถึงการใหคำแนะนำในการปฐมพยาบาลเบื้องตนกอนที่ทีมปฏิบัติการฉุกเฉินจะไปถึง ซ่ึง
จะเปนการสนทนาพรอมกนั 3 สาย ระหวางผูปวย ลาม TTRS และเจาหนาที่ประจำศูนยรับแจงเหตุและสั่งการ ฯ 
โดยศูนยรับแจงเหตุและสั่งการ 1669 อุดรธานี ไดรับการติดตั้งชุดอุปกรณดังกลาวจำนวน 1 ชุด หมายเลข 
020260021 เพ่ือใชในภารกิจดังกลาว 

   3.4.3 ระบบโทรศัพทภายในโรงพยาบาลอุดรธานี โดยศูนยรับแจงเหตุและสั่งการ 1669 
อุดรธานี ไดรับการจัดสรรหมายเลขโทรศัพทภายในของโรงพยาบาลอุดรธานีจำนวน 1 หมายเลข คือ หมายเลข 
3124 เพ่ือใชในการติดตอประสานงานทั่วไปภายในโรงพยาบาล ติดตอประสานงานหองอุบัติเหตุและฉุกเฉินและ
ศูนยเปลในการเตรียมพรอมรับผูปวยวิกฤติ ติดตอประสานงานแพทยอำนวยการปฏิบัติการฉุกเฉิน (พอป.) เพ่ือ
รายงานเหตุการณตาง ๆ เปนตน 
  



 

 

รายชื่อโรงพยาบาลและหนวยปฏิบัติการ EMS 
ในเขตอำเภอเมืองอุดรธานี 

 หนวยงาน สายตรง หมายเลขอื่นๆ 

 
1. รพ.อุดรธานี 1669 042-245-555 

 
2. รพ.คายประจักษ 042-930-302 ตอ 27340 042-342-863 

 
3. รพ.กรงุเทพ-อุดร 042-434-444 1719 

 
4. รพ.วัฒนา 042-219-490 042-325-509 

 
5. รพ.เอกอุดร 042-341-555 - 

 
6. รพ.ศูนยมะเร็ง 042-207-380 - 

 
7. รพ.กองบิน 23 042-930-119 042-345-121 

 
8. รพ.ธัญญารักษ 042-295-756 - 

 
9. มูลนิธิเมธาธรรม 042-245-463 - 

 
10. มูลนธิสิงเสริมธรรม 042-221-695 - 

 
11. ทน.อุดรธาน ี 083-403-5895 - 

 
12. ทม.หนองสำโรง 042-230-135 - 

 
13. ทม.โนนสูง-น้ำคำ 042-113-271 - 

 
14. ทต.นาขา 042-218-023 ตอ 76 - 

 
15. ทต.นิคมสงเคราะห 042-237-096 - 

 
16. ทต.บานตาด 042-120-429 ตอ 23 - 

 
17. ทต.หนองไผ 082-309-9979 - 

 
18. อบต.บานขาว 042-218-213 087-944-0366 

 
19. อบต.นาดี 042-110-151 - 

 
20. อบต.หนองไฮ 081-769-8711 - 

 
21. อบต.หนองนาคำ 042-290-215 081-670-2211 

 
22. อบต.สามพราว 042-349-190 - 



 

 

หมายเลขโทรศัพทโรงพยาบาลแมขาย EMS ในเขตจังหวัดอุดรธานี 

หนวยงาน สายตรง ER โทรศัพทมือถือ 

1. รพ.กุดจับ 042-291-321-3 ตอ 104 091-056-3457 

2. รพ.กุมภวาป 042-334-406 082-305-6610 

3. รพ.หวยเกิ้ง 042-398-406 ตอ 116 088-338-2688 

4. รพ.กูแกว 042-256-181 ตอ 111 093-325-3141 

5. รพ.ไชยวาน 042-265-331 ตอ 106 095-663-2929 

6. รพ.ทุงฝน 042-268-051 ตอ 111 087-853-9292 

7. รพ.นายูง 042-150-073 094-902-4222 

8. รพ.น้ำโสม 042-287-306 085-461-4184 

9. รพ.โนนสะอาด 042-392-377 083-446-2092 

10. รพ.บานดุง 042-273-777 088-314-9409 

11. รพ.บานผือ 042-281-290 - 

12. รพ.ประจักษศิลปาคม 042-335-120 ตอ 111 061-694-0666 

13. รพ.พิบูลยรักษ 042-258-111 ตอ 104 085-465-0880 

14. รพ.เพ็ญ 042-278-572 084-790-4114 

15. รพ.วังสามหมอ 042-387-602 ตอ 106 089-941-8778 

16. รพ.ศรีธาตุ 088-561-7233 084-797-5084 

17. รพ.สรางคอม 042-276-450 - 

18. รพ.หนองวัวซอ 042-286-030 087-640-9799 

19. รพ.หนองแสง 042-396-181 091-060-5349 

20. รพ.หนองหาน 042-261-248 - 

 

หมายเลขโทรศัพทภายใน โรงพยาบาลอุดรธานี 

หนวยงาน โทรศัพท 1 โทรศัพท 2 

1. หองฉุกเฉิน (ER) 3125 3126 

2. หองสังเกตอาการ 1141 - 

3. จุดคัดกรอง ER 1424 - 

4. ศูนยสงตอ (Refer) 3115/1143 042-248-261 

5. ศูนยเปล 1135 - 



 

 

หมายเลขโทรศัพทศูนยสั่งการ ฯ จังหวัดใกลเคียง 

หนวยงาน ความถี่วิทยุ โทรศัพท 1 IP Phone 1 IP Phone 2 

1. ศูนยสั่งการ ฯ สพฉ. 150.475 02-872-1669 2101 6101 

2. ศูนยสั่งการ ฯ อุดรธานี 154.925 042-223-702 2437 6405 

3. ศูนยสั่งการ ฯ เลย 154.925 042-862-136 2401 6401 

4. ศูนยสั่งการ ฯ หนองบัวลำภู 152.250 042-313-238 2433 6433 

5. ศูนยสั่งการ ฯ หนองคาย 155.725 042-422-586 2431 6431 

6. ศูนยสั่งการ ฯ สกลนคร 155.475 042-970-506 2427 6427 

7. ศูนยสั่งการ ฯ บึงกาฬ 154.925 042-491-900 2413 6413 

8. ศูนยสั่งการ ฯ นครพนม 154.975 042-513-180 2409 6409 

9. ศูนยสั่งการ ฯ ขอนแกน 155.675 043-230-192 2405 6437 

10. ศูนยสั่งการ ฯ กาฬสินธุ 155.775 043-816-500 2403 6403 

 

หมายเลขสายดวนอื่นๆ 

หนวยงาน สายดวน โทรศัพทใน จ.อุดรธานี 

1. ตำรวจ 191 - 

    1.1 สภ.เมืองอุดรธานี 191 042-221-077 

    1.2 สภ.นาขา 191 042-218-245 

    1.3 สภ.โนนสูง 191 042-207-463 

    1.4 สภ.หวยหลวง 191 042-111-467 

2. ดับเพลิง 199 042-244-989 

3. กรมปองกันและบรรเทาสาธารณภัย 1784 042-246-329 

4. คุมครองคนไรท่ีพึ่ง/คนไรบาน 1300 042-221-773 

5. บัตรทอง 1330 042-325-681 

6. สายดวนสุขภาพจิต 1323 1667 

7. บำบัดยาเสพติด 1165 - 

8. ทองไมพรอม/เอดส 1663 - 

9. บริจาคอวัยวะ สภากาชาดไทย 1666 - 

10. การไฟฟาสวนภูมิภาค 1129 - 

11. การประปาสวนภูมิภาค 1662 - 

12. กรมสงเสริมการสงออก 1169 - 



 

 

4. ตัวชี้วัดดานเทคโนโลยีสารสนเทศและการสื่อสาร 

ตัวช้ีวัดท่ี 1 : ระดับความสำเร็จของการพัฒนาสารสนเทศและการสื่อสาร และการมีขอมูลเชิงประจักษ
ดานประสิทธิผล 

คะแนนตัวช้ีวัด : 5 คะแนน 
คำอธิบาย : ระดับความสำเร็จของการพัฒนาปรับปรุงสารสนเทศและการสื่อสารรวมกับการมีขอมูล

เชิงประจักษดานประสิทธิภาพ คือ ถูกตอง ครบถวนและทันเวลา โดยประเมินความสำเร็จ
จากการดำเนินการพัฒนาปรับปรุงระบบขอมูลและประสิทธิภาพของระบบเทคโนโลยี
สารสนเทศและการสื่อสาร เพื่อสนับสนุนการบริหารจัดการของผูบริหาร สนับสนุนการ
ปฏิบัติงานของบุคลากร จำนวน 10 ขอ ดังนี ้

 
ขอมูลเชิงประจักษดานประสิทธิภาพ 
ของระบบสารสนเทศและการสื่อสาร 

เกณฑการตรวจประเมิน 

1. มีฐานขอมูลที่ครอบคลุมที่ใชสนับสนุนการ
ปฏิบัติงาน 

 มีฐานขอมูลที่ครอบคลุมอยางนอยทุกประเด็น ซึ่ง
สนับสนุนการปฏิบัติงานไดอยางเหมาะสม 

 มีฐานขอมูลเพ่ือการดำเนินงานการบริหารงาน 
2. มีการอัพเดทขอมูลที่จำเปนอยางสม่ำเสมอ

และทันทวงที 
 มีการกำหนดผูรับผิดชอบในการตรวจสอบรอบของการ

จัดเก็บขอมูลแตละประเภทใหเปนไปตามแผนท่ีกำหนด 
3. มีแนวทาง/มาตรการปองกันความ เสียหาย

และมีการสำรองขอมูลสารสนเทศ (Backup) 
 มีการสำรองขอมูลสารสนเทศ (back up) ในระบบ Intranet 

อยางนอย 2 ครั้ง/สัปดาห และในระบบ Internet อยาง
นอย 1-2 ครั้ง/เดือน หรือตามความเหมาะสม ซึ่งสามารถ
พิจารณาจากความสำคัญตามปริมาณงาน Transaction 

4. มีการประกาศนโยบายและแนวปฏิบัติใน
การร ักษาความม ั ่ นคงปลอดภ ัยด  าน
สารสนเทศและการสื่อสาร 

 มีการประกาศนโยบายและแนวทางการปฏิบัติในการ
รักษาความปลอดภัย หรือ มีคูมือแนวทางการปฏิบัติใน
การรักษาความปลอดภัยดานสารสนเทศ 

5. มีการประกาศคุ มครองขอมูลสวนบุคคล 
(Privacy Notice)  

 มีการประกาศคุ มครองขอมูลสวนบุคคล (Privacy 
Notice) ตาม พ.ร.บ.คุ มครองขอมูลสวนบุคคล พ.ศ.
2562 หรือ แนวทางปฏิบัติดานความปลอดภัยของ
ขอมูลสวนบุคคลของผูปวย 

6. มีระบบรักษาความมั่นคงและปลอดภัยของ
ระบบฐานขอมูลและสารสนเทศ 

 มีระบบการตรวจสอบการบุกรุกและตรวจสอบความ
ปลอดภัยของเครือขายครอบคลุมทุกโฮสต (Host) 
รวมถึงเสนทางที่ขอมูลอาจเดินทาง เพื่อปองกันทรัพยากร
ระบบสารสนเทศและขอมูลบนเครือขาย 

 มีการติดตั้งระบบบันทึกและติดตามการใชงานระบบ
สารสนเทศและตรวจตราการละเมิดความปลอดภัยที่มี
ตอระบบขอมูลที่เปนไปตาม พ.ร.บ. วาดวยการกระทำ
ความผิดเก่ียวกับคอมพิวเตอร พ.ศ. 2550 

 



 

 

ขอมูลเชิงประจักษดานประสิทธิภาพ 
ของระบบสารสนเทศและการสื่อสาร 

เกณฑการตรวจประเมิน 

7. มีแผนบริหารความเสี ่ยงและแผนรองรับ
สถานการณ ฉ ุกเฉ ินด านคอมพิวเตอร
สารสนเทศและการสื่อสาร 

 มีแผนบริหารความเสี่ยงดานคอมพิวเตอร สารสนเทศและ
การสื่อสาร มีกระบวนการที่แสดงถึงการตอบสนองตอ
การบุกรุกที่เสี ่ยงตอการทำงานของระบบสารสนเทศ
และการสื ่อสารที ่ครอบคลุมถึงการสนับสนุนการ
ปฏิบัติงานไดอยางตอเนื่องภายใตภาวะวิกฤต (เชน ไฟ
ไหม น้ำทวม แผนดินไหว เปนตน) เพื่อใหสามารถลด
ความเสียหายไดอยางรวดเร ็ว รวมถึงการปองกัน
เหตุการณท่ีอาจจะเกิดขึ้นและการดำเนินการตามแผน 

8. มีระบบ Access Right ที่ถูกตองและ 
ทันสมัย 

 มีการกำหนดสิทธิ์การเขาถึงขอมูลและระบบขอมูลให
เหมาะสม กับการเขาใชงานของผูใชงานระบบและหนาที่
ความรับผิดชอบ ของเจาหนาที่ในการปฏิบัติงานกอน
เขาใชระบบสารสนเทศ รวมถึงการเปลี่ยนแปลงหรือ
ยกเลิกรหัสผาน (Password) เมื่อผูใชงานระบบลาออก 
พนจากตำแหนงหรือยกเลิกการใชงานและมีการทบทวน
สิทธ์ิการเขาถึงอยางสม่ำเสมอ 

9. มีหนังสือรับรองการเขารวมขายและการ
จัดสรรคลื่นวิทยุคมนาคมการแพทยฉุกเฉิน 

 มีหนังสือหรือเอกสารการยื ่นแสดงความจำนงคขอ
รับรองการเขารวมเครือขายและการจัดสรรคลื่นวิทยุ
คมนาคม จาก สพฉ. 

 มีหนังสือรับรองการเขารวมขายและการจัดสรรคลื่นวิทยุ
คมนาคมการแพทยฉุกเฉิน จาก สพฉ. 

10. มีใบอนุญาตใหตั้งสถานีวิทยุคมนาคม มี
ใบอนญุาตให “มี” และ “ใช” เครื่องวิทยุ
คมนาคมจากสำนักงาน กสทช. 

 มีใบอนญุาตใหตั้งสถานีวิทยุคมนาคม จาก กสทช. 
 มีใบอนุญาตให “มี” และ “ใช” เครื่องวิทยุคมนาคม

จากสำนักงาน กสทช. 
 

เกณฑการใหคะแนน : 

ระดับ 1 ระดับ 2 ระดับ 3 ระดับ 4 ระดับ 5 
60 - 69 คะแนน 70 - 79 คะแนน 80 - 89 คะแนน 90 - 99 คะแนน 100 คะแนน 
มีขอมูลเชิงประจักษ 

6 ขอ 
มีขอมูลเชิงประจักษ 

7 ขอ 
มีขอมูลเชิงประจักษ 

8 ขอ 
มีขอมูลเชิงประจักษ 

9 ขอ 
มีขอมูลเชิงประจักษ

10 ขอ 

 

 

 



 

 

เปาหมายความสำเร็จของงานในแตละรอบการประเมิน : 

ระดับขั้น
ความสำเร็จ 

รอบการประเมิน/คะแนนการประเมิน 
รายการประเมิน 

(ขอละ 10 คะแนน) 
ระดับคะแนน 

6 เดือนแรก 6 เดือนหลัง 
ขอที ่1 มีฐานขอมูลที่ครอบคลุมท่ีใชสนับสนุนการปฏิบัติงาน 10  
ขอที ่2 มีการอัพเดทขอมูลที่จำเปนอยางสมำ่เสมอและทันทวงที 10  
ขอที ่3 มีแนวทาง/มาตรการปองกันความ เสียหายและมีการ

สำรองขอมูลสารสนเทศ (Backup) 
10  

ขอที ่4 มีการประกาศนโยบายและแนวปฏิบัติในการรักษาความ
มั่นคงปลอดภัยดานสารสนเทศและการสื่อสาร 

10  

ขอที ่5 มีระบบรักษาความมั่นคงและปลอดภัยของระบบ
ฐานขอมูลและสารสนเทศ 

10  

ขอที ่6 มีแผนบริหารความเสี่ยงและแผนรองรับสถานการณ
ฉุกเฉินดานคอมพิวเตอรสารสนเทศและการสื่อสาร 

10  

ขอที ่7 มีการประกาศคุมครองขอมูลสวนบุคคล (Privacy 
Notice) 

10  

ขอที ่8 มีระบบ Access Right ที่ถูกตองและ ทันสมัย 10  
ขอที ่9 มีหนังสือรับรองการเขารวมขายและการจัดสรรคลื่นวิทยุ

คมนาคมการแพทยฉุกเฉิน 
0  

ขอที ่10 มีใบอนุญาตใหตั้งสถานีวิทยุคมนาคม มีใบอนุญาตให 
“ม”ี และ “ใช” เครื่องวิทยุคมนาคมจากสำนักงาน 
กสทช. 

0  

คะแนนรวม 80  
 

หลักฐานอางอิง/แหลงขอมูล/วิธีการจัดเก็บขอมูล :  
1. แหลงขอมูล   : ศูนยรับแจงเหตุและสั่งการ 1669 จังหวัดอุดรธานี 
2. วิธีการจัดเก็บขอมูล  : รวบรวมขอมูลจากการดำเนินงานจริง 
  
ผูกำกับดูแลตัวช้ีวัด  : นางสาวนันทรีญา ภูหัดสวน   หมายเลขติดตอ : 063-368-6966 
ผูจัดเก็บขอมูล   : นายยุทธการณ ทุมทอง    หมายเลขติดตอ : 085-738-4213  
   : นายธนากร ประจิมทิศ    หมายเลขติดตอ : 089-275-1438 
หนวยงาน   : กลุมงานเวชศาสตรฉุกเฉิน โรงพยาบาลอุดรธานี 
  



 

 

ตัวช้ีวัดท่ี 2 : ระดับความพรอมใชงาน (Service availability) ของระบบสารสนเทศและการสื่อสาร  

คะแนนตัวช้ีวัด : 5 คะแนน 
คำอธิบาย : ระดับความพรอมใชงานของระบบสารสนเทศและการสื่อสาร โดยประเมินความสำเร็จจาก

การดำเนินการสามารถใชงานและประสิทธิภาพของเครื่องมือและอุปกรณระบบสารสนเทศ
และการสื่อสารไดตลอดเวลาอยางตอเนื่อง เพื่อสนับสนุนการปฏิบัติงาน จำนวน 10 ขอ ดังนี้ 

 
ขอมูลเชิงประจักษดานประสิทธิภาพ 
ของระบบสารสนเทศและการสื่อสาร 

เกณฑการตรวจประเมิน 

1. มีแผนการบำรุงรักษาอุปกรณสารสนเทศ
และระบบการสื่อสาร 

 มีแผนการดูแล บำรุง รักษาอุปกรณสารสนเทศ 
คอมพิวเตอรและระบบเครือขาย 

 มีแผนการดูแลบำรุงรักษาอุปกรณเครื่องมือสื่อสาร 
2. มีการตรวจสอบความพรอมใชงานของ

อุปกรณสารสนเทศและการสื่อสาร 
 มีเอกสารการบันทึกการตรวจสอบความพรอมของ

อุปกรณสารสนเทศและการสื่อสาร 
3. ระยะเวลาที่ใหบรกิารไมได (Downtime) 

ของระบบโทรศัพทสายดวน 1669 
 ระยะเวลาที่ไมสามารถใหบริการได (Downtime) ของ

สายดวน 1669 นอยกวา 2 ครั้ง/เดือน 
4. ระยะเวลาที่ใหบริการไมได (Downtime) 

ของระบบอินเตอรเน็ต AIS 3BB Fiber 
 ระยะเวลาที่ไมสามารถใหบริการได (Downtime) ของ

ระบบอินเตอรเน็ต นอยกวา 2 ครั้ง/เดือน 
5. ระยะเวลาที่ใหบริการไมได (Downtime) 

ของระบบวิทยุสื่อสารการแพทยฉุกเฉิน 
 ระยะเวลาที่ไมสามารถใหบริการได (Downtime) ของ

ระบบวิทยุสื่อสารการแพทย ฯ นอยกวา 2 ครั้ง/เดือน 
6. ระยะเวลาที่ใหบริการไมได (Downtime) 

ของระบบ GIN ทั้ง VoIP และ RoIP  
 ระยะเวลาที่ไมสามารถใหบริการได (Downtime) ของ

ระบบ GIN นอยกวา 2 ครั้ง/เดือน 
7. การกูคืนระบบเมื่อเกิดเหตุฉุกเฉินตอ

ระบบสารสนเทศและการสื่อสาร 
 สามารถกูคืนระบบไดไมเกิน 5 นาที/ครั้ง/เดือน 

8. จำนวนครั้งของการถูกบุกรุกและระดับ
ความปลอดภัยที่ยอมรับได 

 จำนวนครั้งของการถูกบุกรุกและระดับความปลอดภัย
ที่ยอมรับไดไมเกิน 3 ครั้ง/เดือน 

9. ลิขสิทธิ์ซอฟแวรและระบบปฏิบัติการ ตอ
อายุลิขสิทธ์ิซอฟแวรและระบบปฏิบัติการ  

 มีเอกสารหลักฐานแสดงถึงการเขาถึงลิขสิทธิ์ซอฟแวร
และระบบปฏิบัติการ 

10. การทดสอบสัญญาณความชัดเจนของ
ระบบโทรศัพท VoIP, TTRS, ระบบวิทยุ 
RoIP, E-radio และระบบเครือขายทองถิ่น 

 มีเอกสารหรือหลักฐานแสดงถึงการเขารวมทดสอบ
สัญญาณกับสวนกลาง เชน กองสาธารณสุขฉุกเฉิน 
สพฉ. หรือ TTRS หรือเครือขายในทองถ่ิน 

เกณฑการใหคะแนน : 

ระดับ 1 ระดับ 2 ระดับ 3 ระดับ 4 ระดับ 5 
60 - 69 คะแนน 70 - 79 คะแนน 80 - 89 คะแนน 90 - 99 คะแนน 100 คะแนน 
มีขอมูลเชิงประจักษ 

6 ขอ 
มีขอมูลเชิงประจักษ 

7 ขอ 
มีขอมูลเชิงประจักษ 

8 ขอ 
มีขอมูลเชิงประจักษ 

9 ขอ 
มีขอมูลเชิงประจักษ

10 ขอ 
เปาหมายความสำเร็จของงานในแตละรอบการประเมิน : 



 

 

ระดับขั้น
ความสำเร็จ 

รอบการประเมิน/คะแนนการประเมิน 
รายการประเมิน 

(ขอละ 10 คะแนน) 
ระดับคะแนน 

6 เดือนแรก 6 เดือนหลัง 
ขอที ่1 มแีผนการบำรุงรักษาอุปกรณสารสนเทศและระบบการ

สื่อสาร 
7  

ขอที ่2 มีการตรวจสอบความพรอมใชงานของอุปกรณ
สารสนเทศและการสื่อสาร 

8  

ขอที ่3 ระยะเวลาที่ใหบริการไมได (Downtime) ของระบบ
โทรศพัทสายดวน 1669 

9  

ขอที ่4 ระยะเวลาที่ใหบริการไมได (Downtime) ของระบบ
อินเตอรเน็ต AIS 3BB Fiber 

8  

ขอที ่5 ระยะเวลาที่ใหบริการไมได (Downtime) ของระบบ
วิทยุสื่อสารการแพทยฉุกเฉิน 

9  

ขอที ่6 ระยะเวลาที่ใหบริการไมได (Downtime) ของระบบ 
GIN ทั้ง VoIP และ RoIP  

9  

ขอที ่7 การกูคืนระบบเมื่อเกิดเหตุฉุกเฉินตอระบบสารสนเทศ
และการสื่อสาร 

9  

ขอที ่8 จำนวนครั้งของการถูกบุกรุกและระดับความปลอดภัยที่
ยอมรับได 

9  

ขอที ่9 ลิขสิทธิ์ซอฟแวรและระบบปฏิบัติการ ตออายุลิขสิทธ์ิ
ซอฟแวรและระบบปฏิบัติการ  

5  

ขอที ่10 การทดสอบสัญญาณความชัดเจนของระบบโทรศัพท 
VoIP, TTRS, ระบบวิทยุ RoIP, E-radio และระบบ
เครือขายทองถิ่น 

5  
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หลักฐานอางอิง/แหลงขอมูล/วิธีการจัดเก็บขอมูล :  
1. แหลงขอมูล   : ศูนยรับแจงเหตุและสั่งการ 1669 จังหวัดอุดรธานี 
2. วิธีการจัดเก็บขอมูล  : รวบรวมขอมูลจากการดำเนินงานจริง 
  
ผูกำกับดูแลตัวช้ีวัด  : นางสาวนันทรีญา ภูหัดสวน   หมายเลขติดตอ : 063-368-6966 
ผูจัดเก็บขอมูล   : นายยุทธการณ ทุมทอง    หมายเลขติดตอ : 085-738-4213  
   : นายธนากร ประจิมทิศ    หมายเลขติดตอ : 089-275-1438 
หนวยงาน   : กลุมงานเวชศาสตรฉุกเฉิน โรงพยาบาลอุดรธานี 
  



 

 

แผนบรหิารจัดการความเสี่ยง 

ดานเทคโนโลยีสารสนเทศและการสื่อสาร 

Information Communication Technology  

 ICT RISK MANAGEMENT 
 
 
 

 

 

 

 

 

 

 

 

กลุมเทคโนโลยสีารสนเทศและการสื่อสาร  

ฝายปฏิบัตกิารอำนวยการ กลุมงานเวชศาสตรฉุกเฉนิ 

โรงพยาบาลอุดรธาน ี



 

 

บทที่ 1 

บทนำ 
การจัดทำแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศ 

 
1.1 หลักการและเหตุผล 

  การบริหารความเสี่ยงเปนเครื่องมือทางกลยุทธที่สำคัญตามหลักการกำกับดูแลและบริหารงานที่ดี โดยจะ
ชวยใหการบริหารงานและการตัดสินใจดานตาง ๆ เชน การวางแผน การกำหนดกลยุทธ การติดตามควบคุม และ
วัดผลการปฏิบัติงาน ตลอดจนการใชทรัพยากรอยางเหมาะสมและมีประสิทธิภาพมากขึ้น ลดการสูญเสียและ
โอกาสที่ทำใหเกิดความเสียหายแกหนวยงาน โดยเฉพาะอยางยิ่งในดานเทคโนโลยีสารสนเทศที่เขามามีบทบาท
สำคัญในการดำเนินงานของหนวยงาน ทั้งการจัดเก็บขอมูล การใชงานอุปกรณคอมพิวเตอร การติดตอสื่อสารผาน
ระบบเครือขายและวิธีการปฏิบัติงานระบบเทคโนโลยีสารสนเทศตาง ๆ ภายใตการดำเนินงานของทุกหนวยงาน
ลวนมีความเสี่ยง ซึ่งก็คือความไมแนนอนที่จะสงผลกระทบตอการดำเนินงานหรือเปาหมาย ดังนั้น กลุมเทคโนโลยี
สารสนเทศ ฝายปฏิบัติการอำนวยการ กลุมงานเวชศาสตรฉุกเฉิน โรงพยาบาลอุดรานี จึงจำเปนตองมีการจัดการ
ความเสี่ยงเหลานั้นอยางเปนระบบ โดยการระบุความเสี่ยงวามีปจจัยเสี่ยงใดบางที่กระทบตอการดำเนินงานหรือ
เปาหมาย วิเคราะหความเสี่ยงจากโอกาสและผลกระทบที่เกิดข้ึนจัดลำดับความสำคัญของปจจัยเสี่ยงแลวกำหนด
แนวทางในการจัดการความเสี่ยง โดยคำนึงถึงความคุมคาในการจัดการความเสี่ยงอยางเหมาะสม 
 
1.2 วัตถปุระสงค 

  1.2.1 เพื่อเตรียมความพรอมและรองรับสถานการณฉุกเฉิน ที่อาจจะเกิดขึ้นกับระบบฐานขอมูลและระบบ
เทคโนโลยีสารสนเทศและการสื่อสาร 

  1.2.2 เพื่อเปนแนวทางในการดูแลรักษาระบบความมั่นคงปลอดภัยของระบบฐานขอมูลและระบบเทคโนโลยี
สารสนเทศใหมีเสถียรภาพและมีความพรอมสำหรับการใชงาน 

  1.2.3 เพื่อใหการปฏิบัติงานเปนไปอยางมีระบบและตอเนื่อง และสามารถแกไขสถานการณไดอยางทันทวงที 
กรณีเกิดสถานการณความไมแนนอนและภัยพิบัติ 
 
1.3 เปาหมาย 

  มีแผนบริหารจัดการความเสี่ยงดานเทคโนโลยีสารสนเทศที่เปนเอกสารและสามารถนำไปปฏิบัติไดจริง 
 
1.4 ขอบเขตการดำเนินงาน 

  เปนการบริหารจัดการความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสารภายใตความรบัผิดชอบของกลุม
เทคโนโลยีสารสนเทศและการสื่อสาร ฝายปฏิบัตกิารอำนวยการ กลุมงานเวชศาสตรฉุกเฉิน โรงพยาบาลอุดรานี 
 
1.5 ประโยชนที่คาดวาจะไดรับ 

  1.5.1 มีความพรอมในการรองรับสถานการณฉุกเฉินที ่อาจเกิดขึ ้นกับระบบฐานขอมูลและระบบ
เทคโนโลยีสารสนเทศ 
  1.5.2 มีแนวทางในการดูแลรักษาระบบความมั่นคงปลอดภัยของระบบฐานขอมูลและระบบเทคโนโลยี
สารสนเทศใหมีเสถียรภาพและมีความพรอมสำหรับการใชงาน 



 

 

1.6 ระยะเวลาดำเนินการ 

ลำดับ
ที่ 

กิจกรรม 
ปงบประมาณ 2567 

หมายเหตุ 
เม.ย. พ.ค. มิ.ย. ก.ค. ส.ค. ก.ย. 

1  - ศึกษาขอมลูในการจัดทำแผนบริหารจัดการ 
  ความเสี่ยง 

       

2  - วิเคราะหความเสี่ยง 
 - จัดทำแผนบริหารจัดการความเสี่ยง 

       

3  - สรุปผลการประเมิน        

 
1.7 ผูรับผิดชอบ 
 1.7.1 นายยุทธการณ ทุมทอง  เจาพนักงานสาธารณสุขชำนาญงาน 
 1.7.2 นายธนากร ประจิมทิศ  พนักงานสื่อสาร 
 
1.8 ท่ีปรึกษา 
 1.8.1 นายแพทยวิสิษฐ วิจิตรโกสุม หัวหนากลุมงานเวชศาสตรฉุกเฉิน 
 1.8.2 นายแพทยเอกภักดิ์ ระหวางบาน    นายแพทยชำนาญการพิเศษ 

1.8.3 นายแพทยณัฐพล ตรีทิพยสถิตย  หัวหนาศูนยรับแจงเหตุและสั่งการ 1669 จังหวัดอุดรธานี 
 1.8.4 นายแพทยพิทย จันทรสมบูรณ รองหัวหนาศูนยรับแจงเหตุและสั่งการ 1669 จังหวัดอุดรธานี 
  



 

 

บทท่ี 2 
การบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศ 

 
2.1 สภาพแวดลอมดานเทคโนโลยีสารสนเทศ 

  ระบบฐานขอมูลสารสนเทศและโปรแกรมปฏิบัติการ (Database & Software) เชน ฐานขอมูลการรับ
แจงเหตุและสั ่งการ ฯ ในระบบการแพทยฉุกเฉิน ฐานขอมูลการตรวจเช็คอุปกรณในรถปฏิบัติการฉุกเฉิน 
ฐานขอมูลระบบสารสนเทศการแพทยฉุกเฉิน (ITEMS) เปนตน อุปกรณคอมพิวเตอร (Hardware) เชน เครื่อง
คอมพิวเตอรแมขายระบบเครือขาย (Network Server) เครื่องคอมพิวเตอรแมขายระบบฐานขอมูล (Database 
Server) เครื่องคอมพิวเตอรแมขายที่ใชจัดเก็บและสำรองขอมูล (Storage Server) เครื่องแมขายสำหรับ
ใหบริการเว็บไซต (Web Server) อุปกรณปองกันการจู โจมขอมูลจากบุคคลภายนอก (Firewall) เครื ่อง
ไมโครคอมพิวเตอร เครื่องคอมพิวเตอรชนิดพกพา (Notebook) เคร่ืองสแกนเนอร (Scanner) เครื่องพิมพเลเซอร 
(Laser Printer) เครื่องพิมพแบบพนหมึก (Ink-Jet Printer) อุปกรณสำรองไฟฟาสำหรับคอมพิวเตอร (UPS) 
อุปกรณกระจายสัญญาณเครือขาย (Switching) และอุปกรณกระจายสัญญาณเครือขายชนิดไรสาย (Wireless 
Access point) เปนตน 
 
2.2 กระบวนการบริหารความเสี่ยง 

  เปนกระบวนการที่ใชในการระบุ วิเคราะห ประเมินและจัดระดับความเสี่ยง ที่มีผลกระทบตอการบรรลุ
วัตถุประสงคของกระบวนการทำงานของหนวยงานและการบริหารจัดการความเสี่ยง รวมทั้งการกำหนดแนว
ทางการดำเนินงานหรือมาตรการควบคุมหรือปองกันหรือลดความเสี่ยง ซึ่งมีขั้นตอนการดำเนินการหลักเกณฑใน
การวิเคราะหอยางเหมาะสม โดยครอบคลุม 5 ขั้นตอน ดังนี ้
 

 
รปูทีÉ ř แสดงกระบวนการบรหิารความเสีÉยง 

 

 

 



 

 

  2.2.1 การระบุความเสี่ยงหรือปจจัยเสี่ยง 

   เปนกระบวนการที่ผูบริหารและผูปฏิบัติงานรวมกันระบุความเสี่ยงและปจจัยเสี่ยงที่เกี ่ยวของ
โครงการ/กิจกรรม เพื่อใหทราบถึงเหตุการณที ่เปนความเสี่ยงที่อาจมีผลกระทบตอการบรรลุผลสำเร็จตาม
วัตถุประสงค ซึ่งตองคำนึงถึงสภาพแวดลอมทั้งภายนอกและภายในองคกร 

   วิธีการในการระบุความเสี่ยงมีหลายวิธี เชน 
    2.2.1.1 การระดมสมองเพ่ือใหไดความเสี่ยงท่ีหลากหลาย 
    2.2.1.2 การใช Checklist 
    2.2.1.3 การวิเคราะหสถานการณจากการตั้งคำถาม “What-if” 
    2.2.1.4 การวิเคราะหการปฏิบัติงานในแตละขั้นตอน 

   ในข้ันตอนนี้ควรมีการเก็บขอมูลความสูญเสียที่เกิดขึ้นในรูปของความถี่ของการเกิดความสูญเสีย 
และความรุนแรงของความสูญเสีย รวมทั้งขอมูลการดำเนินการใด ๆ เพ่ือลดความสูญเสียที่เกิดขึ้นในอดีต ทั้งท่ี 
ประสบผลสำเรจ็และปญหาอุปสรรคซึ่งจะเปนประโยชนในการดำเนินการตอไป 

  2.2.2 การวิเคราะหและประเมินความเสี่ยง 
   การประเมินความเสี่ยงเปนกระบวนการที่ประกอบดวย การวิเคราะห การประเมิน และการจัดระดับ
ความเสี่ยง ประกอบดวย 4 ขั้นตอน คือ  
    2.2.2.1 การกำหนดเกณฑการประเมินมาตรฐาน เปนเกณฑที่จะใชประเมินความ
เสี่ยง ไดแก โอกาสที่จะเกิดความเสี่ยง (Likelihood) ระดับความรุนแรงของผลกระทบ (Impact) และระดับของ
ความเสี่ยง (Degree of Risk) คณะกรรมการบริหารความเสี่ยงตองกำหนดเกณฑของหนวยงานขึ้น ซึ่งอาจกำหนด
ไดทั้งเกณฑเชิญปริมาณและเชิงคุณภาพ การกำหนดเกณฑของโอกาสที่เกิดความเสี ่ยงอาจกำหนดเปนเกณฑ 
5 ระดับ (สูงมาก/รุนแรงมากที่สุด สูง/คอนขางรุนแรง ปานกลาง นอย และ นอยมาก) สวนระดับของความเสี่ยง
อาจกำหนดเปนเกณฑ 4 ระดับ (สูงมาก สูง ปานกลาง และ นอย) 

    2.2.2.2 การประเมินโอกาสและผลกระทบของความเสี่ยง เปนการนำความเสี ่ยง
และปจจัยเสี่ยงแตละปจจัยที่ระบุไวมาประเมินโอกาสที่จะเกิดเหตุการณความเสี่ยงเหลานั้นและประเมินระดับ
ความรุนแรงหรือมูลคาความเสียหายจากความเสี่ยงตามเกณฑมาตรฐานที่กำหนดเพื่อใหเห็นระดับความเสี่ยง ซึ่ง
แตละความเสี่ยงก็จะมีความรุนแรงแตกตางกัน ทั้งนี้การควบคุมความเสี่ยงหรือหลีกเลี่ยงความเสี่ยงนั้นขึ้นอยูกับ
มาตรการควบคุมความเสี่ยงของแตละหนวยงาน โดยมีการประเมินใน 2 มิติ ไดแก มิติผลกระทบ และมิติโอกาส
ของความเสี่ยงที่จะเกิดข้ึน 
    เกณฑการประเมินผลกระทบ (ความนาเชื่อถือ/ความพึงพอใจของผูใชบริการ) เปนดังนี้ 

ระดับ การประเมิน 
1 นอยมาก (แทบไมมีผลกระทบเลย) 
2 นอย (เจาหนาที่ไดรับเสียงบนหรอืถูกตำหนิ) 
3 ปานกลาง (เจาหนาที่ถูกรองเรยีนหรือถูกลงโทษทางวินัย) 
4 สูง (ผูบริหารถูกตำหนิหรือถูกรองเรียน) 
5 สูงมาก (ผูบรหิารถูกลงโทษทางวินัย) 

 
 



 

 

    เกณฑการประเมินโอกาสของการเกิดความเสี่ยง เปนดังนี้ 

ระดับ การประเมิน 
1 เกดิข้ึนนอยมาก นานๆคร้ัง (แทบไมเกิดขึ้นเลย) 
2 เกดิข้ึนนอย ไมบอย (อาจเกิดข้ึนไดทุก ๕ ป) 
3 เกดิข้ึนปานกลาง (อาจเกิดข้ึนไดทกุป) 
4 เกดิข้ึนสูง หรือ บอย (อาจเกิดข้ึนไดทุกเดือน) 
5 เกดิข้ึนสูงมาก หรือ บอยมาก (อาจเกิดข้ึนไดทุกวนั) 

 
    2.2.2.3 การวิเคราะหความเสี่ยง เปนการดูความสัมพันธระหวางโอกาสที ่จะเกิด
ความเสี่ยงและผลกระทบของความเสี่ยงตอองคกรวาจะกอใหเกิดระดับความเส่ียงในระดับใด โดยใชตารางระดับ
ความเสี่ยงสูงสุดที่จะตองบริหารจัดการกอน ดังรูปที่ 2 

 

รูปที่ 2 แสดงแผนผังประเมนิความเสี่ยง 
 
    2.2.2.4 การจัดลำดับความเสี่ยง เปนการจัดลำดับความรุนแรงของความเสี่ยงที่ผล
ตอองคกรเพื ่อพิจารณากำหนดกิจกรรมการควบคุมในแตละสาเหตุของความเสี่ยงที่สำคัญใหเหมาะสม โดย
พิจารณาจากระดับความเสี่ยงที่ประเมินไดแลว เลือกความเสี่ยงที่มีระดับสูงมากหรือสงู มาจัดทำแผนการบริหาร
ความเสี่ยงกอน 
 

2.2.3 การกำหนดมาตรการจัดการความเสี่ยงอยางรดักุม 

   มีการวางแผนโดยกำหนดมาตรการเพื่อควบคุมผลกระทบของความเสี่ยงเพื่อใหสามารถบรรลุ
เปาหมายหรือใกลเคียงกับเปาหมายที่กำหนดไว ในการวางแผนจะตองมีการกำหนดกลยุทธในการควบคุม
ผลกระทบของความเสี่ยงที่อาจเกิดขึ้นเพื่อที่จะลดและตรวจหาความเสี่ยงที่ไดประเมินเอาไว โดยใหมีการแตงตั้ง
เจาหนาที่ผูรับผิดชอบเปนผูดูแลรักษาความมั่นคงปลอดภัยของระบบและปองกัน/แกไข/ควบคุมความเสี่ยงไมให 
มีผลกระทบตอระบบที่วางไว โดยสามารถดำเนินการตามแผนได การควบคุมอาจแบงไดเปน 4 ประเภท คือ 

   2.2.3.1 ควบคุมเพื่อความปองกัน (Preventive Control) เปนวิธีการควบคุมเพื่อปองกัน
ไมใหเกิดความเสี่ยงและขอผิดพลาดตั้งแตแรก เชน การอนุมัติ การจัดโครงสรางองคกร การควบคุมและการ
เขาถึงเอกสาร เปนตน 



 

 

   2.2.3.2 การควบคุมเพื่อใหตรวจพบ (Detective Control) เปนวิธีการควบคุมเพื่อคนหา
ขอผิดพลาดท่ีเกิดขึ้นแลว เชน การวิเคราะห การตรวจนับและการรายงานขอบกพรอง เปนตน 

   2.2.3.3 การควบคุมโดยการชี้แนะ (Direction Control) เปนวิธีควบคุมที่สงเสริมหรือ
กระตุนใหเกิดความสำเร็จตามวัตถุประสงค 

   2.2.3.4 การควบคุมเพื่อการแกไข (Corrective Control) เปนวิธีการควบคุมเพื่อแกไข
ขอผิดพลาดท่ีเกิดขึ้นใหถูกตองหรือหาวิธีแกไขไมใหเกิดขอผิดพลาดนั้นซ้ำอีกในอนาคตหลังจากประเมินความเสี่ยง
แลว จะตองวิเคราะหการควบคุมที่มีอยูวาไดมีการจัดการควบคุมเพ่ือลดความเสี่ยงดังกลาวหรือไม โดยนำผลการ
จัดระดับความเสี่ยงในระดับสูงมากและสูงมาประเมินมาตรการควบคุมเปนอันดับแรก โดยใชขั้นตอนดังน้ี 

    1) นำปจจัยเสี ่ยงที ่อยู ในระดับสูงมากหรือสูง มากำหนดวิธีควบคุมที่ควรจะมีเพื่อ
ปองกันความเสี่ยงหรือปจจัยเสี่ยงเหลานั้น 

    2) พิจารณาวาในปจจุบันความเสี่ยงหรือปจจัยเสี่ยงนั้นมีการควบคุมอยูแลวหรือไม 

    3) ถามีการควบคุมแลว ใหประเมินตอไปวาการควบคุมนั้นไดผลตามความตองการหรือไม 
 
  2.2.4 การติดตาม การรายงานและการประเมินผลการดำเนินการตามมาตรการท่ีกำหนดไว 

   การติดตามผลการดำเนินงาน การนำกลยุทธ มาตรการ หรือแนวทางมาใชปฏิบัติ เพ่ือลดโอกาส 
ที่เกิดความเสี่ยงหรือลดความเสียหายของผลที่อาจเกิดขึ้นจากความเสี่ยง และนำมาวางแผนจัดการความเสี่ยง ซึ่ง
ทางเลือกในการบริหารความเสี่ยงมีหลายวิธีสามารถปรับเปลี่ยนหรือนำมาผสมผสานใหเหมาะสมกับสถานการณ 
เมื่อทราบความเสี่ยงที่ยังเหลืออยูแลวใหพิจารณาความเปนไปไดและคาใชจายแตละทางเลือกเพื่อตัดสินใจเลือก
มาตรการลดความเสี่ยงที่เหมาะสมโดยพิจารณาจากประเด็นตาง ๆ ดังนี้ 

   2.2.4.1 พิจารณาวายอมรับความเสี่ยงหรือจะกำหนดกิจกรรมควบคุมเพื่อลดความเสี่ยงใหอยู
ในระดับที่ยอมรับได 

   2.2.4.2 เปรียบเทียบคาใชจายหรือตนทุนในการจัดการใหมีมาตรการควบคุมกับผลประโยชนที่
จะไดรับจากมาตรการดังกลาววาคุมคาหรือไม 

   2.2.4.3 กรณีเลือกกำหนดกิจกรรมควบคุมเพื่อลดความเสี ่ยง ใหกำหนดวิธีควบคุมในแผน
บริหารความเสี่ยง 
   2.2.4.4 พิจารณาผลการบริหารความเสี่ยงในงวดกอนที่ดำเนินการมา หากพบวายังมีความ
เสี่ยงที่มีนัยสำคัญซึ่งอาจมีผลตอการบรรลุวัตถุประสงคและเปาหมาย ใหนำมาระบุการควบคุมในแผนบริหาร
ความเสี่ยงดวย การรายงานผลการวิเคราะหประเมินและบริหารจัดการความเสี่ยง มีเหลืออยูในระดับใด และมี
วิธีการจัดการความเสี่ยงนั้นอยางไรเสนอตอผูบริหารเพ่ือทราบและสั่งการ 
 
  2.2.5 การทบทวนการบริหารความเสี่ยงโดยระบุกรอบเวลาในการทบทวนอยางชัดเจน 

   เปนการติดตามภายหลังจากไดดำเนินการตามแผนการบริหารความเสี่ยงแลว เพื่อใหมั่นใจวา
แผนการบริหารความเสี่ยงนั้นมีประสิทธิภาพ ทั้งนี้เพ่ือประเมินคุณภาพและความเหมาะสมของวิธีการจัดการความ
เสี่ยงที่ใชและเปนการตรวจสอบความคืบหนาของมาตรการควบคุม โดยอาจติดตามผลเปนรายครั้งตามรอบระยะเวลา 
หรือการตดิตามผลในระหวางการปฏิบัติงาน 



 

 

2.3 ความเสี่ยงดานเทคโนโลยีสารสนเทศ 

  กำหนดประเภทความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร ตามแนวทางของ COSO (Committee 
of Sponsoring Organization) ออกไดเปน 8 ประเภท ดังนี้ 

  2.3.1 ความเสี่ยงดานกายภาพและสิ ่งแวดลอม (Physical and Environment Risk) หมายถึง 
ความเสี่ยงที่เกิดจากภัยคุกคามทั้งภัยจากธรรมชาติ และภัยที่มนุษยทำขึ้น เชน วาตภัย อุทกภัย อัคคีภัย ฟาผา 
กระแสไฟฟาขัดของ การชุมนุมประทวง การกอการราย รวมถึงการไมมีระบบรักษาความปลอดภัยหองปฏิบัติการ
ระบบเครือขายและคอมพิวเตอร เครื่องคอมพิวเตอรแมขาย และระบบสื่อสารที่มีประสิทธิภาพเพียงพอ 

  2.3.2 ความเสี่ยงดานบุคลากร (Human Risk) หมายถึง ความเสี่ยงที่เกิดจากบุคลากรที่เกี่ยวของกับ
การดำเนินงานดานเทคโนโลยีสารสนเทศและการสื่อสาร ทั้งในดานการวางแผน การตรวจสอบการทำงาน การ
มอบหมายหนาที่และสิทธิ์ของเจาหนาที่และคณะทำงานที่มีสวนเกี่ยวของกับการดำเนินการทุกฝายอยางละเอียด 
เพ่ือใหเจาหนาที่มีความรู ความเขาใจในการใชงาน การดูแลรกัษาความปลอดภัยระบบเทคโนโลยีสารสนเทศและ
การสื่อสาร รวมทั้งเจาหนาที่ภายนอกที่เก่ียวของทั้งทางตรงและทางออม ซึ่งลวนแตเปนความเสี่ยงทั้งสิ้น 

  2.3.3 ความเสี่ยงดานอุปกรณ (Hardware and Data Communication Risk) หมายถึง ความเสี่ยงที่
เกิดจากความผิดพลาดของอุปกรณ การเคลื่อนยายตัวเครื่องอุปกรณ การติดตั้งอุปกรณในพื้นที่ไมเหมาะสม การ
ถูกคุกคามจากภัยตาง ๆ เชน ไวรัสคอมพิวเตอร Malware, Trojan, Adware, Ransomware เปนตน ทั้งที่เปน
การโจมตีจากภายในและมาจากภายนอกโดยผานทางเครือขาย (Networks) หรือจากคอมพิวเตอรโดยตรง เชน 
จาก USB Flash Drive หรือ USB External Hard Disk Drive เปนตน 

  2.3.4 ความเสี่ยงดานโปรแกรมคอมพิวเตอร (Software Risk) หมายถึง ความเสี่ยงที่เกิดจากระบบ
การทำงานของโปรแกรมตาง ๆ เชน การใชโปรแกรมที่ไมมีการอัพเดทใหทันสมัยเพื่อลดชองโหวที่อาจเกิดจาก 
ขอผิดพลาดทางเทคนิค (Bug) ของซอฟตแวรนั้น ๆ หรอืการถูกผูไมหวังดี (Hacker) เขามาทำลายระบบ หรือการ
ใชซอฟตแวรที่ไมมีลขิสิทธ์ิ ซึ่งสำนักงานฯ อาจถูกฟองรองใหตองชำระคาละเมิดลิขสิทธิ์ เปนตน 

  2.3.5 ความเสี่ยงดานระบบขอมูล (Database Risk) หมายถึง ความเสี่ยงที่เกิดจากฐานขอมูลตาง ๆ 
ในระบบสารสนเทศและการสื่อสารอันอาจจะกอใหเกิดความเสียหายเนื่องจากขอมูลถูกทำลาย ความเสี่ยงจาก 
ผูบุกรุกขอมูลเพื่อการโจรกรรมขอมูลที่สำคัญ การลักลอบเขามาแกไขเปลี่ยนแปลงขอมูลทำใหเกิดความเสียหาย 
ขาดความนาเชื่อถือและสรางความเสื่อมเสียแกหนวยงาน ความเสี่ยงเหลานี้ทำใหมีความจำเปนที่จะตองมีการ
บริหารจัดการความเสี่ยงดานขอมูล ดังนั้น การรักษาความปลอดภัยของขอมูลจึงเปนเรื่องสำคัญ เนื่องจากขอมูล
สารสนเทศและการสื่อสารเปนปจจัยสำคัญสำหรับผูบริหารและผูมีสวนไดสวนเสียโดยตรง รวมถึงประชาชนทั่วไป 
ดังนั้น การรักษาความปลอดภัยของระบบขอมูลและคอมพิวเตอรจากภัยตาง ๆ ทั้งภัยจากคน ภัยจากธรรมชาติ 
หรือเหตุการณใด ๆ จึงมีความสำคัญและจำเปนที่จะตองมีการปองกันเพื ่อใหเกิดความมั่นคงตอระบบขอมูล
สารสนเทศและเทคโนโลยี 
  2.3.6 ความเสี่ยงดานกลยุทธ (Strategic Risk) หมายถึง ความเสี่ยงที่เกิดจากการเปลี่ยนแปลงของ
นโยบายรัฐบาล ผูบริหารองคกร เนื่องจากการเปลี่ยนแปลงรัฐบาล และผูบริหารองคกรตาง ๆ ในดานเทคโนโลยี
สารสนเทศและการสื่อสาร ทำใหการกำหนดยุทธศาสตรและกลยุทธเปลี่ยนแปลงไป 

  2.3.7 ความเสี่ยงดานการเงิน (Financial Risk) หมายถึง ความเสี ่ยงตอการไดรับการสนับสนุน
งบประมาณท่ีไมเพียงพอและการเบิกจายงบประมาณไมทันตามกำหนดเวลา 



 

 

  2.3.8 ความเสี่ยงในดานการบริหารจัดการ (Management Risk) หมายถึง ความเสี่ยงเนื่องมาจาก
การบริหารที่ไมรัดกุมและไมมแีผนงานในการดำเนินการที่ดี 
 

2.4 การตอบสนองความเสี่ยง 

  เม่ือความเสี่ยงไดรับการบงชี้และประเมินความสำคัญแลว ผูบริหารตองประเมินวิธีการจัดการความเสี่ยง
ที่สามารถนำไปปฏิบัติไดและผลของการจัดการเหลานั้น การพิจารณาทางเลือกในการดำเนินการจะตองคำนึงถึง
ความเสี่ยงที่ยอมรับได และตนทุนที่เกิดขึ้นเปรียบเทียบกับผลประโยชนที่จะไดรับเพื่อใหการบริหารความเสี่ยงมี
ประสิทธิผล ผูบริหารอาจตองเลือกวิธีการจัดการความเสี่ยงอยางใดอยางหนึ่ง หรือหลายวิธีรวมกัน เพื่อลดระดับ
โอกาสท่ีอาจเกิดขึ้นและผลกระทบของเหตุการณใหอยูในชวงที่องคกรสามารถยอมรับได (Risk Tolerance) โดยมี 
หลักการตอบสนองความเสี่ยงมี 4 ประการ คือ 

  2.4.1 การหลีกเลี่ยง (Terminate) เปนวิธีการที่งายที่สุดในการบริหารความเสี่ยง คือ การเลือกที่จะไม
รับความเสี่ยงไวเลย อาจหยุดดำเนินการหรือยกเลิกโครงการ/กิจกรรมที่กอใหเกิดความเสียหายได การหลีกเลี่ยง
ความเสี่ยงเมื่อพบวาผลประโยชนที่จะไดรับนั้นไมคุมกับสิ่งที่จะเกิดขึ้นจึงหลีกเลี่ยงที่จะเผชิญกับกิจกรรมความ
เสี่ยงนั้นหรือการหลีกเลี่ยงความเสี่ยงอาจเกิดขึ้นจากหนวยงานเลือกที่จะหลีกเลี่ยงกิจกรรมความเสี่ยงนั้นโดยมิได
คิดทบทวนถึงผลที่จะไดรบัอาจนำมาซึ่งการเสียโอกาสของหนวยงานได 

  2.4.2 การยอมรับ (Take) เปนการยอมรับความเสี่ยงหรือความเสียหายที่อาจจะเกิดขึ้นไวเองโดยไมทำ
อะไรและยอมรับในผลที่อาจตามมา เนื่องจากเห็นวาโอกาสหรือความนาจะเปนที่จะเกิดความเสียหายอยูในวิสัย 
ที่หนวยงานยอมรับได หรือไมคุมคาสำหรับคาใชจายในการสรางระบบในการจัดการหรือปองกันความเสี่ยง 

  2.4.3 การควบคุม (Treat) เปนการปรับปรุงระบบการทำงานหรือออกแบบวิธีการทำงานใหมเพื่อ
หาทางปองกันมิใหมีความเสียหายเกิดขึ้น เปนการลดโอกาสหรือจำนวนครั้งของความเสียหายที่จะเกิด หากไม
สามารถปองกันไมใหความเสี่ยงเกิดขึ้นไดก็ควรขจัดใหหมดไปหรือลดความรุนแรงของความเสี่ยงลงโดยมีการ
จัดทำแผนหรือมาตรการควบคุมข้ึน อาจกำหนดแนวทางปฏิบัติไวลวงหนา วิธีการควบคุมความสูญเสียมี 2 วิธี คือ 

   2.4.3.1 การปองกันการเกิดความสูญเสียโดยที่พยายามจะลดความถี่ของการเกิดความสูญเสีย 
การหามาตรการหรือวิธีการใด ๆ ในการปองกันไมใหความสูญเสียเกิดขึ้น เชน ติดตั้งระบบปองกันการบุกรุกระบบ
เครือขาย (Firewall) เพื่อเปนการปองกันการถูกเจาะหรือลักลอบเขาสูระบบเครือขายเปนการปองกันบุคคลหรือ
ไวรัสคอมพิวเตอรมิใหเขาถึงหรือสรางความเสียหายแกขอมูลหรือการทำงานของระบบคอมพิวเตอร เปนตน 

   2.4.3.2 การควบคุมขนาดของความสูญเสีย เปนวิธีการที่พยายามจะลดความรุนแรงของความ
สูญเสียเมื่อเกิดความสูญเสียขึ้นแลว เชน การตดิตั้งอุปกรณดับเพลิง อุปกรณเตอืนไฟไหม เชน เครื่องตรวจจับควัน 
เครื่องตรวจจับความรอนหรอืสัญญาณเตือนภัย เปนตน เพ่ือปองกันหรอืระงับเหตุไฟไหมไดทันเวลา ในกรณีที่เกิด 
เหตุการณไฟไหมหอง Server เพื่อเปนการลดความสูญเสียของอุปกรณภายในหอง Server ใหมีความเสียหาย
นอยที่สุดหรือไมเกิดความเสียหายหรือกระทบตอการทำงานของระบบเครอืขาย 

  2.4.4 การถายโอน (Transfer) การโอนยายหรือแบงความเสี่ยงไปใหผูอื่นชวยรับผิดชอบ เชน อุปกรณ
เครือขายเมื่อซื้อมาแลวมีระยะเวลาในการรับประกันภัยเพียงหนึ่งปเพื่อเปนการรับมือในกรณีที่อุปกรณเครือขาย
ไมทำงาน องคกรอาจเลือกซื ้อประกัน หรือสัญญาการบำรุงรักษาหลังการขายใหทันกอนระยะเวลาในการ
รับประกันจะสิ้นสุด 
 



 

 

2.5 ปจจัยเสี่ยง 

  ปจจัยที่จะเกิดความเสียหายกับระบบฐานขอมูลสารสนเทศและระบบเทคโนโลยีสารสนเทศ มีดังนี้ 

  2.5.1 ปจจัยภายนอก ไดแก 
   2.5.1.1 ภัยธรรมชาติและการเกิดสถานการณความไมสงบที่กระทำตออาคารสถานที่ตั้งของ 
เครื่องประมวลผลหลักหรือเครื่องแมขายหลัก (Server) ของระบบฐานขอมูลและระบบเครือขายคอมพิวเตอร
ไดแก ไฟไหม แผนดินไหว น้ำทวม และภัยพิบัติอ่ืน ๆ 

   2.5.1.2 การขโมยอุปกรณเครื่องขายที่เปนสวนของการจัดเก็บและรวบรวมขอมูล 

   2.5.1.3 การขำรุดเสียหายของตัวเครื่องประมวลผลหลักหรือเครื่องแมขาย (Server) จากการ
เคล่ือนยาย หรืออื่น ๆ 

   2.5.1.4 ระบบการสื่อสารของเครือขายคอมพิวเตอรหลักเสียหาย/ขัดของ 

   2.5.1.5 ระบบกระแสไฟฟาขัดของ/ไฟฟาดับ 

  2.5.2 ปจจัยภายใน ไดแก 

   2.5.2.1 ระบบฐานขอมูลหลักเสียหายหรือขอมูลถูกทำลาย 

   2.5.2.2 การถูกไวรัสคอมพิวเตอร (Virus Computer) ทำลายฐานขอมูลและโปรแกรมปฏิบัติการตาง  ๆ
   2.5.2.3 การถูกเจาะหรือลักลอบ (Hack) เขาสูระบบฐานขอมูลหรือระบบเครือขายคอมพิวเตอร
จากบุคคลภายนอก (Hacker) โดยไมไดรับอนุญาต 
 

2.6 การประเมินความเสียหาย 

  2.6.1 ความเสียหายที่เกิดผลเสียหายรายแรงที่สุดซึ่งจะทำใหตองหยุดระบบประมวลผลทั้งระบบลง
ไดแก ภัยธรรมชาติ ตัวเครื่องประมวลผลหลักหรือเครื่องแมขายเสียหาย (Server) และระบบฐานขอมูลหลักถูก
ทำลายเสียหายจากไวรัส 

  2.6.2 ความเสียหายท่ีเกิดผลเสียหายและตองหยุดระบบชั่วขณะ ไดแก การถูกเจาะเขาระบบฐานขอมูล
ระบบสื่อสารของเครือขายคอมพิวเตอรขัดของและกระแสไฟฟาขัดของ 
 

2.7 การติดตามและรายงานผล 
  กำหนดใหเจาหนาที่ผู รับผิดชอบรายงานผลการดำเนินการหรือการตรวจสอบใหผูกำกับดูแลทราบเปน
ประจำทุกเดือนและใหรายงานการเกิดปญหาและผลการแกไขใหทราบในทันทีที่สามารถดำเนินการไดในทุกกรณี
ตามที่ระบุ 
 



 

 

บทที่ 3 

การวเิคราะหการบริหารจัดการความเสี่ยงดานเทคโนโลยีสารสนเทศ 
 
  กลุมงานเวชศาสตรฉุกเฉิน โรงพยาบาลอุดรธานี ตระหนักถึงความสำคัญของขอมูลสารสนเทศที่อาจ
ประสบกับความเสียหายจากสาเหตุและปจจัยเสี่ยงตาง ๆ จึงมอบหมายใหฝายปฏิบัติการอำนวยการ โดยกลุม
เทคโนโลยีสารสนเทศและการสื่อสาร ทำแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสารให
สอดคลองกับประกาศโรงพยาบาลอุดรธานี เรื่อง นโยบายการบริหารความเสี่ยงและความปลอดภัย โดยกำหนด
เข็มมุงดานคุณภาพและความปลอดภัยของผูปวยและบุคลากร (ความปลอดภัยทางไซเบอร) โดยกระบวนการ
เริ่มตนจากการรวบรวมขอมูลที่เกี่ยวของกับกิจกรรม/ปจจัยเสี่ยงหรือกระบวนงานที่มีผลตอการดำเนินงานดาน
เทคโนโลยีสารสนเทศและทำการศึกษาขอมูล ระดมความคิดเห็นรวมกับผูปฏิบัติงานดานกิจกรรมนั้น ๆ ดังตาราง
การบริหารจัดการความเสี่ยงที่ไดจดัทำการวเิคราะหโดยแยกการวิเคราะหออกเปนกิจกรรมตาง ๆ ดังตอไปนี้ 
 

3.1 แผนภูมิแนวทางและขั้นตอนการบริหารความเสี่ยง 
 

 



 

 

3.2 การวเิคราะหปจจัยเส่ียงดานระบบเทคโนโลยีสารสนเทศ  

  การระบุความเสี่ยง (Risk identification) เปนการชี้ใหเห็นถึงความเสี่ยงดานตางๆ ที่องคกรเผชิญอยู  

  ผลสรุป การกําหนดประเด็นความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร รวมทั้งการประเมิน
ระดับความเปนไปไดและผลกระทบมีดงันี ้
 

 

รูปที่ 2 แสดงแผนผังประเมนิความเสี่ยง 
 
 

ลำดับที่ ประเภทความเสี่ยง 
ความนาจะเปน

ท่ีจะเกิด 
ผลกระทบ คะแนน 

1 ความเสี่ยงจากอัคคีภัย 5 5 25 
2 ระบบกระแสไฟฟาขัดของ 5 3 15 
3 ระบบคอมพิวเตอรแมขายฐานขอมูลหลักเสียหาย  5 3 15 
4 การไมสํารองขอมูล/การสํารองขอมูลขาดการอัพเดท 5 3 15 
5 การเชื่อมตอระบบอินเทอรเน็ตขัดของ  3 5 15 
6 การบุกรุกโจมตจีากภายนอก 3 4 12 
7 ลขิสิทธิ์ซอฟตแวร  2 5 10 
8 ไวรัสคอมพิวเตอร/Malware  2 4 8 
9 ชองโหวจากการพัฒนาโปรแกรมประยกุตภายในองคกร 2 3 6 

10 ความเสี่ยงจากการถูก Black List จาก Search  3 2 6 
Engine/Spamhaus    

11 การใชโปรแกรมที่พฒันาโดย Outsource ขาดแผน 2 3 6 
บริหารความตอเนื่อง    

12 ความเสี่ยงจากอุทกภัย 2 3 6 
13 ความเสี่ยงจากขอมูลร่ัวไหลจากการเปล่ียนมือผูใช  2 3 6 
14 ความเสี่ยงจากแมลง/สัตวกัดแทะ 1 5 5 
15 การโจรกรรมอุปกรณคอมพิวเตอรแมขาย/อปุกรณ 1 5 5 



 

 

ลำดับที่ ประเภทความเสี่ยง ความนาจะเปน
ท่ีจะเกิด 

ผลกระทบ คะแนน 

16 การโจมตีเซิรฟเวอรของหนวยงานไมใหสามารถ 1 5 5 
ใหบริการ ได (Denial of Service-DoS)    

17 ความเสี่ยงจากการใช Wireless เขาเครือขาย อินทราเน็ต 1 5 5 
18 เจาหนาที่ใชคอมพิวเตอร/เครือขายผิดวัตถุประสงค 2 2 4 
19 ความเสี่ยงจากไฟกระชากจากปลั๊กพวง 2 2 4 
20 วินาศภัย/การกอการราย 1 3 3 
21 ความเสี่ยงจากความชื้น อุณหภูมิ  2 1 2 
22 ความเสี่ยงจากแผนดินไหว 1 1 1 
23 การโจรกรรมฐานขอมูล 1 1 1 

 
  



 

 

3.3 ผลประเมินแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร 
 

ความเสี่ยง ปจจัยเสี่ยง ผลกระทบ 
ระดับ 

ความเสี่ยง 
แนวทางการควบคุม 

ประเภท 
ความเสี่ยง 

หมายเหตุ 

 1. ความเสี่ยงสูงมาก 
1. ความเสี่ยงจากการ

เกิดอัคคีภัย 
1. คอมพิวเตอรและ

เครือขายถูกทำลาย 
2. ขอมูลถูกทำลาย 
3. การบาดเจ็บหรือเสีย 

ชีวิตของจาหนาที่ 

1. เสียงบประมาณในการจัดหา
ระบบทดแทน 

2. ไมสามารถใชงานระบบระหวาง
ที่มีการจัดหาระบบทดแทน 

สูงมาก 
5 x 5 = 25 

1. ตรวจสอบความพรอมของการ
ใชงานอุปกรณดับเพลิง 

2. ติดตั้งระบบตรวจจับควัน เพ่ือ 
แจงเตือนไฟไหมระบบดับเพลิง 

3. มีแผนในการเคลื่อนยายอุปกรณ
ตามลำดับความสำคัญ 

1  

2. ความเสี ่ยงจากการ
เกิดระบบกระแส 
ไฟฟาขัดของ 

1. ไมสามารถใชงาน
เครื่องแมขายและ
เครือขายได 

2. ความเสี่ยงตอการ 
Crash ของเครื่องแม
ขาย ทั้งสวนระบบ 
ปฏิบัติการ (Operating 
System) ระบบฐาน 
ขอมูล (RDBMS) อนั
เนื่องมาจากเครื่อง 
ไมไดถูก Shutdown 
อยางเหมาะสม 

 
 

1. ขอมูลเสียหาย 
2. ระบบปฏิบัติการ โปรแกรม 

หรือฐานขอมูลเสียหายตองมี
การติดตั้งใหม 

สูงมาก 
5 x 3 = 15 

1. ตรวจสอบระบบสำรองไฟฟา 
(UPS) 

2. วางแผนการจัดหาและติดตั้ง
เครื่องกำเนิดไฟฟา (Electrical 
Generator) 

1  



 

 

3.3 ผลการประเมินแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร (ตอ) 
 

ความเสี่ยง ปจจัยเสี่ยง ผลกระทบ 
ระดับ 

ความเสี่ยง 
แนวทางการควบคุม 

ประเภท 
ความเสี่ยง 

หมายเหตุ 

1. ความเสี่ยงสูงมาก (ตอ) 
3. ความเสีย่งจากระบบ

คอมพิวเตอรแมขาย
หลักเสียหาย 

1. ไมสามารถใชระบบงาน
ไดเตม็ประสิทธิภาพ 

2. เสี่ยงตอความเสียหาย
ของขอมูลและการกูคืน
ขอมูล 

1. การใชงานระบบงานไมสามารถ
ใชไดตามปกต ิ

สูงมาก 
3 x 5 = 15 

- ตรวจสอบระบบคอมพิวเตอร 
แมขายและสำรองฐานขอมูล 

2. จัดตั้งศูนยสำรองขอมูล (Backup 
Site) 

5  

4. ความเสี่ยงจาก
การไมไดสำรอง
ขอมูลหรือทำการ
สำรองขอมูลแต
ขาดการอัพเดท 

1. เสี่ยงตอการสูญหาย
ของขอมูลในข้ันเล็กนอย 
หรือมากจนไมสามารถ
ดำเนินงานไดตามปกต ิ

2. เสี่ยงตอการมีขอมูลท่ี
ไมถูกตองกับความ
เปนจริง 

1. เสียคาใชจายในการกูคืนขอมูล
หรือการจัดทำขึ้นมาใหม 

2. ไมสามารถนำขอมูลท่ีมีอยูไป
ใชงานได เนื่องจากขาดความ
มั่นใจในขอมูล 

สูงมาก 
5 x 3 = 15 

1. มีการบริหารจัดการในการทำ
การสำรองขอมูล (Backup) 
เปนประจำอยางสม่ำเสมอ 

2. มีการทดสอบการนำขอมูล
กลับคืนสูระบบ (Restore) 

5  

5. ความเสี่ยงจากการ 
เชื่อมตอระบบเครือ- 
ขายอินเทอรเน็ต 
และอินทราเน็ต
ขัดของ 

1. ไมสามารถใชงานระบบ 
งานของหนวยงานฯ 
ผานเครือขาย
อินทราเน็ตได 

2. ไมสามารถเชื่อมตอ
ภายนอกหนวยงานฯ
ผานเครือขาย
อินเทอรเน็ตได 

1. ขัดขวางการทำงานของเจาหนาที่
และผูบริหารงานหนวยงานฯ 

2. บุคคลภายนอกไมสามารถเขา
ใช Web Server หรือคนหา
ขอมูลที่ตองการได 

สูงมาก 
5 x 3 = 15 

1. ตรวจสอบสัญญาณเครือขาย
สื่อสารกับผูใหบริการอินเตอรเน็ต 

2. ตรวจสอบสายสัญญาณ 

3  



 

 

3.3 ผลการประเมินแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร (ตอ) 
 

ความเสี่ยง ปจจัยเสี่ยง ผลกระทบ 
ระดับ 

ความเสี่ยง 
แนวทางการควบคุม 

ประเภท 
ความเสี่ยง 

หมายเหตุ 

2. ความเสี่ยงสูง 
1. ความเสี่ยงจาก

การบุกรุกโจมตี
จากภายนอก 

1. เสี่ยงตอการถูกโจมตี
จากภายนอกผาน
เครือขายอินเทอรเน็ต 

1. ทำใหระบบเครื่องแมขายหรือ
ลูกขายติดไวรัสและแพรกระจาย 
สูเครื่องอื่น ๆ  ทั้งหมดในเครือขาย 

2. ถูกแกไขหรือเปลี่ยนแปลงขอมูล 
หรือ รูปภาพบน Web Site 
ของหนวยงาน ฯ 

3. ถูกโจรกรรมขอมูลท่ีเปนความลับ 

สูง 
3 x 4 = 12 

1. ติดตั้งระบบเครือขายเพ่ือปองกัน 
และเตือนภัย 

2. จัดทำแผนหรือขั้นตอนปฏบิัติท่ี
จำเปนตามลำดับ 

3. ตรวจสอบ Policy และ Log ของ
ระบบปองกันการบุกรุกระบบ
เครอืขาย 
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2. ความเสี่ยงจากการ
ใชซอฟตแวรท่ีไม 
มีลิขสิทธิ ์

1. การสูญหายของขอมูล 
2. การถูกฟองรองและ

เสื่อมเสียชื่อเสียงและ
ความนาเชื่อถือของ
สำนักงานฯ 

1. การใชงานอาจไมไดประสิทธิภาพ
ตามความสามารถของซอฟตแวร 

2. อาจถูกฟองรองเรียกคาเสียหาย
จากผูเปนเจาของลิขสิทธิ์นั้นๆ 

3. ความไมสะดวกหากไปใชงาน
ดวยซอฟตแวรที่ไมจำเปนตอง
มีลิขสิทธิ ์(Open Source) 

สูง 
2 x 5 = 10 

1. จัดหาซอฟตแวรท่ีถูกกฎหมาย
มาใชงานตามความจำเปน 

2. ขอความรวมมือเจาหนาที่ในการ
ใชงานซอฟตแวรที่ถูกกฎหมาย 

4  

3. ความเสีย่งจากการ
ติดไวรัสคอมพิวเตอร 
หรือ Malware 

1. โปรแกรมหรือขอมูล
ถูกทำลาย 

2. ไมสามารถเรียกใช
โปรแกรมหรอื
ระบบงานไดตามปกติ 

3. การถูกขโมยขอมูล 

1. ใชคอมพิวเตอรไมได 
2. ใชระบบงานไมได 
3. ขอมูลที่สำคัญสูญหาย 

สูง 
2 x 4 = 8 

1. ติดตั้งระบบปองกันไวรัสกับ
เครื่องแมขาย 

2. อัพเดทขอมูลไวรัสอยางสม่ำเสมอ 

3  



 

 

3.3 ผลการประเมินแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร (ตอ) 
 

ความเสี่ยง ปจจัยเสี่ยง ผลกระทบ 
ระดับ 

ความเสี่ยง 
แนวทางการควบคุม 

ประเภท 
ความเสี่ยง 

หมายเหตุ 

3. ความเสี่ยงปานกลาง 
1. ความเสี่ยงจาก

ชองโหวจากการ
พัฒนาโปรแกรม
ประยุกตภายใน
องคกร 

1. การถูกขโมยขอมูล 
2. โปรแกรมเสียหาย 
3. การใชชองโหวของ

โปรแกรมหรือซอน
Script ไวเพ่ือ
วัตถุประสงคแอบแฝง 

1. ลดความนาเชื่อถือตอหนวยงาน 
หากขอมูลถูกขโมยไปและนำไป
เผยแพร 

2. กรณีที่เปนขอมูลลับอาจสราง
ความเสียหายตอหนวยงานเปน
อยางยิ่ง 

ปานกลาง 
2 x 3 = 6 

1. ตั้งมาตรฐานในการพัฒนา
ซอฟตแวรตามคำแนะนำของ 
OWASP - Top 10 Web 
Application Security Risks 
เพ่ือลดความเสี่ยง 

2. มีมาตรการกำหนดชั้นความลับ
ของขอมูลและการเขาถึงขอมูล
ท่ีเปนความลับ 
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2. ความเสี่ยงจากการ
ใชโปรแกรมที่พัฒนา
โดยผูรับจางภายนอก
(Outsource) 
และการขาดแผน
บริหารความ
ตอเนื่อง 

 
 
 
 
 

1. เสี่ยงตอการถูกขโมย
ขอมูล 

2. เสี่ยงตอการทำความ
เสียหายแกโปรแกรม 

3. ไมสามารถแกไข
ขอบกพรองไดเอง 

4. ขาดการดูแลบำรุง 
รักษาโปรแกรมและ
ขอมูลทำใหไมสามารถ 
ใชงานไดในระยะยาว 

5. เสียคาใชจายสูง 

1. ลดความนาเชื่อถือตอหากขอมูล
ถูกขโมยไปและนำไปเผยแพร 

2. กรณีที่เปนขอมูลลับอาจสราง
ความเสียหายตอหนวยงาน ฯ 
เปนอยางยิ่ง3 

3. จัดหางบประมาณเพ่ือทำการ
บำรุงรักษาโปรแกรมและขอมูล
พรอมกับการทำการบำรุงรักษา
เครื่องแมขายและอุปกรณที่
เก่ียวของที่ตองมีการอัพเดทอยู
เสมอ 

ปานกลาง 
2 x 3 = 6 

1. การออกแบบระบบใหองิ
มาตรฐาน Data Flow 
Diagram (DFD) Level 2 

2. การออกแบบอางอิงแผนผัง
ความสัมพันธระหวางกลุมขอมูล 
– ER Diagram 

3. ใหมีการสงมอบ Source Code 
ในรูปแบบ DVD ในฟอรแมตที่
ไมเขารหัสใด ๆ และสามารถ
ปรับปรุงแกไขได 

4  



 

 

3.3 ผลการประเมินแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร (ตอ) 
 

ความเสี่ยง ปจจัยเสี่ยง ผลกระทบ 
ระดับ 

ความเสี่ยง 
แนวทางการควบคุม 

ประเภท 
ความเสี่ยง 

หมายเหตุ 

3. ความเสี่ยงปานกลาง (ตอ) 
2. ความเสี่ยงจากการ

ใชโปรแกรมที่พัฒนา
โดยผูรับจางภายนอก
(Outsource) 
และการขาดแผน
บริหารความ
ตอเนื่อง (ตอ) 

 
 
 
 
 

   4. หากมีการพัฒนา Library ดวย

ตนเอง ตองสง Source Code 

Library ที่สามารถแกไขได 

5. มีการถายทอดความรู 

เทคโนโลยีในการพัฒนาระบบ

ใหกับเจาหนาที่ 

6. มีมาตรการในการกำหนดใหนำ

ขอมูลใดออกไปนอกสถานที่ได

ใหชัดเจนและมีการควบคุม

อยางรัดกุม 

7. มีแผนการบำรุงรักษาระบบงาน

ท่ีดีรวมถึงการแกไขขอผิดพลาด

ในการเขียนโปรแกรม(Bug) การ

อัพเดท เม่ือมี Version หรอื

Release ใหม การแกไขเม่ือเกิด

การ Crash ของโปรแกรมหรือ

ฐานขอมูล (Database) เกิด

ความเสียหาย เปนตน 

  



 

 

3.3 ผลการประเมินแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร (ตอ) 
 

ความเสี่ยง ปจจัยเสี่ยง ผลกระทบ 
ระดับ 

ความเสี่ยง 
แนวทางการควบคุม 

ประเภท 
ความเสี่ยง 

หมายเหตุ 

3. ความเสี่ยงปานกลาง (ตอ) 
3. ความเสี่ยงจาก

การเกิดอุทกภัย 
1. ความเสียหายของ

เครื่องคอมพิวเตอร
และอุปกรณ 

1. เสียงบประมาณในการซอมแซม
หรือจัดหาใหมทดแทน 

ปานกลาง 
2 x 3 = 6 

1. ติดตั้งเครื่องตรวจจับระดับน้ำ
รั่วไหลพ้ืนที่ท่ีมีความไวตอน้ำ 

2. มีแผนในการเคลื่อนยายอุปกรณ
ตามลำดับความสำคัญ 

1  

4. ความเสี่ยงจาก
ขอมูลรั่วไหลจาก
การเปลี่ยนมือผูใช 

1. ขอมูลที่สำคัญมีการ
รั่วไหลจากการ
ซอมแซมเครื่องที่เสีย
เชน Hard Disk หรือ
มวนเทป (Cartridge 
Tape) แผน DVD/ CD 

1. ขอมูลที่อยูในชั้นความลับรั่วไหล
ทำใหเสียหายตอความเชื่อถือ 

2. ขอมูลที่รั่วไหลอาจทำใหฝายใด
ฝายหนึ่งนำไปใชประโยชนได 

ปานกลาง 
2 x 3 = 6 

1. มีการบริหารจัดการ ตออุปกรณ
เก็บขอมูล เชน Hard Disk มวน
เทป (Cartridge Tape) แผน
DVD/ CD ใหแนใจวาขอมูลได
ถูกลบทิ้งอยางถาวร หรือได
ทำลายอุปกรณนั้นๆ ทิ้งแลว 
หากทำได 

5  

5. ความเสี่ยงจาก
แมลงหรือสัตวกัด
แทะคอมพิวเตอร 
อุปกรณสายไฟฟา/ 
สายสัญญาณ 

1. เสี่ยงตอการไม
สามารถใชงานได
ปกติ 

1. เสียงบประมาณในการซอมแซม
หรือจัดหาทดแทน 

ปานกลาง 
1 x 5 = 5 

1. ไมปลอยใหมีสายไฟฟาหรือ
สายสัญญาณไมมีทอหอหุม
จนถึงจุดทางเขาตู Rack 

2. ไมนำอาหารหรือเครื่องดื่มมา
ทานหรือเก็บไวในบรเิวณท่ีมี
ความเสี่ยง 
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3.3 ผลการประเมินแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร (ตอ) 
 

ความเสี่ยง ปจจัยเสี่ยง ผลกระทบ 
ระดับ 

ความเสี่ยง 
แนวทางการควบคุม 

ประเภท 
ความเสี่ยง 

หมายเหตุ 

3. ความเสี่ยงปานกลาง (ตอ) 
6. ความเสี่ยงจากการ

โจรกรรมอุปกรณ
คอมพิวเตอรแม
ขายหรือเครื่องลูก
ขายและอุปกรณ
ตอพวง 
 
6.1 เครื่องแมขาย 

1. เสี่ยงตอการสูญหาย
ของอุปกรณ และ
ขอมูลที่มีความสำคัญ 

1. เสียงบประมาณในการจัดหา
เครื่องแมขายทดแทนที่มีมูลคา
สูง 

2. เสียเวลาในการกูระบบ 
3. เสียภาพลักษณของหนวยงานฯ 

ปานกลาง 
1 x 5 = 5 

1. ติดตั้งระบบรักษาควาปลอดภัย
ในการควบคุมการเขา-ออกหอง
คอมพิวเตอรแมขาย 

2. ตู Rack ที่ติดต้ังอุปกรณ เชน 
เครื่องแมขาย (Server) อุปกรณ
จัดเก็บขอมูล (Disk Array)และ
อุปกรณเครือขายตองมีการล็อค
ดวยกุญแจตลอดเวลา 

3. จัดเก็บเคร่ืองคอมพิวเตอรท่ี
สามารถเคลื่อนยายไดสะดวก 
เชน Notebook ไวในท่ีมิดชิด
เมื่อไมไดใชงาน 

1  

     6.2 เครื่องลูกขาย  
           และอุปกรณ 
           ตอพวง 

1. เสี่ยงตอการสูญหาย
ของอุปกรณ และ
ขอมูลที่มีความสำคัญ 

1. เสียงบประมาณในการจัดหา
อุปกรณทดแทน 

2. เสียภาพลักษณของหนวยงาน 

ปานกลาง 
1 x 5 = 5 

1. ควบคุมการเขาออกอาคาร 
2. ควบคุมการขนยายเครื่อง

คอมพิวเตอรเขา-ออกอาคาร
ตลอดเวลา 

3. ติดตั้งกลองวงจรปดใหครอบ- 
คลุมทุกที่ ๆ  มีเครื่องคอมพิวเตอร 
และอุปกรณติดตั้งอยู 
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3.3 ผลการประเมินแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร (ตอ) 
 

ความเสี่ยง ปจจัยเสี่ยง ผลกระทบ 
ระดับ 

ความเสี่ยง 
แนวทางการควบคุม 

ประเภท 
ความเสี่ยง 

หมายเหตุ 

3. ความเสี่ยงปานกลาง (ตอ) 
7. ความเสี่ยงจาก

การใช Wireless 
เขาเครือขาย
อินทราเน็ต 

1. เสี่ยงตอผูที่ไมมีสิทธิ์
เขาถึงขอมูลเขาใช
เครือขาย อินทราเน็ต
ผานทาง WiFi 

1. ขอมูลที่เปนความลับถูกเผยแพร
หรือนำไปใช อันจะนำมาซึ่งการ
ขาดความเชื่อถือของหนวยงาน 

ปานกลาง 
1 x 5 = 5 

1. ควบคุมการเขาใชเครือขาย 
2. เพ่ิมความปลอดภัยในการใชงาน

เพ่ิมข้ึนโดยติดตั้งระบบยืนยัน
ตน (Authentication) 
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8. ความเสี่ยงจาก
การที่เจาหนาที่ใช
คอมพิวเตอร/
เครอืขายผิด
วัตถุประสงค 

1. เสี่ยงตอการใชงาน
ในทางท่ีผิด 

2. การใชResourceทำ
ผิดกฎหมาย เชน การ
ดาวนโหลดโปรแกรม 
ภาพยนตรหรือเพลงท่ี
ไมมีลิขสิทธิ ์เปนตน 

1. สูญเสีย Bandwidth ใน
เครือขายทำให ตองจัดเพ่ิม 
Bandwidth ใหมากขึ้นทุกๆ ป 

2. อาจถูกรองเรียนหรือฟองรอง
จากบุคคลภายนอก 

ปานกลาง 
2 x 2 = 4 

1. บริหารจัดการดวยขอแนะนำ 
Ten Ways to Protect Your 
Network From Insider 
Threats เพ่ือลดความเสี่ยง 

2. กำหนด Policy ของFirewall 
ใหเหมาะสมอยางสม่ำเสมอ เปด 
Port เทาที่จำเปน 

3. การมีขอตกลงท่ีผูใชงานตองเปน
ผูรับผิดชอบในการนำอุปกรณ
เครื่องคอมพิวเตอร หรือ
Resources ตางๆ ไปใชในทาง
ท่ีผิด รวมถึงการบันทึกการใช
งานและรายงานการใชงานของ
ผูใชที่ฝาฝนตอผูบังคับบัญชา 
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3.3 ผลการประเมินแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร (ตอ) 
 

ความเสี่ยง ปจจัยเสี่ยง ผลกระทบ 
ระดับ 

ความเสี่ยง 
แนวทางการควบคุม 

ประเภท 
ความเสี่ยง 

หมายเหตุ 

3. ความเสี่ยงปานกลาง (ตอ) 
9. ความเสี่ยงจากไฟ

กระชากจากสาย
พวง (Extension 
Cord) 

1. เสี่ยงตอไฟไหม ไฟดูด
ไฟยอนกลับ ทำให
อุปกรณเครื่อง
คอมพิวเตอรเสียหาย
ท้ังหมดได 

1. ไมสามารถใชงานเครื่อง
คอมพิวเตอรไดตามปกติ 

2. ไฟอาจลัดวงจรทำใหเครื่อง
เสียหาย 

ปานกลาง 
2 x 2 = 4 

1. งดใชสายพวง หรืองดใชสาย
พวงที่ไมไดมาตรฐาน ม.อ.ก. 
และไมมีสายดิน 

2. ไมใชอุปกรณที่ไมมีสายดิน 
(ปลั๊ก ๒ ขา หรือ ๓ ขาแตหัก
สายดินออก) ตอเขากับสายพวง
หรือเตาไฟฟา (Receptacle) 

3. ตอสายพวงเขากับอุปกรณที่มี
ระบบStabilizer 
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4. ความเสี่ยงต่ำ 
1. ความเสี่ยงจาก

วินาศภัย/การกอ
การราย 

1. การสูญหายและถูก
ทำลายของอุปกรณ
และขอมูลท่ีเปนสวน
สำคัญขององคกร 

1. ไมสามารถใชระบบงานหรือ
ขอมูลไดเปนปกติ 

ต่ำ 
1x3=3 

1. ทำการสำรองขอมูลไวตาง
สถานท่ีกัน 

2. จัดทำแผนสำรองฉุกเฉิน 
3. จัดทำศูนยสำรอง (Backup Site) 
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2. ความเสี่ยงจาก
ความชื้นอุณหภูมิ 

1. เครื่องมีประสิทธิภาพ
และความเชื่อถือได
ลดลง และเครื่องอาจ
หยุดทำงานได 

1. อายุของเครื่องและอุปกรณสั้นลง ต่ำ 
2 x 1 = 2 

1. จัดหาระบบปรับอากาศ ชนิดที่
สามารถควบคุมไดทั้งอุณหภูมิ
และความชื้นใหอยูในสภาวะท่ี
เหมาะสมและสามารถทำงาน
สลับกันได 
 

3 
 

 



 

 

3.3 ผลการประเมินแผนบริหารความเสี่ยงดานเทคโนโลยีสารสนเทศและการสื่อสาร (ตอ) 
 

ความเสี่ยง ปจจัยเสี่ยง ผลกระทบ 
ระดับ 

ความเสี่ยง 
แนวทางการควบคุม 

ประเภท 
ความเสี่ยง 

หมายเหตุ 

4. ความเสี่ยงต่ำ (ตอ) 
3. ความเสี่ยงจาก

แผนดินไหว 
1. ความเสียหายดาน

โครงสรางอาจทำลาย
ระบบเคร่ืองและ
ขอมูล 

1. ไมสามารถใชระบบงานหรือ
ขอมูลไดเปนปกติ 

ต่ำ 
1 x 1 = 1 

1. ทำการสำรองขอมูลไวตาง
สถานท่ีกัน 

2. จัดทำแผนสำรองฉุกเฉิน เพ่ือรับมือ
วามีข้ันตอนปฏิบัติอยางไร และ
จะใชเครื่องทดแทนจากที่ใด 
เพ่ือสามารถจะใชงานไดอยาง
ตอเนื่อง 

3. จัดทำศูนยสำรอง (Backup Site) 
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4. ความเสี่ยงจาก
การโจรกรรม
ฐานขอมูล 

1. ขอมูลที่สำคัญรั่วไหล
สูภายนอกหรือ
สาธารณะ 

1. เสียชื่อเสียงและความนาเชื่อถือ 
2. การสูญหายหรือถูกทำลายของ

ขอมูล 

ต่ำ 
1 x 1 = 1 

1. มีการบริหารจัดการดานการ
ปองกันขอมูล 

2. มีการบริหารจัดการดานการ
เขาถึงขอมูล (Access) 

3. มีการบริหารสื่อจัดเก็บขอมูล 
เชน Hard 

4. Disk มวนเทป (Cartridge 
Tape) แผน DVD/CD ใหแนใจ
วาขอมูลไดถูกลบทิ้งอยางถาวร
หรือไดทำลายอุปกรณ หรือสื่อ
เก็บขอมูลนั้นๆ ทิ้งแลว  
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3.5 แผนปฏิบตัิการบริหารความเส่ียงดานระบบเทคโนโลยีสารสนเทศและการส่ือสาร 

วัตถุประสงค : เพ่ือใหการดำเนินงานดานการบริหารความเสี่ยงดานระบบเทคโนโลยีสารสนเทศและการสื่อสารบรรลุเปาประสงคของการบริหารจัดการความเสี่ยง 

ประเภทความเสี่ยง/กิจกรรม แผนปฏิบตักิาร 
ระยะเวลา 

เริ่มตน/สิ้นสุด 
พ.ศ. 2566 พ.ศ. 2567 ผลลัพธ/

ความกาวหนา ต.ค. พ.ย. ธ.ค. ม.ค. ก.พ. มี.ค. เม.ย. พ.ค. มิ.ย. ก.ค. ส.ค. ก.ย. 

1. ความเสี่ยงจากการเกิดอัคคีภัย - ตรวจสอบความพรอม
ของการใชงานอุปกรณ
ดับเพลิง 

- วันที ่30 ก.ย. 
ของทุกป             

 

2. ความเสี่ยงจากการเกิดระบบ 
กระแสไฟฟาขัดของ 

- ตรวจสอบระบบสำรอง
ไฟฟา (UPS) 

- วันที ่30 ก.ย. 
ของทุกป 

            
 

3. ความเสี่ยงจากระบบ
คอมพิวเตอรแมขายหลัก 
เสียหาย 

- ตรวจสอบระบบ 
คอมพิวเตอรแมขาย 

- ทุก 3 เดือน 
            

 

4. ความเสี่ยงจากการไมสำรอง
ขอมูลหรือทำการสำรอง
ขอมูลแตขาดการอัพเดท 

- จัดทำการสำรองขอมูล
แบบอัตโนมัติ 

- จัดทำการสำรองขอมูล 
แบบไมอัตโนมัติ
ทดสอบการกูคืน 

- ทุกวัน 
 

- ทุก 3 เดือน 

 
 
 

  
 

 
 
 

   
 
 

   
 
 

   

5. ความเสี่ยงจากการเชื่อมตอ
ระบบครือขายอินเทอรเน็ต 
และอินทราเน็ตขัดของ 

- ตรวจสอบระบบ
เครือขายสื่อสารหลัก 

- ทุก 3 เดือน 
           

  

6. ความเสี่ยงจากการบุกรุก
โจมตีจากภายนอก 

- ตรวจสอบ Policy และ 
Log ของระบบปองกัน
การบุกรุกระบบเครือขาย 

- ทุกวันที่ 1 
ทุกวันที่ 16 
ของเดือน 

             
 
 
 



 

 

แผนผังและขั้นตอน 

รองรับสถานการณฉุกเฉนิ 

ดานเทคโนโลยีสารสนเทศและการสื่อสาร 

Information Communication Technology  

ICT Contingency Plan 
 
 
 

 

 

 

 

 

 

กลุมเทคโนโลยสีารสนเทศและการสื่อสาร  

ฝายปฏิบัตกิารอำนวยการ กลุมงานเวชศาสตรฉุกเฉนิ 

โรงพยาบาลอุดรธาน ี



 

 

บทที่ 1 
บทนำ 

สถานการณฉุกเฉินดานเทคโนโลยีสารสนเทศและการสื่อสาร 
 

1.1 หลักการและเหตุผล 
 ปจจุบันหนวยงานราชการมีการนำเทคโนโลยีสารสนเทศมาใชในการบริหารจัดการภายในหนวยงานและ
สนับสนุนการปฏิบัติงานเพิ่มมากขึ้น ประกอบกับการพัฒนาเทคโนโลยีสารสนเทศเพื่อความสะดวกในการสราง
ขอมูลสารสนเทศอันมีประโยชนตอการวางแผนพัฒนาและบริหารจัดการองคกร รวมถึงการปฏิบัติงานของ
เจาหนาที่ซึ ่งขอมูลสารสนเทศตาง ๆ จะมีจำนวนเพิ่มมากขึ้น ดังนั้นองคกรตาง ๆ จึงจำเปนตองมีการจัดการ
ฐานขอมูลการเฝาระวัง การจัดเก็บและการดูแลรักษาขอมูลสารสนเทศดังกลาวเพื่อใหเกิดความมั่นคงปลอดภัย
และมีความพรอมในการที่จะนำขอมูลสารสนเทศดังกลาวไปใชงานไดอยางเต็มประสิทธิภาพตลอดเวลา 

 ศูนยรับแจงเหตุและสั่งการ 1669 จังหวัดอุดรธานี กลุมงานเวชศาสตรฉุกเฉิน โรงพยาบาลอุดรธานี ได
นำเทคโนโลยีมาใชเพื ่อเพิ่มประสิทธิภาพในการดำเนินงานของหนวยงานและการใหบริการแกเจาหนาที ่และ
ประชาชนใหสะดวกมากยิ่งข้ึน ในขณะเดียวกันระบบเทคโนโลยีสารสนเทศและการสื่อสารอาจไดรับความเสียหาย
จากการถูกโจมตีโดยไวรัสคอมพิวเตอร ปญหาระบบไฟฟา อัคคีภัย หรือปจจัยทั้งภายในและภายนอกตาง ๆ และ
สงผลกระทบตอการดำเนินงาน ดงันั้นเพ่ือปองกันและแกไขปญหา จึงมีความจำเปนตองมีแผนรองรับสถานการณ
ฉุกเฉินที่อาจเกิดข้ึน 
 
1.2 วัตถปุระสงค 

 1. เพื่อเปนกรอบแนวทางในการดูแลรักษาระบบความมั่นคงปลอดภัยของฐานขอมูล เทคโนโลยีสารสนเทศ
และระบบการสื่อสารใหมีเสถียรภาพและมคีวามพรอมสำหรับการใชงาน 
 2. เพ่ือลดความเสียหายที่อาจจะเกิดแกระบบสารสนเทศและระบบการสื่อสาร 
 3. เพื่อใหระบบเทคโนโลยีสารสนเทศและระบบการสื่อสารสามารถดำเนินการไดอยางตอเนื่องและมี
ประสิทธิภาพ สามารถแกไขสถานการณไดอยางทันทวงที 
 4. เพ่ือเตรยีมความพรอมรับสถานการณฉุกเฉินที่อาจจะเกิดขึ้นกับระบบเทคโนโลยีสารสนเทศและระบบ
การสื่อสาร 
 5. เพื่อสรางความเขาใจรวมกันระหวางผูบริหารและผูปฏิบัติงานในการดูแลรักษาระบบความปลอดภัย
ของฐานขอมูลสารสนเทศและการสื่อสาร 
 
 

 

 

 

 

 



 

 

บทที่ 2 
การวิเคราะหความเสี่ยงเพื่อรองรับสถานการณฉุกเฉินดานเทคโนโลยีสารสนเทศและการสื่อสาร 

2.1 การวิเคราะหความเสี่ยง 

  ศูนยรับแจงเหตุและสั่งการ 1669 จังหวัดอุดรธานี กลุมงานเวชศาสตรฉุกเฉิน โรงพยาบาลอุดรธานี  
มีการนำเทคโนโลยีสารสนเทศเขามามีบทบาทสำคัญตอการปฏิบัติงาน ซึ่งจำเปนตองมีการบริหารจัดการความ
เสี่ยง เพื่อหาวิธีการปองกันและลดโอกาสความเสียหายที่อาจเกิดขึ้น รวมไปถึงแนวทางในการตรวจสอบและ
ประเมินความเสี่ยง อันจะสงผลกระทบตอระบบเทคโนโลยีสานสนเทศและการสื่อสาร เพื่อใหระบบเทคโนโลยี
และการสื่อสารเปนไปอยางเหมาะสม มีประสิทธิภาพ มีความมั่นคงปลอดภัย และเพื่อใหการนำเทคโนโลยีมาใช
ในการปฏิบัติงานใหเกิดประโยชนฺสูงสดุ 

 การวิเคราะหและตรวจสอบความเสี่ยงดานสารสนเทศและการสื่อสารของศูนยรับแจงเหตุและสั่งการ 
1669 จังหวัดอุดรธานี กลุมงานเวชศาสตรฉุกเฉิน โรงพยาบาลอุดรธานี พบวาประเภทความเสี่ยงที่อาจเปน
อันตรายตอระบบเทคโนโลยีสารสนเทศและการสื่อสาร ดังนี้ 

   1. ความเสี่ยงดานเทคนิค เปนความเสี่ยงที่อาจเกิดขึ้นจากระบบคอมพิวเตอร เครื่องมือและ
อุปกรณขัดของ เชน การถูกโจมตีจากไวรัสหรือโปรแกรมไมประสงคดี ถูกกอกวนจาก Hacker ถูกเจาะทำลาย
ระบบจาก Cracker ทั้งท่ีเกิดจากความตั้งใจหรือไมตั้งใจ ไฟฟาขัดของ เปนตน 

   2. ความเสี่ยงดานภัยหรือสถานการณฉุกเฉิน เปนความเสี่ยงที่อาจเกิดจากภัยธรรมชาติ หรือ
สถานการณรายแรงท่ีกอใหเกิดความเสียหายรายแรงกับขอมูลสารสนเทศและการสื่อสาร เชน ไฟไหม อาคารถลม 
การชุมนุมประทวง หรือความไมสงบเรียบรอยในบานเมือง เปนตน 

  3. ความเสี่ยงดานผูปฏิบัติงาน เปนความเสี่ยงที่เกิดจากการดำเนินการ การจัดลำดับความสำคัญ
ในการเขาถึงขอมูลไมเหมาะสมกับการใชงานหรือการใหบริการ โดยผูใชอาจเขาสูระบบสารสนเทศ หรือใชขอมูล
ตาง ๆ เกินกวาอำนาจหนาที่ของตนเองที่มีอยูและอาจทำใหเกิดความเสียหายตอขอมูลสารสนเทศและการสื่อสาร 

 จากการวิเคราะหและตรวจสอบดังท่ีกลาวมาแลวพบวามีความเสี่ยงที่อาจเปนอันตรายตอระบบสารสนเทศ
และระบบการสื ่อสาร ดังนั้นเพื ่อใหระบบสารสนเทศและการสื ่อสารของศูนยรับแจงเหตุและสั่งการ 1669 
จังหวัดอุดรธานี มีประสิทธิภาพ มีความมั่นคงปลอดภัย และสามารถนำเทคโนโลยีสารสนเทศและการสื่อสารมา
สนับสนุนการปฏิบัติงานใหเกิดประโยชนสูงสุด จึงจำเปนตองจัดทำแผนรองรับสถานการณฉุกเฉิน เพื่อเปนกรอบ
แนวทางในการดูแลรักษาระบบเทคโนโลยีสานสนเทศและการสื่อสาร และแกไขปญหาที่อาจสงผลกระทบตอ
ฐานขอมูลและระบบเทคโนโลยีสานสนเทศและการสื่อสาร 
 
  



 

 

บทท่ี 3 
แผนผังและข้ันตอนรองรับสถานการณฉุกเฉินดานเทคโนโลยีสารสนเทศและการสื่อสาร 

 
แผนผังแสดงข้ันตอนการรับมอืสถานการณฉุกเฉิน 

กรณทีี่ 1 การปองกันไวรัสลมเหลว 

 

 



 

 

แผนผังแสดงข้ันตอนการรับมอืสถานการณฉุกเฉิน 
กรณทีี่ 2 การถกูแทรกแซงระบบ 

 



 

 

แผนผังแสดงข้ันตอนการรับมอืสถานการณฉุกเฉิน 
กรณทีี่ 3 ไฟไหม 

 



 

 

แผนผังแสดงข้ันตอนการรับมอืสถานการณฉุกเฉิน 
กรณท่ีี 4 ไฟฟาขัดของ 

 

  



 

 

แผนผังแสดงข้ันตอนการรับมอืสถานการณฉุกเฉิน 
กรณท่ีี 5 ระบบโทรศพัท 1669 ทำงานลมเหลว 

 
  



 

 

ปายประชาสัมพนัธ กรณีระบบโทรศัพท 1669 ขัดของ 

 

 

ที่เก็บภาพ : Google Drive (udems1669@gmail.com) 



 

 

แผนผังแสดงข้ันตอนการรับมอืสถานการณฉุกเฉิน 
กรณท่ีี 6 ระบบเครอืขายอินเตอรเน็ตลมเหลว 

 
  



 

 

แผนผังแสดงข้ันตอนการรับมอืสถานการณฉุกเฉิน 
กรณท่ีี 7 ระบบวิทยุคมนาคมทำงานลมเหลว 

 



 

 

แผนผังแสดงข้ันตอนการรับมอืสถานการณฉุกเฉิน 
กรณทีี่ 8 การสั่งการ/การประสานงานหนวยปฏบิัติการแลวไมพรอมออกปฏิบัติการหรือไมสามารถติดตอได 

(เขตอำเภอเมืองอุดรธานี) 

 



 

 

แผนผังแสดงข้ันตอนการรับมอืสถานการณฉุกเฉิน 
กรณทีี่ 9 การสั่งการ/การประสานงานหนวยปฏบิัติการแลวไมพรอมออกปฏิบัติการหรือไมสามารถติดตอได 

(เขตอำเภออ่ืน ๆ ในจังหวัดอดุรธานี) 

 



 

 

แผนผังแสดงข้ันตอนการรับมอืสถานการณฉุกเฉิน 
กรณท่ีี 10 โครงขาย GIN (RoIP) ระบบวิทยุคมนาคมทำงานลมเหลว 

 
  



 

 

แผนผังแสดงข้ันตอนการรับมอืสถานการณฉุกเฉิน 
กรณทีี่ 11 โครงขาย GIN (VoIP) ระบบโทรศัพท IP-Phone ทำงานลมเหลว 

 



 

 

แผนการบำรุงรักษาเชงิปองกัน 

ระบบคอมพวิเตอร ระบบสารสนเทศ 

และระบบการสื่อสาร 

Preventive Maintenance Plan 
 
 
 

 

 

 

 

 

 

 

 

 

กลุมเทคโนโลยสีารสนเทศและการสื่อสาร  

ฝายปฏิบัตกิารอำนวยการ กลุมงานเวชศาสตรฉุกเฉนิ 

โรงพยาบาลอุดรธาน ี



 

 

บทที่ 1 
บทนำ 

 
1.1 หลักการและเหตุผล 

  ศูนยรับแจงเหตุและสั่งการ 1669 อุดรธานี กลุมงานเวชศาสตรฉุกเฉิน โรงพยาบาลอุดรธานี ไดนำระบบ 
เทคโนโลยีสารสนเทศมาใชเพื่อชวยเพิ่มประสิทธิภาพในการดำเนินงานและการบริการใหไดรับความสะดวกรวดเร็วขึ้น 
แตขณะเดียวกันระบบเทคโนโลยีสารสนเทศดังกลาวอาจไดรับความเสียหาย เชน การถูกโจมตีจากไวรัส ระบบ
คอมพิวเตอร บุคคล ไฟฟาขัดของ อัคคีภัย หรือจากปจจัยทั้งภายในและภายนอกตาง ๆ ซึ่งอาจทำใหระบบ
เทคโนโลยีเกิดความเสียหายและสงผลกระทบตอระบบฐานขอมูล ฮารดแวรและการปฏิบัติงานของศูนยรับแจง
เหตุและสั่งการ 1669 อุดรธานี 

  ดังนั้นเพื่อเปนการปองกันและแกไขปญหาดังกลาว ศูนยรับแจงเหตุและสั่งการ 1669 อุดรธานี จึงได
จัดทำแผนการดูแลบำรุงรักษาระบบคอมพิวเตอร ระบบสารสนเทศและระบบการสื่อสารของหนวยงาน เพื่อใช
เปนแนวทางในการปฏิบัติงาน 
 
1.2 วัตถปุระสงค 

  1.2.1 เพ่ือเปนแนวทางในการดูแลรักษาระบบความมั่นคงปลอดภัยของระบบฐานขอมูล ระบบสารสนเทศ
และการสื่อสารใหมีเสถียรภาพและมีความพรอมสำหรับการใชงาน  

1.2.2 เพื่อลดความเสี่ยงและความเสียหายที่จะอาจเกิดกับระบบเทคโนโลยีสารสนเทศและการสื่อสาร 

1.2.3 เพื่อใหระบบเทคโนโลยีสารสนเทศและการสื่อสารสามารถดำรงอยูและดำเนินการไดอยางตอเนื่อง
อยางมีประสิทธิภาพและสามารถแกไขสถานการณไดอยางทันทวงที  

  1.2.4 เพื่อเตรียมความพรอมรับสถานการณฉุกเฉินที่อาจจะเกิดขึ้นกับระบบเทคโนโลยีสารสนเทศและ
การสื่อสาร 

1.2.5 เพื่อสรางความเขาใจอันดีรวมกันระหวางผูบริหารและผูปฏิบัติ 
1.2.6 ลดการเสื่อมสภาพและคาใชจายในการซอมบำรุง 
 

1.3 ขอบเขต 

  การจัดทำคูมือแผนการบำรุงรักษาเชิงปองกันในครั้งนี้ เพื่อใหระบบเทคโนโลยีสารสนเทศและการสื่อสาร
ของศูนยรับแจงเหตุและสั่งการ 1669 อุดรธานี สามารถใชงานอยางเปนระบบและมีประสิทธิภาพ อีกทั้งยังสามารถ
ใชงานไดแมเกิดสถานการณฉุกเฉิน เชน ไฟดับ เครือขายอินเตอรเน็ตหรือระบบการสื่อสารขัดของ เปนตน โดน
ครอบคลุมขั้นตอนการสำรวจ การจัดทำแผนบำรุงรักษาอุปกรณ การตรวจสภาพและบำรุงรักษา การประเมิน
สภาพการใชงานและการสรุปและรายงานผลการบำรุงรกัษาเชิงปองกัน 

 

1.4 การประเมินสถานการณความเส่ียง 
  การตรวจสอบความเสี่ยงตาง ๆ ในระบบเทคโนโลยีสารสนเทศ พบวาสาเหตุของความเสี่ยงที่อาจเปน
อันตรายตอระบบเทคโนโลยีสารสนเทศ อาจเกิดข้ึนไดจากปจจัยเสี่ยง ดังนี้ 



 

 

   1.4.1 เจาหนาที่หรือบุคลากร (Human error) ขาดความรูความเขาใจในการใชเครื่องมือ
อุปกรณคอมพิวเตอรท้ังดาน Hardware และ Software อันอาจทำใหระบบเทคโนโลยีสารสนเทศเสียหาย ใชงาน
ไมได เกิดการหยุดชะงักหรือหยุดการทำงาน สงผลใหไมสามารถใชงานระบบเทคโนโลยีสารสนเทศไดอยางเต็ม
ประสิทธิภาพ 

   1.4.2 ไวรัสคอมพิวเตอร (Computer virus) อาจสรางความเสียหายใหแกเครื่อง คอมพิวเตอร
หรือระบบเครือขายคอมพิวเตอรถึงขั้นใชงานไมได 

   1.4.3 ระบบไฟฟาขัดของ หรือความเสียหายจากความรอนหรือเพลิงไหม 

   1.4.4 ปจจัยภายนอก เชน ระบบ Internet ไมสามารถใชงานได หรืออาจเกิดจากการบุกรุก
โจมตีจากภายนอก เปนตน 
 
1.5 การเตรียมความพรอมรับสถานการณเบ้ืองตน 

  5.1 จัดฝกอบรม สัมมนา หรือแนะนำแนวทางใชงาน เสริมสรางความรู ความเขาใจการใชงานระบบ
เทคโนโลยีสารสนเทศ ทั้งดาน Hardware และ Software เพื่อลดความเสี่ยงดาน Human error ใหนอยที่สุด  

  5.2 การสำรองขอมูล (Backup) เพื่อปองกันความเสียหายที่อาจจะเกิดขึ้นเมื่อขอมูลถูกทาลายโดย
ไวรัสคอมพิวเตอร และ/หรือผูบุกรุกทาลายหรือเปลี่ยนแปลงขอมูลใหสามารถนำขอมูลดังกลาวกลับมาใชงานได 
โดยมีแนวทางดำเนินการ ดังนี้  

   5.2.1 การตั้งคาเครื่องคอมพิวเตอรแมขายใหสำรองขอมูลเปนประจำอยางนอย 1 ครั้งตอเดือน  

   5.2.2 การสำรองขอมูลไวในอุปกรณบันทึกหรือคอมพิวเตอรเครื่องอื่น ๆ เชน USB Flash drive, 
External Hard disk, แผน DVD หรือ CD รายเดือน  

  5.3 การปองกันไวรัสคอมพิวเตอร มีการติดตั้งซอฟตแวรปองกันไวรัสคอมพิวเตอรสำหรับเครื่องคอมพิวเตอร
แมขายและเคร่ืองคอมพิวเตอรลูกขายที่เชื่อมตอกับระบบเครือขาย โดยมีวิธีการดังนี้  

   5.3.1 ติดตั้งโปรแกรมปองกันไวรัสและปรับปรุง (Update) ขอมูลไวรัสอยูเสมอ 

 ติดตั้งโปรแกรมปองกันไวรัส  

 Update ขอมูลไวรัส  

 ตรวจสอบหาไวรัสทุกครั้งกอนเปดไฟลจากแผนหรือสื่อบันทึกขอมูลตาง ๆ  

 ใชโปรแกรมเพื่อทาการตรวจสอบหาไวรัสอยางนอยสัปดาหละ 1 ครั้ง  

   5.3.2 ระวังภัยจากการเปดไฟลจากสื่อตาง ๆ เชน แผน CD-DVD และ Flash drive เปนตน  

 แสกนหาไวรัสจากสื่อบันทึกขอมูลกอนใชงานทุกครั้ง  

 ไมควรเปดไฟลที่มีนามสกุลท่ีไมรูจักหรือนาสงสัย เชน .pif, .inf เปนตน  

 ไมใชสื่อบันทึกขอมูลท่ีไมทราบแหลงท่ีมา  

   5.3.3 ใชความระมัดระวังในการเปด e-Mail  

 อยาเปดไฟล e-Mail ถาไมทราบแหลงท่ีมา  

 ลบ e-Mail ทิ้งทันทีถาไมทราบแหลงท่ีมา  



 

 

   5.3.4 ระมัดระวังการดาวนโหลดไฟลตาง ๆ จาก Internet  

 ไมควรเปดไฟลที่ไมรูจักที่แนบมากับโปรแกรมสนทนาตาง  

 ไมควรเขาไปเปด Website ท่ีแนะนำมาทาง e-Mail ที่ไมทราบแหลงท่ีมา  

 ไมดาวนโหลดไฟลจาก Website ที่ไมนาเชื่อถือ  

 ติดตามขอมูลการแจงเตือนการโจมตีของไวรัสตาง ๆ อยางสม่ำเสมอ  

 หลีกเลี่ยงการแชรไฟลโดยไมจำเปน  

  5.4 การปองกันและแกไขปญหาที่เกิดจากกระแสไฟฟาขัดของ ท่ีซึ่งอาจสรางความเสียหายแกระบบ
สารสนเทศและอุปกรณคอมพิวเตอรตาง ๆ 

   5.4.1 ติดตั้งเครื่องสำรองไฟฟา (UPS) เพื ่อปองกันความเสียหายที่อาจเกิดขึ้นกับอุปกรณ
คอมพิวเตอรหรือการประมวลผลของระบบคอมพิวเตอร ทั้งในสวนของเครื่องคอมพิวเตอรแมขาย (Server) และ
เครื่องคอมพิวเตอรสวนบุคคล (PC) ซึ่งมรีะยะเวลาในการสำรองไฟฟาไดนานประมาณ ๒๐ - ๓๐ นาที  

   5.4.2 เปดเครื่องสำรองไฟฟาตลอดระยะเวลาในการใชงานเครื่องคอมพิวเตอรและบำรุงรักษา
เครื่องสำรองไฟฟาใหอยูในสภาพพรอมใชงานอยูเสมอ  

   5.4.3 เมื่อเกิดกระแสไฟฟาดับ หากมีเครื่องสำรองไฟฟาใชงานอยูใหผูใชรีบทำการบันทึกขอมูล
ที่ยังคางอยูทันทีและปดเครื่องคอมพิวเตอรและอุปกรณตาง ๆ ดวย  

  5.5 ติดตั้งระบบปองกันไฟไหม โดยติดต้ังอุปกรณดบัเพลิงเพ่ือการควบคมุเพลิงในเบื้องตน  

5.6 การปองกันการบุกรุกและภัยคุกคามทางคอมพิวเตอร เพื่อเปนการเสริมสรางความปลอดภัยใหกับ
ระบบสารสนเทศและระบบเครือขายคอมพิวเตอร โดยมีแนวทางดังนี้  

   5.6.1 มาตรการควบคุมการใชงานคอมพิวเตอรแมขายและการปองกันความเสียหาย โดยหาม
บุคคลท่ีไมมีอำนาจหนาที่เก่ียวของเขาใชคอมพิวเตอรแมขาย หากจำเปนใหมเีจาหนาที่ผูดูแลระบบเปนผูดูแล  

   5.6.2 มีเจาหนาท่ีดูแลระบบเครือขาย ดูแลตรวจสอบระบบ อยางสม่ำเสมอ  

  5.7 การจัดเตรียมอุปกรณที่จำเปน ในการเตรียมพรอมรับภัยพิบัติและความเสี่ยงที่จะเกิดขึ้นตอระบบ
เทคโนโลยีสารสนเทศ ไดมีการจัดเตรียมอุปกรณและเครื่องมือท ี่จำเปนในกรณีคอมพิวเตอรเกิดเหตุขัดของ ไม
สามารถใชงานได โดยการเตรียมอุปกรณ ดังนี้  

 แผน Boot disk  

 แผน Disk สำหรับติดตั้งระบบปฏิบัติการ/ระบบเครือขาย/ระบบงานที่สำคัญ  

 แผนสำรองขอมูลและระบบงานที่สำคัญ  

 แผนโปรแกรม Antivirus/Spyware  

 แผน Driver อุปกรณตาง ๆ  

 อุปกรณสาหรับระบบสารองไฟฉุกเฉิน  

 อุปกรณสำรองตาง ๆ ของเครื่องคอมพิวเตอร  

  5.8 การนำมาตรการความปลอดภัยดวยรหัสผาน เพื่อการเขาใชงานเคร่ือง Server รหัสผานการเขา
โปรแกรม และรหัสผานการใชงานระบบเครือขายไรสาย (Wireless LAN) ภายในบริเวณอาคาร เปนตน 



 

 

ระบบการเตรียมความพรอมรบัสถานการณเบ้ืองตน 

 
 
  



 

 

บทที่ 2 

หลักเกณฑวิธีการปฏิบัติงานบำรุงรักษาอุปกรณเชิงปองกัน 

 

2.1 หลักเกณฑการปฏิบัติงาน  

  ในการปฏิบัติงานตามคูมือ เรื่องการบำรุงรักษาอุปกรณเชิงปองกัน ตองเปนผูรอบรูในงานที่พึงปฏิบัติ ทั้ง

ในวิธีปฏิบัติงาน กฎหมาย ระเบียบขอบังคับที่เกี่ยวของ โดยมีหนาที่ตองศึกษา ปฏิบัติ ใหคำปรึกษาแนะนำ ตรวจสอบ

และรายงานผลการปฏิบัติงานตามกฎหมาย ระเบียบ ขอบังคับ และหลักเกณฑแนวปฏิบัติตาง ๆ ที่เกี ่ยวของกับ

การบำรุงรักษาเชิงปองกันอุปกรณ ดังนี้  

 2.1.1 แนวคิดการบำรุงรักษา (Maintenance) หมายถึง กิจกรรมหรืองานที ่กระทำตอเครื ่องจ ักร 

เครื่องมือ อุปกรณตาง ๆ เพื่อรักษาหรือปองกันไมใหเกิดการชำรุดเสียหาย โดยใหอยูในสภาพพรอมที่จะใชงานได

ตลอดเวลาชวยลดการเสื่อมสภาพและยืดอายุการใชงานใหนานขึ้นและลดคาใชจายในการบำรุงรักษาใหนอยที่สุด 

  ประวัติความเปนมาของการบำรุงรักษา 

    ยุคที่ 1 (กอนป พ.ศ. 2493) เปนยุคที่นิยมทำการบำรุงรักษาและซอมแซมอุปกรณ

หลังจากเกิดเหตุขัดของแลว ไมมีการวางแผนการปองกันการชำรุดเสียหายของอุปกรณไวกอน เมื่อเกิดขัดของ 

ชำรุดเสียหายสงผลกระทบตอการทำงานหรือกระบวนการผลิตไมสามารถใชงานไดแลวจึงทำการซอมแซม  

   ยุคที่ 2 (ป พ.ศ. 2493 - 2503) เปนยุคที่ไดนำแนวคิดเกี่ยวกับการบำรุงรักษาโดย

มุงเนนการปองกัน (preventive maintenance) มาใชเพื่อวางแผนปองกันอุปกรณเกิดการชำรุด การทำงาน 

หรือกระบวนการผลิตสามารถทำงานไดอยางตอเนื่อง  

   ยุคที่ 3 (ป พ.ศ. 2503 - 2513) เปนยุคท่ีไดนำแนวคิดเกี่ยวกับการบำรุงรักษาทวีผล

ใหความสำคัญในขั้นตอนของการออกแบบเครื่องมือ เครื่องจักร อุปกรณ มีความนาเชื่อถือมากยิ่งข้ึน โดยคำนึงถึง

ความยากงายของการบำรุงรกัษาและนำหลักการดานเศรษฐศาสตรมาใชรวมดวย 

   ยุคที่ 4 (พ.ศ. 2513 - ปจจุบัน) เปนยุคที่ไดนำเอาแนวคิดของทุกยุคเขามาประกอบ 

ดวยกัน โดยใหทุกฝายไดมีสวนรวมในงานบำรุงรักษา ไมไดเปนงานเฉพาะฝายบำรุงรักษาเทานั้น เปนลักษณะของ

การบำรุงรักษาโดยมุงเนนการปองกัน (preventive maintenance) การเกิดปญหาเปนหลักเพื่อเพิ่มประสิทธิภาพ

ของเครื่องจักร เคร่ืองมืออุปกรณใหมากยิ่งขึ้น 

ประเภทของการบำรุงรักษา  

   1. Breakdown maintenance (การซอมบำรุงโดยการซอมแซมสวนที่เสีย) การ

บำรุงรักษาวิธีนี้ ถือไดวาเปนแนวคิดในงานการบำรุงรักษาที่เกาแกที่สุด ในตำราบางเลมใหนิยามวิธีการบำรุงรักษา

แบบนี้วา “ดำเนินการโดยไรการบำรุงรักษา” เพราะในความเปนจริงฝายซอมบำรุงจะไมตองปฏิบัติงานใด ๆ เลย

จนกวาจะมีรายงานวาเครื่องจักรชำรุดใชงานตอไปไมได อยางไรก็ตามการบำรุงรักษาประเภทนี้ก็ยังคงมีใชในบาง

สถานการณ เชน ในอาคารที่ไมสลับซับซอน หรือ มีอุปกรณอะไหลทดแทนพรอมอยูเสมอ หรือ สามารถสั่งซื้อได

อยางทันทีทันใด โดยที่คาใชจายที่เกิดขึ ้นจากการบำรุงรักษาประเภทนี้ควรนอยกวาการประยุกตใชวิธ ีการ

บำรุงรักษาแบบอ่ืน เชน การ บำรุงรักษาหลอดไฟฟาท่ีปลอยทิ้งไวจนหลอดขาด หรือกอกน้ำประปาชำรุด 



 

 

   2. Planned/Preventive maintenance (การบำรุงรักษาตามแผน) เพ่ือเปนการ

ลบลางขอบกพรองในการบำรุงรักษาเม่ือชำรุด จึงไดมีการพัฒนางานทางดานการบำรุงรักษาตามแผนข้ึนมา กลาว

โดยยอก็คือ การบำรุงรักษาอาคารและอุปกรณตามระยะเวลาที่กำหนดขึ้นโดยอาจจะไดมาจากประสบการณหรือ

จากคูมือการใชงานของระบบและอุปกรณน้ัน ๆ อยางไรก็ตามการชำรุดของอาคารและอุปกรณโดยไมคาดฝนก็ไม

สามารถขจัดออกไปได เพราะวาในทางสถิติแลวการชำรุดของอาคารและอุปกรณไมไดเปนการกระจายตัวแบบ 

สม่ำเสมอ หรือ มีรูปแบบที่แนนอน ดังนั้นจึงเปนการยากที่จะเลือกชวงการบำรุงรักษาตามแผนที่เหมาะสม และ

ในบางกรณีถึงแมวาไดปฏิบัติการบำรุงรักษาตามแผนแลวก็ตามยังคงมีโอกาสที่จะเกิดการชำรุดของเครื่องจักร 

และอุปกรณโดยไมคาดคิดอยางหลีกเลี่ยงไมได สรุปไดวาการบำรุงรักษาแบบนี้จะทำใหเปนการเพิ่มคาใชจาย 

ในการผลิตท้ังทางตรงและทางออม ตัวอยางการบำรุงรักษาแบบนี้ไดแก การ ตรวจเช็คระดับน้ำมันลิฟทโดยสารที่

บริเวณชองตรวจระดับน้ำมัน การเปลี่ยนถายน้ำมันเครื่องตามระยะเวลา การถอดเปลี่ยนชิ้นสวนที่สำคัญบางชิ้น

ตามระยะเวลา ปญหาหนึ่งที่พบเสมอในการทำการบำรุงรักษาตามระยะเวลา คือ ทำการเปลี่ยนชิ้นสวนบางชิ้น

โดยไมจำเปนและในบางกรณีอาจจะเปนการรบกวนชิ้นสวนในระบบอ่ืนโดยไมจำเปนรวมถึงอาจจะมีการประกอบ

กลับชิ้นสวนไมถูกตอง ซึ่งนับวาเปนผลเสียมากวาผลดีเสียอีก ในชวงศตวรรษที่ผานมาจึงมีวิธีการบำรุงรักษาแบบ

ใหมที่เรียกวา “การบำรุงรักษาเนนความเชื่อถือได” หรือ Reliability centered maintenance (RCM) ซึ่งจะ

ประกอบไปดวยคำถามหลัก 7 ขอ ดังตอไปนี้ 

 1. หนาที่และมาตรฐานสมรรถนะของสินทรัพยการใชงานปจจุบันมีอะไรบาง 
     2. การที่ไมสามารถทำตามหนาที่นั้นจะเปนไปอยางไรไดบาง 
     3. อะไรคือสาเหตทุี่จะทำใหเกิดการลมเหลวของหนาที่ 
     4. จะมีเกิดอะไรขึ้นบางเมื่อความเสียหายไดปรากฏข้ึนมา 
     5. ความเสียหายที่เกิดขึ้นมานั้นมคีวามสำคัญอยางไรบาง 
     6. จะทำอะไรไดบางเพ่ือที่จะพยากรณหรือปองกันความเสียหายไมใหเกิดขึ้น 
     7. ควรทำอะไรหากการพยากรณหรือการปองกันความเสียหายไมเหมาะสม 

 
     3. Predictive maintenance (การบำรุงรักษาโดยการคาดคะเน) เครื่องจักรสมัยใหม
มีกลไกที่ละเอียดและซับซอนกวาเครื่องจักรในสมัยกอน ๆ รวมทั้งเปนการยากที่จะทำการถอดเปลี่ยนหรือทำการ
ตรวจเช็คตามจุดที่สำคัญของงานบำรุงรักษาตามแผน (PM) วิธีการในการบำรุงรักษาโดยการคาดคะเนนับไดวา
เปนปรัชญาใหมในศาสตรของการบำรุงรักษาเครื่องจักร แนวความคิดโดยสรุปก็คือ การใชวิธีการหรือเทคนิคใหม
ของเครื่องมือวัดชนิดตาง ๆ เชน อุปกรณในการวัดแรงสั่นสะเทือน กลองอินฟาเรด เทอรโมกราฟฟ เปนตน โดย
พื้นฐานแลวพอที่จะจัดแบงการบำรุงรักษาแบบนี้ออกเปนวิธียอย ๆ คือ Vibration analysis, Oil/wear particle 
analysis, Performance monitoring, Temperature monitoring  

    การศึกษาติดตามสภาพเครื่องจักร (Condition monitoring) หรือเรียกอีกชื่อหนึ่งวา
การติดตามสุขภาพเครื่องจักร (Machine health monitoring) ก็จัดไดวาเปนสวนหนึ่งของการบำรุงรักษา แบบ
คาดคะเน ความจริงแลวการทำ CM (Condition monitoring) หรือ MHM (Machine health monitoring) 
ไมใชของใหมเพราะโดยทั่วไปแลวผูควบคุมเครื่องก็ใชสามัญสำนึกในการบำรุงรักษาเครื่องจักรอยูแลว เชน การใช
สายตาตรวจดูลักษณะทั่วไป การใชจมูกดมกลิ่นไหม การใชหูฟงเสียงที่ผิดปกติและการใชนิ้วสัมผัส (ความรอน) 
เปนตน อยางไรก็ตามวิธีการตรวจสอบดังกลาวจะเปนลักษณะการประเมินสภาพเครื่องจักรที่ไมมีขอยุติท่ีแนนอน 



 

 

ทั้งนี้เนื่องจากความไมเที่ยงตรงของประสาทสัมผัสของคนแตละคนไมเหมือนกัน ดังนั้นการใชเครื่องมือวัดเชิง
ปริมาณสำหรับการบำรุงรักษาแบบคาดคะเนจึงเปนสิ่งสำคัญ ทั้งนี้เพราะทำใหไดขอสรุปที่ไมมีการบิดพริ้วไดใน
การประเมินสภาพของเครื่องจักร ดังนั้นความหมายของ Predictive maintenance ก็พอที่จะสรุปไดวา เมื่อ
สามารถทราบถึงลักษณะของตนทุนของการชำรุดจึงพอที่จะสามารถจัดเตรียมการลวงหนาสำหรับแรงงาน 
ชิ้นสวนอะไหลและกำหนดชวงเวลาการทำงานที่ไมขัดกับแผนการทำงานหลักได 

    4. Proactive maintenance (การบำรุงรักษาแบบปองกันลวงหนา) นับเปนวิธี
บำรุงรักษาอาคารและเครื่องจักรโดยที่มุงพิจารณารากของปญหา (Root cause of failure) 
 

2.2 มาตรฐานและระเบียบที่เกี่ยวของ 

  การปฏิบัติงานบำรุงรักษาอุปกรณเครือขายเชิงปองกันในระบบเทคโนโลยีสารสนเทศและการสื่อสารของ

ศูนยรับแจงเหตุและสั่งการ 1669 อุดรธานี มีมาตรฐานและระเบียบที่เก่ียวของดังนี้ 

 1. มาตรฐาน ISO/IEC 27002:2013 ซึ่งเปนมาตรฐานที่วาดวยขอควรปฏิบัติในการควบคุมความ

มั่นคงปลอดภัยดานเทคโนโลยีสารสนเทศ (Code of Practice for Information Security) เพื่อลดความเสี่ยงที่

อาจสงผลกระทบตอการรักษาความมั่นคงปลอดภัยดานเทคโนโลยีสารสนเทศ ไดกลาวไวในขอยอยที่ 7.2.4  

การบำรุงรักษาอุปกรณ (Equipment Maintenance) อุปกรณเครือขายตาง ๆ ตองไดรับการบำรุงรักษาอยาง

ตอเนื่องเพื่อใหมีความพรอมใชงานตลอดเวลาและใชงานไดอยางถูกตอง 

 2. ระเบียบกระทรวงสาธารณสุข วาดวยการควบคุมการใชวิทยุคมนาคมแบบสังเคราะหความถี่ พ.ศ. 

2555 หมวดที่ 2 ศูนยควบคุมขายและสถานีวิทยุ ขอ 12 (3) (ฉ) แนะนำการใชหรือการบำรุงรักษาเบื้องตน

ใหแกสถานีวิทยุ 

 3. ระเบียบสถาบันการแพทยฉุกเฉินแหงชาติ วาดวยการควบคุมการใชเครื ่องวิทยุคมนาคมแบบ

สังเคราะหความถี่ (Synthesizer) ของสถานบันการแพทยฉุกเฉินแหงชาติ พ.ศ. 2562 ขอ 7 (3) จัดทำรายงาน

การใชงานเครื่องวิทยุคมนาคม บัญชีคุมสถานะการมี การใชและที่ตั้งของสถานีวิทยุคมนาคม การเบิกจายเครื่อง

วิทยุคมนาคมในสังกัด ตามแบบที่สถานีวิทยุคมนาคมแมขายกลางกำหนดใหเปนปจจุบันอยูเสมอเปนประจำทุกป 

 

2.3 ปจจัยท่ีสงผลกระทบตอการทำงานของอุปกรณ 

  2.3.1 สภาวะแวดลอมทั้งหมดโดยรอบ เชน ฝุนละออง อุณหภูมิทั้งความรอนและความชื้นโดยรอบ 

หรือแมกระทั้งกระแสไฟฟาที ่ผิดปกติสามารถสงผลตอความเสียหายของอุปกรณและเพิ่มโอกาสใหอุปกรณ

เครือขายเสื่อมสภาพกอนกำหนดได 

  2.3.2 ชองโหวของระบบปฏิบัติการ สำหรับอุปกรณที่มีความสามารถบริหารจัดการไดหรือติดตั้ง

ซอฟตแวรระบบปฏิบัติการหรือซอฟตแวรใหบริการตาง ๆ มีความเสี่ยงตอการถูกโจมตีจากผูประสงคราย สงผล

กระทบตอผูใชงานระบบสารสนเทศ ผูปฏิบัติงานควรปรับปรุงหรืออัพเดตเวอรชั่นของซอฟตแวรอยางสม่ำเสมอ    

  2.3.3 ผูใชงาน หลายครั้งที่เกิดปญหาจะพบวาผูใชงานใชงานระบบผิดประเภทจนเกิดปญหา เชน การ

นำอุปกรณตอพวงเขาติดตั้งหรือนำโปรแกรมบางชนิดท่ีไมไดรับมาตรฐานเขาเชื่อมตอสูระบบคอมพิวเตอร  

 



 

 

2.4 ขั้นตอนการปฏบิัติงาน 

 การปฏิบัติงานบำรุงรกัษาอุปกรณมีขั้นตอน ดงันี ้

 

 

 
  ขั้นตอนการปฏิบัติงานบำรุงรักษาอุปกรณเครือขายแบงออกไดดังนี้  

  2.4.1 ข้ันตอนการสำรวจอุปกรณและกำหนดแผนการบำรุงรกัษาอุปกรณเครือขาย  

   ผูดูแลระบบหรือผูที ่ไดรับมอบหมายใหปฏิบัติงาน ตองมีการสำรวจอุปกรณเครือขายและ
อุปกรณตอพวงที่ติดตั้งใหบริการภายในศูนยรับแจงเหตุและสั่งการ 1669 อุดรธานี และที่ติดตั้งภายในหอง
ศูนยกลางควบคุมระบบเครือขาย (Server Room) ผูปฏิบัติตองมีการศึกษารายละเอียดของอุปกรณและวิธีการ
บำรุงรักษาอุปกรณทั้งหมด พรอมทั้งดำเนินงานวางแผนงานและกำหนดการปฏิบัติงานบำรุงรักษาอุปกรณ
เครือขาย แลวนำเสนอตอหัวหนาศนูย ฯ เพ่ือพิจารณาอนมุตัิแผนการบำรุงรักษากอนการดำเนินงาน  
   



 

 

  2.4.2 ข้ันตอนการดำเนินการตรวจสอบสภาพอุปกรณ  

   เปนขั้นตอนการดำเนินงานตรวจสภาพอุปกรณเครือขายและการบำรุงรักษาอุปกรณเครือขาย 
กรณีพบปญหาและไมสามารถแกไขไดใหดำเนินการแกไขและตองเปลี ่ยนอุปกรณใหดำเนินการแจงบริษัท
ผูรับผิดชอบใหดำเนินการเปลี่ยนอุปกรณทันทีตามขอกำหนดคุณสมบัติการบำรุงรักษาอุปกรณเครือขาย โดยตอง
ดำเนินการใหแลวเสร็จตามเวลาที่กาหนด  
   การตรวจสภาพและบำรุงรักษาอุปกรณเครือขาย สามารถดำเนินการไดทั้งในรูปแบบ Hardware 
และ Software การตรวจสภาพและการบำรุงรักษา Hardware เชน สังเกตสัญลักษณไฟแจงเตือนการทำงาน 
ตรวจการเชื่อมตอระบบสายสัญญาณตาง ๆ ทำความสะอาดอุปกรณ เปนตน การตรวจสภาพและบำรุงรักษา 
Software เชน ตรวจการทำงานของระบบปฏิบัติการ ตรวจสอบ Status ของอุปกรณ ตรวจสอบ Log Message 
ของอุปกรณ การอัพเดทเฟรมแวรของอุปกรณ เปนตน 

   การจัดเตรียมวัสดุอุปกรณในการดำเนินงานตรวจสภาพและบำรุงรักษาอุปกรณเครือขาย มีดังนี้  

    1) เครื่องคอมพิวเตอรและสายเชื่อมตอเพื่อใชในการตรวจสอบอุปกรณในรูปแบบ 
Local manage เพื่อตรวจสอบ config และ log file 
    2) ผาสำหรับเช็ดฝุนละอองที่เกาะกับอุปกรณเครอืขายหรือตูเก็บอุปกรณ  
    3) นำ้ยาทำความสะอาด ใชเช็ดคราบบนอุปกรณที่ทำความสะอาดไดยาก  
    4) เครื่องเปา/ดูดฝุน ภายในตูเก็บอุปกรณหรือภายในอุปกรณเครือขาย 
 
  2.4.3 สรุปรายงานการบำรุงรักษาอุปกรณ 

    เปนขั้นตอนสุดทายของการปฏิบัติงาน ผู ปฏิบัติงานจะตองจัดทำรายงานผลการดำเนินงาน
บำรุงรักษาและนำเสนอตอหัวหนางานใหทราบ เพื ่อใชเปนแนวทางในการวางแผนพัฒนาระบบเทคโนโลยี
สารสนเทศและการสื่อสารของศูนยรับแจงเหตุและสั่งการ 1669 อุดรธานี ตอไป 

 
2.5 ขอควรระวังในการปฏิบัติงาน 

  ในการปฏิบัติงานบำรุงรักษาระบบอุปกรณครอืขายมีขอควรระวัง ดังนี้  

  1. การตรวจสภาพและบำรุงรักษาอุปกรณเครือขายที่กำลังทำงาน หรือ ใหบริการแกผูใชงานอยู ควรมี
การแจงใหผูใชงานทราบและปฏิบัติงานอยางระมัดระวังไมใหอุปกรณหยุดทำงาน อาจมีผลกระทบตอการผูใชงาน
ระบบสารสนเทศได  
  2. ควรหลีกเลี่ยงการใชของเหลวในการทำความสะอาดอุปกรณอาจทำใหอุปกรณชำรุดเสียหาย  
  3. กอนปฏิบัติควรศึกษาคูมือการบำรุงรักษาอุปกรณแตละประเภท 

 
2.6 ขอปฏิบัติในการแกไขปญหาสถานการณฉุกเฉิน  
  2.6.1 กรณีเครื่องลูกขายคอมพิวเตอรไมสามารถดำเนินการใชงานระบบเทคโนโลยีสารสนเทศได ให
ดำเนินการ ดังนี้  
   2.6.1.1 กรณีที่มีเหตุอันทำใหเครื่องคอมพิวเตอรไมสามารถใชงานระบบเทคโนโลยีสารสนเทศ
และการสื่อสารไดตามปกติ ใหเจาหนาที่ผูพบเหตุขัดของแจงผูบำรุงรักษาดูแลระบบทราบโดยเร็วที่สุด  



 

 

   2.6.1.2 กรณเีกิดเหตุขัดของเนื่องจากถูกไวรัสคอมพิวเตอร ใหเจาหนาที่ทำการดงึสายเชื่อมโยง
ระบบเครือขาย (สาย LAN) ออกจากเครื่องคอมพิวเตอรโดยเร็วเพื่อปองกันความเสียหายที่จะแพรกระจายไปยัง
เครื่องอ่ืนในระบบเครือขายและแจงผูดูแลระบบทราบ  

  2.6.2 กรณีเครื่องคอมพิวเตอรแมขาย (Server) และอุปกรณเครอืขายขัดของใหดำเนินการดังนี้  
   2.6.2.1 ตัดการเชื่อมตอระบบเครือขายโดยเร็วแลวปดอุปกรณเครือขายและเครื่องคอมพิวเตอร 
แมขายตามลำดับความสำคญัของการใหบริการ 
   2.6.2.2 กรณีไฟฟาดับ/ไฟฟาตก ใหปดเครื่องคอมพิวเตอรแมขายและอุปกรณเครือขายโดย
พิจารณาตามลำดับความสำคัญของการใหบริการ ระยะเวลาที่ไฟฟาดับและประสิทธิภาพของเครื่องสำรองไฟฟา  
   2.6.2.3 ตัดระบบจายไฟ กรณีเกิดเหตุไฟไหมเครื่องคอมพิวเตอรและเครือขาย ใหตัดระบบ
จายไฟและใชน้ำยาดับเพลิงฉีดควบคุมเพลิงโดยเร็ว  
   2.6.2.4 รีบขนยายเครื่องคอมพิวเตอรและเครือขายไปไวในที่ปลอดภัย  
   2.6.2.5 กรณีที่อุปกรณดานฮารดแวรเสียใหรีบหาอุปกรณสำรองและซอมใหสามารถใชงานได
ใหเร็วที่สุด  
  2.6.3 กรณีเครื่องคอมพิวเตอรติดไวรัสคอมพิวเตอร ใหดำเนินการ ดังนี้  
   2.6.3.1 กรณีที่เครื่องคอมพิวเตอรมีโปรแกรมปองกันไวรัสอยูแลวใหดำเนินการสแกนไวรัส  
   2.6.3.2 กรณีที่เครื่องคอมพิวเตอรไมมีโปรแกรมปองกันไวรัสใหดำเนินการติดตั้งและใชงาน
โปรแกรม Antivirus หรือดำเนินการใหเครื่องสามารถใชงานไดตามปกติ  

  2.6.4 กรณีอุปกรณและฮารดแวรเสียหายใหจัดหาอุปกรณมาเปลี่ยนโดยเร็วที่สุด หรือถาเกินขีดความสามารถ
ในการดูแล ติดตอรานซอมหรือผูเชี่ยวชาญมาดูแลใหเปนปกติ  
 
2.7. แผนกูระบบคอมพิวเตอรกลับสูสภาพปกติตามเดิม  
  การกูระบบเครื่องแมขายคอมพิวเตอรและอุปกรณกระจายสัญญาณ (System recovery) โดยปกติ
ระบบเครื่องแมขายคอมพิวเตอรและอุปกรณกระจายสัญญาณจะตองอยูในสภาพพรอมรองรับการใหบริการกับ
เครื่องลูกขายตาง ๆ ไดตลอด 24 ชั่วโมง หากไมสามารถใหบริการไดจำเปนตองดำเนินการกูระบบคืนใหไดเร็ว
ที่สุดหรือเทาที่จะทำได โดยแผนการกูระบบคอมพิวเตอรนี้เปนวิธีการที่จะทำใหระบบการทำงานของเครื่อง
คอมพิวเตอรและฐานขอมูลสารสนเทศกลับสูสภาพเดิมเมื่อระบบเสียหายหรือหยุดทำงาน โดยใหดำเนินการ ดังนี้  
   2.7.1 จัดหาอุปกรณชิ้นสวนใหมเพ่ือทดแทน  

  2.7.2 เปลี่ยนอุปกรณชิ้นสวนท่ีเสียหาย   
   2.7.3 กรณีเครื่อง Server เสียหาย ใชคอมพิวเตอรเครื่องอ่ืนทดแทนชั่วคราว   
   2.7.4 นำ Backup ที่ไดสำรองขอมูลไวกลับมา Restore โดยผูดูแลระบบและทีมดูแลใหระบบ
สามารถกลับมาใชงานตามปกติ ภายใน ๔๘ ชั่วโมง   
   2.7.5 ทำการตรวจสอบระบบปฏิบัติการ ระบบฐานขอมูลสารสนเทศ และความถูกตองของ
ขอมูล รวมท้ังระบบเครือขายคอมพิวเตอรอ่ืน ๆ ที่เก่ียวของ 
 
ระบบการดูแลรักษาเครื่องคอมพิวเตอรและอุปกรณ  
  คอมพิวเตอรเมื่อใชไประยะหนึ่งจะมีการเสื่อมชำรุดไปตามสภาพระยะเวลาที่ใชงาน ผูใชคอมพิวเตอรจึง
ควรเอาใจใสดูแลและบำรุงรักษาอยางเหมาะสมสม่ำเสมอเพ่ือเพิ่มอายุการใชงานของเครื่องคอมพิวเตอรซึ่งจะชวย



 

 

ใหสามารถประหยัดงบประมาณในการซอมบำรุงหรือการเปลี่ยนอุปกรณ จัดระบบสิ่งแวดลอมที่เหมาะสมกับ
คอมพิวเตอรอยูในหองที่มีเครื่องปรับอากาศหรืออากาศถายเทสะดวกไมรอนเกินไป ไมมีความชื้นมากเกินไป 
ปราศจากฝุน การทำความสะอาดระบบคอมพิวเตอร ทำไดดังนี้  
   1. ไมควรทำความสะอาดเครื่องคอมพิวเตอรในขณะที่เครื่องยังเปดอยู ถาจะทำความสะอาดเครื่อง 
ควรปดเครื่องท้ิงไว 5 นาที กอนลงมือทำความสะอาด  
   2. อยาใชผาเปยกหรือผาชุมน้ำเช็ดคอมพิวเตอรอยางเด็ดขาด ใชควรผาแหงเทานั้น  
   3. อยาใชสบู น้ำยาทำความสะอาดกับคอมพิวเตอร เพราะจะทำใหระบบของเคร่ืองเสียหาย  
   4. ไมควรฉีดสเปรยใด ๆ ไปที่คอมพิวเตอร แปนพิมพและอุปกรณตาง ๆ  
   5. ไมควรใชเครื่องดูดฝุนกับคอมพิวเตอรและอุปกรณประกอบอ่ืน ๆ  
   6. ถาจำเปนตองทำความสะอาดคอมพิวเตอร โปรดใชอุปกรณที่คูมือแนะนำเทานั้น  
   7. ไมควรดื่มนำ้ชา กาแฟ เครื่องดื่มตาง ๆ ในขณะที่ใชคอมพิวเตอร  
   8. ไมควรกินของคบเคี้ยวหรืออาหารใด ๆ ขณะทำงานดวยเครื่องคอมพิวเตอร  
 
วิธีแกปญหาในการใชคอมพิวเตอรเบื้องตน  

  1. ความรอน  
   ความรอนที่เปนสาเหตุทำใหคอมพิวเตอรมีปญหา สวนใหญเกิดจากความรอนของอุปกรณ
อิเล็กทรอนิกสบนเมนบอรดของคอมพิวเตอรเองวิธีแกปญหา คือ จะตองรีบระบายความรอนที่เกิดจากอุปกรณ
ตาง ๆ ออกไปใหเร็วที่สุด  
   วิธีแกไข  
   • พัดลมระบายความรอนทุกตัวในระบบตองอยูในสภาพดี 100 % อุณหภูมิท่ีเหมาะสมที่สุดควรจะ
อยูระหวาง 60-70 องศาฟาเรนไฮต  
   • ใชเพาเวอรซัพพลายขนาดที่ถูกตอง  
   • ใชงานเคร่ืองในอุณหภูมิที่ปลอดภัย ไมตั้งอยูบริเวณที่มีแสงแดดสองถึงเปนเวลานาน ๆ  
 
  2. ฝุนผง  
   ในอากาศมีฝุนผงกระจัดกระจายอยูในทุกๆ ที่ ฝุนผงที่เกาะติดอยูบนแผงวงจรของคอมพิวเตอร 
ทำหนาที่เสมือนฉนวนปองกันความรอน ทำใหความรอนที่เกิดขึ้นในระบบไมสามารถระบายออกสูสภาพแวดลอม  
ภายนอก นอกจากนี้อาจไปอุดตันชองระบายอากาศของเพาเวอรซัพพลายหรือฮารดดิสค หรืออาจเขาไปอยู
ระหวางแผนดิสกกับหัวอาน ทำใหแผนดิสกหรือหัวอานเกิดความเสียหายได  
   วิธีแกไข  
   • ทำความสะอาดภายในเครื่องทุก 6 เดือน หรือทุกคร้ังที่ถอดฝาครอบตัวถังหรือชิ้นสวนภายนอก 
ใหใชสเปรยทำความสะอาด  
   • วงจรภายในใหใชลมเปาและใชแปรงขนออน ๆ ปดฝุนออก  
   • หามสูบบุหรี่ใกลเคร่ืองคอมพิวเตอร 
  
  3. สนามแมเหล็ก  
   แมเหล็กสามารถทำใหขอมลูในแผนดิสกหรือฮารดดิสกสูญหายไดอยางถาวร แหลงท่ีใหกำเนิด
สนามแมเหล็กในสำนักงานมีอยูมากมาหลายประเภท อาทิเชน  



 

 

    • แมเหล็กติดกระดาษบันทึกบนตูเก็บแฟม  
• คลิปแขวนกระดาษแบบแมเหล็ก  
• ไขควงหัวแมเหล็ก  
• ลำโพง  
• มอเตอรในพรินเตอร  
• UPS  

   วิธีแกไข  
   • โยกยายอุปกรณท่ีมีกำลังแมเหล็กมาก ๆ ใหหางจากระบบคอมพิวเตอร 
  
  4. ไฟฟาสถิตย  
   ไฟฟาสถิตยสามารถเกิดขึ ้นไดทุกฤดูกาล แตในสภาวะที่อากาศแหง จะสงผลใหความเปน
ฉนวนไฟฟาสูง ประจุของไฟฟาสถิตจะสะสมอยูเปนจำนวนมากและหาทางวิ่งผานตัวนำไปยังบรเิวณท่ีมีศักยไฟฟา
ต่ำกวา ดังนั้นเมื่อจับอุปกรณอิเล็กทรอนิกส ประจุของไฟฟาสถิตยจากตัวทานจะวิ่งไปยังอุปกรณอิเล็กทรอนิกส
เหลานั้น ทำใหอุปกรณเกิดความเสียหายได แตในสภาวะที่มีความชื้นสูง ไฟฟาสถิตยที่เกิดขึ้นจะรั่วไหลหายไปใน
ระยะเวลาอันสั้น  
   วิธีแกไข  
   • ควรทำการคายประจุไฟฟาสถิตย ดวยการจับตองโลหะอื่นที่ไมใชตัวถังเครื่องคอมพิวเตอร กอนจะ
สัมผัสอุปกรณตางๆ ในระบบคอมพิวเตอร  
 

5. น้ำและสนิม  
   น้ำและสนิมเปนศัตรูตัวรายของอุปกรณอิเล็กทรอนิกสทุกชนิด สนิมที่พบในเมนบอรดของ
คอมพิวเตอร มักจะเกิดจากการรั่วซึมของแบตเตอรี่บนเมนบอรด ซึ่งถาเกิดปญหานี้ข้ึนจะทำใหเสียงบประมาณใน
การซอมแซมคอมพิวเตอร  
   วิธีแกไข  
   • หลีกเลี่ยงการนำของเหลวทุกชนิดมาวางบนโตะคอมพิวเตอร  
   • กรณีการรั่วซึมของแบตเตอรี่ แกไขไดโดยการเปลี่ยนแบตเตอรี่ใหมทุกป 
 
 การบำรุงรักษาตัวเครื่องทั่วไป  

  • เครื่องจายไฟสำรอง (UPS) ควรติดตั้งรวมกับตัวเครื่องคอมพิวเตอรดวยเพราะ UPS จะชวยปองกันและ
แกปญหาทางไฟฟาไมวาจะเปนไฟตก ไฟเกินหรือไฟกระชาก อันเปนสาเหตุท่ีจะทาใหเกิดความเสียหายของขอมูล
และชิ้นสวนอ่ืน ๆ  

  • การติดตั้งตัวเครื่องคอมพิวเตอร ควรติดตั้งในหองที่มีเครื่องปรับอากาศหรือถาไมมีเครื่องปรับอากาศ
ควรเลือกหองที่ปลอดฝุนมากที่สุดและการตดิตั้งตัวเครื่องควรหางจากผนังพอสมควรเพ่ือการระบายความรอนที่ดี  

  • การตอสาย Cable ระหวางเครื่องคอมพิวเตอรกับอุปกรณตาง ๆ เชน Printer Modem Fax หรือสวน
อ่ืน ๆ จะตองทำเมื่อ power off เทานั้น  

  • อยาปด-เปดเครื่องบอย ๆ เกินความจำเปนเพราะจะทำใหเกิดความเสียหายแกโปรแกรมที่กำลังทำงาน 



 

 

  • ไมเคลื่อนยายเครื่องคอมพิวเตอรขณะที่เครื่องทำงานอยูเพราะจะทำใหอุปกรณเกิดความเสียหายได  
  • อยาเปดฝาเครื่องขณะใชงานอยู ถาตองการเปดตอง power off และถอดปลั๊กไฟกอน  
  • ควรศึกษาคูมือหรือรับการอบรม Software กอนการใชงาน  
 
 การบำรุงรักษา Hard Disk  
  • การติดตั้งเครื่องคอมพิวเตอรควรติดตั้งโดยใหดานหลังของตัวเครื่องหางจากฝาผนังไมนอยกวา 3 นิ้ว 
เพ่ือระบายความรอนไดดีย่ิงขึ้น 
  • ควรเลือกใชโตะทำงานที่แข็งแรงเพื่อปองกันการโยกไปมาเพราะอาจจะทำใหหัวอานของฮารดดิสกถูก
กระทบกระเทือนได  
  • ควรมีการตรวจสอบสถานภาพของ Hard Disk ดวยโปรแกรม Utility ตาง ๆ วายังสามารถใชงานได
ครบ 100 % หรอืมีสวนใดของ Hard Disk ที่ใชงานไมได  
 
การบำรุงรักษา Disk Drive  
  ชองอานดิสกเมื่อทำงานไปนาน ๆ หัวอานแผนดิสกอาจจะเสื่อมสภาพไปได หัวอานดิสกเกิดความสกปรก
เนื่องจากมีฝุนละอองเขาไปเกาะที่หัวอาน หรือเกิดจากความสกปรกของแผนดิสกที่มีฝุนหรือคราบไขมันจากมือ 
ผลที่เกิดขึ้นทำใหการบันทึกหรืออานขอมูลจากแผนดิสกไมสามารถดำเนินการได การดูแลรักษา Disk Drive ควร
ปฏิบัติดังนี้  
  • เลือกใชแผนดิสกที่สะอาดคือไมมีคราบฝุน ไขมัน หรือรอยขูดขีดใด ๆ 
  • ใชน้ำยาลางหัวอานดิสกทุก ๆ เดือน  
  • หลีกเลี่ยงการใชแผนดิสกเกาที่เก็บไวนาน ๆ เพราะจะทำใหหัวอาน Disk Drive สกปรกไดงาย  
  • กอนนำแผนดิสกออกจากชองอาน Disk Drive ควรใหไฟสัญญาณดับกอน ปองกันหัวอานชำรุด  
  • ควรเก็บแผนดิสกไวในอุณหภูมิที่เหมาะสม อยาทิ้งไวหนารถใหตากแดดนาน ๆ  
 
การบำรุงรักษาหนาจอ Monitor  
  ในสวนของจอภาพนั้นอาจเสียหายได เชน ภาพอาการเลื่อนไหล ภาพลม ภาพเตนหรือไมมีภาพเลย ซึ่ง
ความเสียหายดังกลาวจะตองใหชางผูเชี่ยวชาญเปนผูแกไข โดยปฏิบัติดังนี้  

• อยาใหวัตถุหรือน้ำไปกระทบหนาจอคอมพิวเตอร  
  • ควรเปดไฟที่จอกอนท่ีสวิตชไฟที่ CPU เพ่ือ boot เครื่อง  
  • ไมควรปด ๆ เปด ๆ เครื่องติดกัน เมื่อปดเคร่ืองแลวทิ้งระยะไวเล็กนอยกอนเปดใหม  
  • ควรปรับความสวางของจอภาพใหเหมาะสมกับสภาพของหองทำงาน ถาสวางมากทำใหจอภาพอายุสั้น 
  • อยาเปดฝาหลัง Monitor ซอมเอง เพราะจะเปนอันตรายจากกระแสไฟฟาแรงสูง  
  • เมื่อมีการเปดจอภาพทิ้งไวนาน ๆ ควรจะมีการเรียกโปรแกรมถนอมจอภาพ (Screen Sever)  
 
  



 

 

บทที่ 3 
แผนการปฏิบัติงานบำรุงรักษาอุปกรณเชิงปองกัน 

 

3.1 กิจกรรมและแผน 

 3.1.1 กิจกรรมและแผนการบำรุงรักษาเครือขาย 

กิจกรรม รายละเอียด 
มาตรฐานการ
ปฏิบัติงาน 

ระยะเวลา
ดำเนินงาน 

1. สำรวจและจัดทำหมายเลข
ประจำอุปกรณเครือขาย 

- สำรวจจำนวนอุปกรณเครือขายท้ังหมดและ
อุปกรณท่ีเก่ียวของพรอมท้ังจัดทำทะเบียน 

1 สัปดาห 1 ครั้ง/ป 

2. จัดทำแผนการบำรุงรักษา
อุปกรณ 

- วางแผน กำหนดการบำรุงรักษาอุปกรณและ
นำเสนอตอหัวหนางาน 

3 วัน 3 ครั้ง/ป 

3. ดำเนินการตรวจสภาพ
ซอมแซมและบำรุงรกัษา 

- ดำเนินการตามแผนที่กำหนด 3 เดือน ตามสภาพ
อุปกรณ 

4. ทดสอบและประเมินผลการ
ใชงาน 

- ทดสอบประสิทธิภาพและประเมนิสภาพ
หลังจากที่ผานการบำรุงรักษาและซอมแซม
เรียบรอยแลว 

3 วัน 12 ครั้ง/ป 

5. สรุปผลและจัดทำรายงาน - สรุปและรายงานผลการบำรงุรักษาอุปกรณ
ตอหัวหนางาน 

1 วัน 12 ครั้ง/ป 

 

 3.1.2 รายการตรวจสภาพและบำรุงรักษาอุปกรณกระจายสัญญาณและอุปกรณคอมพิวเตอรแมขาย 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

1. การตรวจสภาพและบำรุงรักษาเชิงกายภาพ  
     1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
  - สภาพฝุนละออง/ความสกปรก    M 
  - ไฟสถานการณทำงาน    D 
  - สถานะการทำงานที่แสดงในจอ LCD    D 
  - สถานะการทำงานดวยเสียง    D 
 1.2 ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    D 
 1.3 ตรวจสอบอุณหภูมิของอุปกรณ    D 
2. การตรวจสภาพและบำรุงรักษาเชิงระบบ     
 2.1 การตั้งคาและการสำรองไฟล Config    Q 
 2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
 2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
 2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 



 

 

 3.1.3 รายการตรวจสภาพและบำรุงรักษาอุปกรณระบบโทรศัพทสายดวน 1669 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

1. ชุมสายโทรศัพท (ตูสาขา) IP-PABX 
 1.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     1.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    W 
   - ไฟสถานะการทำงาน 
    1) LAN ไฟสีเขียวสวางตลอด    E 
    2) WAN ไฟสีเขียวสวางตลอด    E 
   - สถานะการทำงานท่ีแสดงในจอ LCD 
    “UCM6204 V1.7A”,     E 
    “IP1: 192.168.1.200”    E 
  1.1.2 ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    E 
  1.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 1.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  1.2.1 การตั้งคาและการสำรองไฟล Config    Q 
  1.2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
  1.2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
  1.2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 
2. อุปกรณ Network Switches 
 2.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     2.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    W 
   - ไฟสถานะการทำงาน 
    1) System ไฟสีเขียวสวางตลอด    E 
    2) Link/ACT1-8 ไฟสีเขียวกระพริบ    E 
    3) Link/PoE1,2,8 ไฟสีสมสวางตลอด    E 
  2.1.2 ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    E 
  2.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
3. อุปกรณจัดเก็บขอมูล NAS (Network Attach Storage) 
 3.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     3.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    W 
   - ไฟสถานะการทำงาน 
    1) Power ไฟสีน้ำเงนิสวางตลอด    E 



 

 

 3.1.3 รายการตรวจสภาพและบำรุงรักษาอุปกรณระบบโทรศัพทสายดวน 1669 (ตอ) 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

3. อุปกรณจัดเก็บขอมูล NAS (Network Attach Storage) (ตอ) 
    2) STATUS ไฟสีเขียวสวางตลอด    E 
    3) LAN ไฟสีเขียวกระพริบ    E 
    4) DISK1 ไฟสีเขียวสวางตลอด    E 
  3.1.2 ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    E 
  3.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 3.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  3.2.1 การตั้งคาและการสำรองไฟล Config    Q 
  3.2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
  3.2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
  3.2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 
4. โทรศัพท IP Phone 
 4.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
  4.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    E 
   - สถานะการทำงานท่ีแสดงในจอ LCD    E 
   - การทำงานของระบบเสียงผานลำโพง    E 
   - การทำงานของระบบเสียงผานหูฟง    E 
   - การทำงานของระบบเสียงผานชุด Headset    E 
  4.1.2 ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    E 
  4.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 4.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  4.2.1 การตั้งคาและการสำรองไฟล Config    Q 
  3.2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
  4.2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
  4.2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 
 
 
 
 
 
 
 



 

 

 3.1.4 รายการตรวจสภาพและบำรุงรักษาอุปกรณระบบวิทยุคมนาคม  

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

1. เครื่องวิทยุคมนาคม ชนิดประจำท่ี กำลังสง 50 วัตต ยี่หอ Icom รุน IC-F5130D 
 1.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     1.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    E 
   - สถานะการทำงานท่ีแสดงในจอ LCD 
    1) แสดงคลื่นความถี่ที่ใชงานในปจจุบัน    E 
    2) ระดับความแรงของสัญญาณ    E 
   - ระบบเสียง และ ไมโครโฟน    E 
   - ปุมกดตาง ๆ    E 
  1.1.2 ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    E 
  1.1.3 ตรวจสอบสายไฟและจุดเชื่อมตอ    E 
  1.1.4 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 1.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  1.2.1 วัดคากำลังสงท่ีออกจากตัวเครื่องวิทยุคมนาคม     Y 
  1.2.2 การทดสอบสัญญาณความชัดเจน (เช็ค ว 16)    D 
  1.2.3 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Y 
2. ระบบสายอากาศ (Antenna) และสายนำสัญญาณ  
 2.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     2.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    Y 
   - สภาพเสาทาวเวอร    Y 
  2.1.2 ตรวจสภาพแวดลอมจุดติดตั้งสายอากาศ    Y 
  2.1.3 ตรวจสอบรอยตอ/จุดเชื่อมตอของสายสัญญาณ    Y 
  2.1.4 ตรวจสภาพสายอากาศ/ยานความถ่ีใชงาน    Y 
  2.1.5 ตรวจสภาพสายนำสัญญาณ/ยานความถี่ใชงาน    Y 
  2.1.6 ตรวจสอบสายลอฟา/สายดิน    Y 
  2.1.7 ตรวจสอบสายยึดโยง    Y 
  2.1.8 ไฟแดงยอดเสา และกลางเสาทาวเวอร    Y 
 2.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  2.2.1 วัดคากำลังสงท่ีออกจากปลายสายนำสัญญาณ     Y 
  2.2.2 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Y 

 

 



 

 

 3.1.4 รายการตรวจสภาพและบำรุงรักษาอุปกรณระบบวิทยุคมนาคม (ตอ) 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

3. เครื่องแปลงไฟฟา (Power supply) 
 3.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     3.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    E 
   - สถานะการทำงานท่ีแสดงในจอ LCD 
    1) แรงดันไฟ อยูระหวาง 13.5 – 14.2 V    E 
    2) กระแสไฟ 0.2 A    E 
   - ปุมกดตาง ๆ    E 
  3.1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
  3.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 3.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  3.2.1 วัดคาแรงดันและคากระแสไฟ     Y 
 

 3.1.5 รายการตรวจสภาพและบำรุงรักษาอุปกรณระบบโทรศัพท TTRS (ผูพิการทางการไดยิน) 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

1. การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
  - สภาพฝุนละออง/ความสกปรก    E 
  - ไฟสถานะการทำงาน    E 
  - สถานะการทำงานที่แสดงในจอ LCD    E 
  - สถานะการเชื่อมตออินเตอรเน็ต    E 
 1.2 ตรวจสอบระบบการเช่ือมตอของสายสัญญาณ    E 
 1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
2. การตรวจสภาพและบำรุงรักษาเชิงระบบ 
 2.1 การตั้งคาและการสำรองไฟล Config    Q 
 2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
 2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
 2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 
 

 



 

 

 3.1.6 รายการตรวจสภาพและบำรุงรักษาอุปกรณโครงขาย GIN ระบบวิทยุสื่อสาร Radio over IP 
และระบบโทรศัพท Voice over IP  

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

1. ระบบโครงขาย GIN [เครื่อง Litech-Fiber Optic (Model : CAT Telecom)] 
 1.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     1.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    M 
  1.1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
  1.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 1.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  1.2.1 การตั้งคาและการสำรองไฟล Config    Q 
  1.2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
  1.2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
  1.2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 

2. ระบบโครงขาย GIN [เครื่อง Nokia Optical Network Terminal (ONT) G-010G-Q] 

 2.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     2.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    M 
   - ไฟสถานะการทำงาน 
    1) ไฟ Power ไฟสีเขียวสวางตลอด    E 
    2) ไฟ PON ไฟสีเขียวสวางตลอด    E 
    3) ไฟ LAN ไฟสีเขียวสวางตลอด    E 
   - ปุมกดเปด-ปด    E 
  2.1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
  2.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 2.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  2.2.1 การตั้งคาและการสำรองไฟล Config    Q 
  2.2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
  2.2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
  2.2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 

3. ระบบโครงขาย GIN [เครื่อง D-Link DGS-1005A Gigabit Desktop Switch] 

 3.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     3.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    M 



 

 

 3.1.6 รายการตรวจสภาพและบำรุงรักษาอุปกรณโครงขาย GIN ระบบวิทยุสื่อสาร Radio over IP 
และระบบโทรศัพท Voice over IP (ตอ) 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

   - ไฟสถานะการทำงาน 
    1) ไฟ POWER ไฟสีเขียวสวางตลอด    E 
    2) ไฟชอง 1, 4, 5 ไฟสีเขียวกระพริบ    E 
  3.1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
  3.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 3.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  3.2.1 วัดคาแรงดันและคากระแสไฟ     Q 
   3.2.2 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 

4. ระบบโครงขาย GIN [เครื่อง Cisco 1900 Series Integrated Services Router] 

 4.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     4.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    M 
   - ไฟสถานะการทำงาน 
    1) ไฟ SYS ไฟสีเขียวสวางตลอด    E 
    2) ไฟ ACT ไฟสีเขียวกระพริบ    E 
   - ปุมกดเปด-ปด (หลังเครื่อง)    E 
  4.1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
  4.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 4.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  4.2.1 การตั้งคาและการสำรองไฟล Config    Q 
  4.2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
  4.2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
  4.2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 

5. ระบบโครงขาย GIN [เครื่อง Cisco SF300-24 (Switch Managed 300 Series)] 

 5.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     5.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    M 
   - ไฟสถานะการทำงาน 
    1) ไฟ System ไฟสีเขียวสวางตลอด    E 
    2) LINK/ACT ชอง 5, 6, 24 ไฟสีเขียวกระพริบ    E 
    3) PoE 100M  ชอง 5, 6, 24 ไฟสีเขียวกระพริบ    E 
   - ปุมกดเปด-ปด    E 



 

 

 3.1.6 รายการตรวจสภาพและบำรุงรักษาอุปกรณโครงขาย GIN ระบบวิทยุสื่อสาร Radio over IP 
และระบบโทรศัพท Voice over IP (ตอ) 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

  5.1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
  5.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 5.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  5.2.1 การตั้งคาและการสำรองไฟล Config    Q 
  5.2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
  5.2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
  5.2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 

6. ระบบวิทยุสื่อสาร RoIP [เครื่อง Radio Over IP Gateway ยี่หอ Icom รุน VE-PG3] 

 6.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     6.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    M 
   - ไฟสถานะการทำงาน 
    1) ไฟ PWR/MSG ไฟสีเขียวสวางตลอด    E 
    2) ไฟ V/RoIP ไฟสีเขียวสวางตลอด    E 
  6.1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
  6.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 6.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  6.2.1 วัดคาแรงดันและคากระแสไฟ     Q 
  6.2.2 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 
7. ระบบวิทยุสื่อสาร RoIP [เครื่องวิทยุคมนาคม VHF/FM ยี่หอ Icom รุน IC-FR5100H] 
 7.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     7.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    M 
   - ไฟสถานะการทำงาน 
    1) A PWR ไฟสีเขียวสวางตลอด    E 
   - สถานะการทำงานท่ีแสดงในจอ LCD 
    1) แสดงคลื่นความถี่ F1-150.475    E 
   - ระบบเสียง และ ไมโครโฟน    E 
   - ปุมกดตาง ๆ    E 
  7.1.2 ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    E 
  7.1.3 ตรวจสอบสายไฟและจุดเชื่อมตอ    E 
  7.1.4 ตรวจสอบอุณหภูมิของอุปกรณ    E 



 

 

  3.1.6 รายการตรวจสภาพและบำรุงรักษาอุปกรณโครงขาย GIN ระบบวิทยุสื่อสาร Radio 
over IP และระบบโทรศัพท Voice over IP (ตอ) 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

 7.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  7.2.1 วัดคากำลังสงท่ีออกจากตัวเครื่องวิทยุคมนาคม     Y 
  7.2.2 การทดสอบสัญญาณความชัดเจน (เช็ค ว 16)    D 
  7.2.3 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Y 
8. ระบบวิทยุสื่อสาร RoIP [ระบบสายอากาศ (Antenna) และสายนำสัญญาณ] 
 8.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     8.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพทั่วไป/ฝุนละออง/ความสกปรก    Y 
  8.1.2 ตรวจสภาพแวดลอมจุดติดตั้งสายอากาศ    Y 
  8.1.3 ตรวจสอบรอยตอ/จุดเชื่อมตอของสายสัญญาณ    Y 
  8.1.4 ตรวจสภาพสายอากาศ/ยานความถ่ีใชงาน    Y 
  8.1.5 ตรวจสภาพสายนำสัญญาณ/ยานความถี่ใชงาน    Y 
  8.1.6 ตรวจสอบสายลอฟา/สายดิน    Y 
 8.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  8.2.1 วัดคากำลังสงท่ีออกจากปลายสายนำสัญญาณ     Y 
  8.2.2 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Y 
9. ระบบวิทยุสื่อสาร RoIP [เครื่องแปลงไฟฟา (Power supply)] 
 9.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     9.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    M 
   - ไฟสถานะการทำงาน 
    1) ไฟ ON ไฟสีแดงสวางตลอด    E 
    2) ไฟ POWER ไฟสีแดงสวางตลอด    E 
   - ปุมกดเปด-ปด    E 
  9.1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
  9.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 9.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  9.2.1 วัดคาแรงดันและคากระแสไฟ     Y 

10. ระบบโทรศัพท [IP Phone] 

 4.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     4.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    E 



 

 

  3.1.6 รายการตรวจสภาพและบำรุงรักษาอุปกรณโครงขาย GIN ระบบวิทยุสื่อสาร Radio 
over IP และระบบโทรศัพท Voice over IP (ตอ) 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

   - ไฟสถานะการทำงาน    E 
   - สถานะการทำงานท่ีแสดงในจอ LCD    E 
   - สถานะการเชื่อมตออินเตอรเน็ต    E 
  4.1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
  4.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 4.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  4.2.1 การตั้งคาและการสำรองไฟล Config    Q 
  4.2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
  4.2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
  4.2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 
 
 3.1.7 รายการตรวจสภาพและบำรุงรักษาอุปกรณระบบอนิเตอรเน็ต 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

1. Modem HUAWEI AIS FIBER  

 1.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     1.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    Q 
   - ไฟสถานะการทำงาน 
    1) POWER ไฟสีเขียวสวางตลอด    E 
    2) PON ไฟสีเขียวสวางตลอด    E 
    3) LAN ไฟสีเขียวกระพริบ    E 
   - ปุมกดเปด-ปด     E 
  1.1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
  1.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 1.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  1.2.1 การตั้งคาและการสำรองไฟล Config    Q 
  1.2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
  1.2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
  1.2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 



 

 

 3.1.7 รายการตรวจสภาพและบำรุงรักษาอุปกรณระบบอนิเตอรเน็ต (ตอ) 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

2. Router Internet AIS Fiber  

 2.1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     2.1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
   - สภาพฝุนละออง/ความสกปรก    Q 
   - ไฟสถานะการทำงาน 
    1) Power ไฟสีเขียวสวางตลอด    E 
    2) Broadband ไฟสีเขียวกระพริบ    E 
    3) Internet ไฟสีเขียวกระพริบ    E 
    4) 2.4 GHz. ไฟสเีขียวกระพริบ    E 
    5) 5 GHz. ไฟสีเขียวกระพริบ    E 
    6) Phone ไฟสีเขียวกระพริบ    E 
   - ปุมกดเปด-ปด     E 
  2.1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
  2.1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
 2.2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
  2.2.1 การตั้งคาและการสำรองไฟล Config    Q 
  2.2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
  2.2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
  2.2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 
 
 3.1.8 รายการตรวจสภาพและบำรุงรักษาอุปกรณระบบโทรศัพทภายในโรงพยาบาลอุดรธานี 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
  - สภาพฝุนละออง/ความสกปรก    E 
  - ไฟสถานะการทำงาน    E 
  - สถานะการทำงานที่แสดงในจอ LCD    E 
 1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
 1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 

 

 



 

 

 3.1.8 รายการตรวจสภาพและบำรุงรักษาอุปกรณระบบโทรศัพทภายในโรงพยาบาลอุดรธานี (ตอ) 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
 2.1 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
 2.2 ตรวจประวัติการใชงานผาน Log Message    Q 
 2.3 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 
  

3.1.9 รายการตรวจสภาพและบำรุงรักษาอุปกรณสำรองไฟ 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

1 การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     1.1 ตรวจสภาพอุปกรณโดยทั่วไป 
  - สภาพฝุนละออง/ความสกปรก    E 
  - ไฟสถานะการทำงาน    E 
  - สถานะการทำงานที่แสดงในจอ LCD    E 
  - สถานะการทำงานดวยเสียง    E 
 1.2 ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    E 
 1.3 ตรวจสอบอุณหภูมิของอุปกรณ    E 
2 การตรวจสภาพและบำรุงรักษาเชิงระบบ 
 2.1 ทดสอบประสิทธิภาพของแบตเตอรี่    Q 
 2.2 วัดคาแรงดันและคากระแสไฟ    Q 
 
 3.1.10 รายการตรวจสภาพและบำรุงรักษาอุปกรณระบบคอมพิวเตอร 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

1. การตรวจสภาพและบำรุงรักษาเชิงกายภาพ 
     1.1 ตรวจสภาพโดยทั่วไป 
  - สภาพฝุนละออง/ความสกปรก    Q 
  - ไฟสถานะการทำงาน    E 
  - สถานะการทำงานที่แสดงในจอ LCD    E 
  - สถานะการทำงานดวยเสียง    E 
  - การเชื่อมตอสายสัญญาณ    E 
  - อุณหภูมิของอุปกรณ    E 



 

 

 3.1.10 รายการตรวจสภาพและบำรุงรักษาอุปกรณระบบคอมพิวเตอร (ตอ) 

รายการตรวจสภาพซอมแซมและบำรุงรักษา 
วิธีปฏิบัติ 

ความถี่ ตรวจจาก
การสังเกต 

ตรวจจาก
การทดสอบ 

ทำความ
สะอาด 

1. การตรวจสภาพและบำรุงรักษาเชิงกายภาพ (ตอ)  
 1.2 เครื่องคอมพิวเตอรและอุปกรณตอพวง 
  - Monitor    E 
  - Keyboard    E 
  - Mouse    E 
  - Mainboard    M 
  - Memory    M 
  - Hard disk    M 
  - VGA Card    M 
  - CPU    M 
  - Printer    M 
  - Scanner    M 
2. การตรวจสภาพและบำรุงรักษาเชิงระบบ 
 2.1 การตั้งคาและการสำรองไฟล Config    Q 
 2.2 ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    Q 
 2.3 ตรวจประวัติการใชงานผาน Log Message    Q 
 2.4 ทดสอบการทำงานของเครื่องดวยโปรแกรม    Q 
 2.5 ตรวจสอบโปรแกรมสแกนไวรัส    M 
 2.6 Web Cleanup    M 
 2.7 Disk Cleanup    M 
 2.8 Clean up Temporary files    M 
 2.9 Clean up system files     M 
 2.10 Defragment and optimize drives    M 
 

หมายเหตุ : ความถี่ของการปฏิบัติงาน 
 = การปฏิบัติ M = ปฏิบัติทกุเดือน 
E = ปฏิบัติทุกเวร Q = ปฏิบัติทกุ 3 เดือน 
D = ปฏิบัติทุกวัน H = ปฏิบัติทกุ 6 เดือน  
W = ปฏิบัติทุกสัปดาห Y = ปฏิบัติทกุป 

 
 
  



 

 

บทที่ 5 

สรุปผลการดำเนินงาน 
 
1. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำเวร 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
อุปกรณระบบโทรศัพทสายดวน 1669 

1 ชุมสายโทรศัพท (ตูสาขา) IP-PABX    
 - ไฟสถานะการทำงาน    
 - สถานะการทำงานที่แสดงในจอ LCD    
 - ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    
2 อุปกรณ Network Switches    
 - ไฟสถานะการทำงาน    
 - ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    
3 อุปกรณจัดเก็บขอมูล NAS (Network Attach Storage)    
 - ไฟสถานะการทำงาน    
 - ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    
4 โทรศัพท IP Phone     
 - สภาพฝุนละออง/ความสกปรก    
 - สถานะการทำงานที่แสดงในจอ LCD    
 - การทำงานของระบบเสียงผานลำโพง    
 - การทำงานของระบบเสียงผานหูฟง    
 - การทำงานของระบบเสียงผานชุด Headset    
 - ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    

อุปกรณระบบวิทยุคมนาคม    
1 เครื่องวิทยุคมนาคม ยี่หอ Icom รุน IC-F5130D    
 - สภาพฝุนละออง/ความสกปรก    
 - สถานะการทำงานที่แสดงในจอ LCD    
 - ระบบเสียง และ ไมโครโฟน    
 - ปุมกดตาง ๆ    
 - ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    
 - ตรวจสอบสายไฟและจุดเชื่อมตอ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    



 

 

1. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำเวร (ตอ) 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
2 เครื่องแปลงไฟฟา (Power supply)    
 - สภาพฝุนละออง/ความสกปรก    
 - สถานะการทำงานที่แสดงในจอ LCD    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    

อุปกรณระบบโทรศัพท TTRS (ผูพิการทางการไดยิน)    
 - สภาพฝุนละออง/ความสกปรก    
 - ไฟสถานะการทำงาน    
 - สถานะการทำงานที่แสดงในจอ LCD    
 - สถานะการเชื่อมตออินเตอรเน็ต    
 - ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    

อุปกรณโครงขาย GIN    
1 เครื่อง Litech-Fiber Optic    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    
2 เครื่อง Nokia Optical Network Terminal    
 - ไฟสถานะการทำงาน    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    
3 เครื่อง D-Link DGS-1005A    
 - สภาพฝุนละออง/ความสกปรก    
 - ไฟสถานะการทำงาน    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    
4 เครื่อง Cisco 1900 Integrated Services Router    
 - ไฟสถานะการทำงาน    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    
5 เครื่อง Cisco SF300-24 (Switch Managed)    
 - ไฟสถานะการทำงาน    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ปุมกดเปด-ปด    
 - ตรวจสอบอุณหภูมิของอุปกรณ    

 



 

 

1. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำเวร (ตอ) 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
อุปกรณโครงขาย GIN ระบบวิทยุคมนาคม RoIP    

1 Radio Over IP Gateway ยี่หอ Icom รุน VE-PG3    
 - ไฟสถานะการทำงาน    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    
2 เครื่องวิทยุคมนาคม Icom รุน IC-FR5100H    
 - ไฟสถานะการทำงาน    
 - สถานะการทำงานที่แสดงในจอ LCD    
 - ระบบเสียง และ ไมโครโฟน    
 - ปุมกดตาง ๆ    
 - ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    
 - ตรวจสอบสายไฟและจุดเชื่อมตอ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    
3 เครื่องแปลงไฟฟา (Power supply)    
 - ไฟสถานะการทำงาน    
 - ปุมกดตาง ๆ    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    

อุปกรณโครงขาย GIN ระบบโทรศัพท VoIP    
1 โทรศัพท IP Phone    
 - สภาพฝุนละออง/ความสกปรก    
 - ไฟสถานะการทำงาน    
 - สถานะการทำงานที่แสดงในจอ LCD    
 - สถานะการเชื่อมตออินเตอรเน็ต    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    

อุปกรณระบบอินเตอรเน็ต    
1 Modem HUAWEI AIS FIBER    
 - ไฟสถานะการทำงาน    
 - ปุมกดตาง ๆ    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    
2 Router Internet AIS Fiber    
 - ไฟสถานะการทำงาน    

 



 

 

1. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำเวร (ตอ) 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
 - ปุมกดตาง ๆ    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    

ระบบโทรศัพทภายในโรงพยาบาลอุดรธานี    
 - สภาพฝุนละออง/ความสกปรก    
 - ไฟสถานะการทำงาน    
 - สถานะการทำงานที่แสดงในจอ LCD    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    

อุปกรณสำรองไฟ    
 - สภาพฝุนละออง/ความสกปรก    
 - ไฟสถานะการทำงาน    
 - สถานะการทำงานที่แสดงในจอ LCD    
 - ตรวจสอบสายไฟ ฟวสและจุดเชื่อมตอตาง ๆ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    

อุปกรณระบบคอมพิวเตอร    
 - ไฟสถานะการทำงาน    
 - สถานะการทำงานที่แสดงในจอ LCD    
 - สถานะการทำงานดวยเสียง    
 - การเชื่อมตอสายสัญญาณ    
 - อุณหภูมิของอุปกรณ    
 - Monitor    
 - Keyboard    
 - Mouse    

 
2. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำวัน 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
1. อุปกรณกระจายสัญญาณและอปุกรณคอมพิวเตอรแมขาย    

 - ไฟสถานการณทำงาน    
 - สถานะการทำงานที่แสดงในจอ LCD    
 - สถานะการทำงานดวยเสียง    
 - ตรวจสอบระบบการเชื่อมตอของสายสัญญาณ    
 - ตรวจสอบอุณหภูมิของอุปกรณ    



 

 

2. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำวัน (ตอ) 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
2. เครื่องวิทยุคมนาคม ย่ีหอ Icom รุน IC-F5130D    

 - การทดสอบสัญญาณความชัดเจน (เช็ค ว 16)    
3. เครื่องวิทยุคมนาคม Icom รุน IC-FR5100H    

 - การทดสอบสัญญาณความชัดเจน (เช็ค ว 16)    
 
3. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำสัปดาห 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
อุปกรณระบบโทรศัพทสายดวน 1669 

1 ชุมสายโทรศัพท (ตูสาขา) IP-PABX    
 - สภาพฝุนละออง/ความสกปรก    
2 อุปกรณ Network Switches    
 - สภาพฝุนละออง/ความสกปรก    
3 อุปกรณจัดเก็บขอมูล NAS (Network Attach Storage)    
 - สภาพฝุนละออง/ความสกปรก    

 
4. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำเดือน 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
อุปกรณโครงขาย GIN    

1 เครื่อง Litech-Fiber Optic    
 - สภาพฝุนละออง/ความสกปรก    
2 เครื่อง Nokia Optical Network Terminal    
 - สภาพฝุนละออง/ความสกปรก    
3 เครื่อง D-Link DGS-1005A    
 - สภาพฝุนละออง/ความสกปรก    
4 เครื่อง Cisco 1900 Integrated Services Router    
 - สภาพฝุนละออง/ความสกปรก    
5 เครื่อง Cisco SF300-24 (Switch Managed)    
 - สภาพฝุนละออง/ความสกปรก    

อุปกรณโครงขาย GIN ระบบวิทยุคมนาคม RoIP    
1 Radio Over IP Gateway ยี่หอ Icom รุน VE-PG3    
 - สภาพฝุนละออง/ความสกปรก    

 



 

 

4. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำเดือน (ตอ) 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
2 เครื่องวิทยุคมนาคม Icom รุน IC-FR5100H    
 - สภาพฝุนละออง/ความสกปรก    
3 เครื่องแปลงไฟฟา (Power supply)    
 - สภาพฝุนละออง/ความสกปรก    

อุปกรณระบบคอมพิวเตอร    
 - Mainboard    
 - Memory    
 - Hard disk    
 - VGA Card    
 - CPU    
 - Printer    
 - Scanner    
 - ตรวจสอบโปรแกรมสแกนไวรัส    
 - Web Cleanup    
 - Disk Cleanup    
 - Clean up Temporary files    
 - Clean up system files     
 - Defragment and optimize drives    

 

5. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำทุก 3 เดือน 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
1. อุปกรณกระจายสัญญาณและอปุกรณคอมพิวเตอรแมขาย    

 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    

อุปกรณระบบโทรศัพทสายดวน 1669 
1 ชุมสายโทรศัพท (ตูสาขา) IP-PABX    
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    

 



 

 

5. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำทุก 3 เดือน (ตอ) 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
3 อุปกรณจัดเก็บขอมูล NAS (Network Attach Storage)    
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    
4 โทรศัพท IP Phone     
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    

อุปกรณระบบโทรศัพท TTRS (ผูพิการทางการไดยิน)    
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    

อุปกรณโครงขาย GIN    
1 เครื่อง Litech-Fiber Optic    
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    
2 เครื่อง Nokia Optical Network Terminal    
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    
3 เครื่อง D-Link DGS-1005A    
 - วัดคาแรงดนัและคากระแสไฟ     
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    
4 เครื่อง Cisco 1900 Integrated Services Router    
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    

 



 

 

5. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำทุก 3 เดือน (ตอ) 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
5 เครื่อง Cisco SF300-24 (Switch Managed)    
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    

อุปกรณโครงขาย GIN ระบบวิทยุคมนาคม RoIP    
1 Radio Over IP Gateway ยี่หอ Icom รุน VE-PG3    
 - วัดคาแรงดันและคากระแสไฟ     
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    

อุปกรณโครงขาย GIN ระบบโทรศัพท VoIP    
1 โทรศัพท IP Phone    
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    

อุปกรณระบบอินเตอรเน็ต    
1 Modem HUAWEI AIS FIBER    
 - สภาพฝุนละออง/ความสกปรก    
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    
2 Router Internet AIS Fiber    
 - สภาพฝุนละออง/ความสกปรก    
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    

ระบบโทรศัพทภายในโรงพยาบาลอุดรธานี    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    

 

 

 



 

 

5. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำทุก 3 เดือน (ตอ) 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
อุปกรณสำรองไฟ    

 - ทดสอบประสิทธิภาพของแบตเตอรี่    
 - วัดคาแรงดันและคากระแสไฟ    

อุปกรณระบบคอมพิวเตอร    
 - สภาพฝุนละออง/ความสกปรก    
 - การตั้งคาและการสำรองไฟล Config    
 - ตรวจสอบเวอรชั่นซอฟตแวรของระบบปฏิบัติการ    
 - ตรวจประวัติการใชงานผาน Log Message    
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    

 

6. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำทุกป 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
อุปกรณระบบวิทยุคมนาคม    

1 เครื่องวิทยุคมนาคม ยี่หอ Icom รุน IC-F5130D    
 - วัดคากำลังสงที่ออกจากตัวเครื่องวิทยุคมนาคม     
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    
2 ระบบสายอากาศ (Antenna) และสายนำสัญญาณ    
 - สภาพฝุนละออง/ความสกปรก    
 - สภาพเสาทาวเวอร    
 - ตรวจสภาพแวดลอมจุดติดตั้งสายอากาศ    
 - ตรวจสอบรอยตอ/จุดเชื่อมตอของสายสัญญาณ    
 - ตรวจสภาพสายอากาศ/ยานความถี่ใชงาน    
 - ตรวจสภาพสายนำสัญญาณ/ยานความถี่ใชงาน    
 - ตรวจสอบสายลอฟา/สายดิน    
 - ตรวจสอบสายยึดโยง    
 - ไฟแดงยอดเสา และกลางเสาทาวเวอร    
 - วัดคากำลังสงที่ออกจากปลายสายนำสัญญาณ     
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    
3 เครื่องแปลงไฟฟา (Power supply)    
 วัดคาแรงดันและคากระแสไฟ    

 

 



 

 

6. สรุปกิจกรรมและแผนการบำรุงรักษา ประจำทุกป (ตอ) 

NO. Description 
Result of Checking Detail of  

Not OK OK Not OK 
อุปกรณโครงขาย GIN ระบบวิทยุคมนาคม RoIP    

1 เครื่องวิทยุคมนาคม Icom รุน IC-FR5100H    
 - วัดคากำลังสงที่ออกจากตัวเครื่องวิทยุคมนาคม     
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    
2 ระบบสายอากาศ (Antenna) และสายนำสัญญาณ    
 - สภาพฝุนละออง/ความสกปรก    
 - สภาพเสาทาวเวอร    
 - ตรวจสภาพแวดลอมจุดติดตั้งสายอากาศ    
 - ตรวจสอบรอยตอ/จุดเชื่อมตอของสายสัญญาณ    
 - ตรวจสภาพสายอากาศ/ยานความถี่ใชงาน    
 - ตรวจสภาพสายนำสัญญาณ/ยานความถี่ใชงาน    
 - ตรวจสอบสายลอฟา/สายดิน    
 - ตรวจสอบสายยึดโยง    
 - ไฟแดงยอดเสา และกลางเสาทาวเวอร    
 - วัดคากำลังสงที่ออกจากปลายสายนำสัญญาณ     
 - ทดสอบการทำงานของเครื่องดวยโปรแกรม    
3 เครื่องแปลงไฟฟา (Power supply)    
 วัดคาแรงดันและคากระแสไฟ    

  



 

 

ผลการทดสอบระบบวีดีโอคอลเพื่อชวยเหลือผูบกพรองทางการไดยิน 
Thai Telecommunication Relay Service: TTRS 

 
วันที่ 15 มิถุนายน 2567 

 
 

วันที่ 19 มิถุนายน 2567 

 
 



 

 

ผลการทดสอบระบบวีดีโอคอลเพื่อชวยเหลือผูบกพรองทางการไดยิน (ตอ) 
Thai Telecommunication Relay Service: TTRS 

 

วันที่ 23 มิถุนายน 2567 

 
 

วันที่ 27 มิถุนายน 2567 

 
 



 

 

ผลการวิเคราะหคุณภาพของสายอากาศ (Antenna) และสายนำสัญญาน 
ระบบวิทยุคมนาคม VHF/FM คลื่นความถี่ 154.925 MHz. 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 

 

การทดสอบสัญญาณความชัดเจนทางวิทยุคมนาคม (เช็ค ว 16)  
 

 
 

                                   



 

 

การตรวจความพรอมใชของระบบคอมพิวเตอรสารสนเทศและการส่ือสาร 
 

  
 

  



 

 

ข้ันตอนการใหบริการขอมูลขาวสาร ณ ศูนยรับแจงเหตุและสั่งการ 1669 จังหวัดอุดรธาน ี
 

 
 

หมายเหตุ กรอบเวลาใหบริการใหเปนไปตาม พ.ร.บ.ขอมูลขาวสารของราชการ พ.ศ. 2540 (เนื่องจาก พ.ร.บ. 
ดังกลาวมิไดกำหนดระยะเวลาในการใหขอมูลขาวสารแกผูขอไว ดังนั้นเจาหนาที่ของรัฐเมื่อไดรับคำขอขอมูล
ขาวสารจากประชาชนแลวมีหนาที่จัดใหแกประชาชนหรือมคีำสั่งไมเปดเผยขอมูลขาวสารตามที่ขอโดยเร็ว 



 

 

ข้ันตอนการใหบริการขอมูลขาวสาร ณ ศูนยรับแจงเหตุและสั่งการ 1669 จังหวัดอุดรธานี (ตอ) 
 

ขอมูลขาวสารท่ีเปดเผยได ขอมูลขาวสารท่ีเปดเผยไมได 
1. วันและเวลาที่เกิดเหตุ 1. ลำดับผูปวย (CN) 
2. เลขที่สั่งการจังหวัด 2. ชื่อ/รหัสผูแจงเหตุ 
3. เลขที่ปฏิบัติการ (ON) 3. หมายเลขโทรศัพทผูแจงเหตุ 
4. ชองทางการรบัแจงเหตุ 4. สถานท่ีเกิดเหตุ (กรณีเกิดเหตุที่บานเรือน) 
5. สถานที่เกิดเหตุ (กรณีเกิดเหตุที่ไมใชบานเรือน) 5. ขอมลูผูออกปฏิบัติการ 
6. อาการนำสำคัญ (CBD) 6. ชื่อ-สกุล ผูปวย 
7. อาการ/เหตุการณ/รายละเอียดอ่ืน ๆ 7. HN 
8. การใหรหัสความรุนแรง (IDC) 8. หมายเลขบัตรประจำตัวประชาชน 
9. ชื่อหนวยปฏิบัติการ/ชื่อชุดปฏิบัติการ 9. เลขที่หนังสือเดินทาง (กรณีตางชาติ) 
10. ขอมูลเวลาตั้งแตรับแจงเหตุจนกลับถึงฐาน 10. สิทธิการรักษา/ประกันภัย 
11. ขอมูลเลขไมลตั้งแตออกปฏิบัติการจนถึงฐาน 11. ขอมลูทะเบียนรถที่เกิดอุบัติเหตุ 
12. การใหรหัสความรุนแรง ณ จุดเกิดเหตุ 12. ขอมลูประวัติการใหบริการผูปวย 
13. การออกปฏิบัติการ (มีการรักษา/ไมมีการรักษา) 13. การวินิจฉัยโรค 
14. เพศ/อายุของผูปวย  
14. ชื่อสถานพยาบาลท่ีนำสง  
15. ขอมูลระดับการคัดแยกผูปวย ณ หองฉุกเฉิน  
16. ขอมูลการ Admitted  

 
  



 

 

แบบคำรองขอดูขอมูลขาวสารของราชการ 
ศูนยรับแจงเหตุและสั่งการ 1669 จังหวัดอุดรธานี กลุมงานเวชศาสตรฉุกเฉิน โรงพยาบาลอุดรธานี 

 
เขียนที่............................................................................... 
วันที่...........เดือน.....................................พ.ศ.................... 

เรื่อง ขอขอมูลขาวสารของราชการ 

เรียน .......................................................................................................... 

  ขาพเจา...................................................................อาชีพ.............................................................. 
อยูบานเลขที่..............................หมูที่..............ถนน..........................................ตำบล............................................... 
อำเภอ..........................................จังหวัดอุดรธานี.............................................โทรศัพท.......................................... 
มีความประสงคขอดูขอมูลขาวสาร ดังตอไปนี้ 
   1....................................................................................................................................................  
.................................................................................................................................................................................. 
   2....................................................................................................................................................  
.................................................................................................................................................................................. 
   3....................................................................................................................................................  
.................................................................................................................................................................................. 

  จึงเรียนมาเพื่อโปรดดำเนินการใหตามความประสงคของขาพเจาตอไป 

 

ขอแสดงความนับถือ 

 

ลงชื่อ........................................................... 

      (..........................................................) 

 

 

 

 อนุมัติใหเปดเผยขอมูลขาวสารตามคำขอได 

 ไมอนุมัติใหเปดเผยขอมูลขาสารตามคำขอ 

     เน่ืองจาก........................................................ 

     ....................................................................... 

 

ลงชื่อ........................................................... 

      (..........................................................) 

วันที่............เดือน............................ พ.ศ............ 


