
 

โรงพยาบาลอุดรธานี 

 

ระดับเอกสาร :  ระเบียบปฏิบัติ (System Procedure)   เลขท่ี ฉบับท่ี : ๑ 

เรื่อง : หนาท่ีและความรับผิดชอบ วันท่ี 

กลุมงาน : สารสนเทศทางการแพทย(ศูนยคอมพิวเตอร) 

 

 

 

 

๑. วัตถุประสงค :  

เพ่ือกำหนดหนาท่ีความรับผิดชอบของผูบริหารระดับสูง ผูอำนวยการ หัวหนา เจาหนาท่ี 
ตลอดจนผูท่ีไดรับมอบหมายใหดูแลรับผิดชอบดานสารสนเทศ 

๒. ขอบขาย : 

 ระบบเทคโนโลยีสารสนเทศและการสื่อสารโรงพยาบาลอุดรธานี 

๓. อุปกรณ/เครื่องมือ : - 

๔.ความรับผิดชอบ : 

 กลุมงานสารสนเทศทางการแพทย(ศูนยคอมพิวเตอร) 

ผูทบทวน : ………………………………………………………………. 

(นายสุรพงศ  แสนโภชน) 

ตำแหนง รองผูอำนวยการฝายแพทย ลำดับท่ี ๒ 

ผูอนุมัติ : ………………………………………………………………. 

(นายทรงเกียรติ  เล็กตระกูล) 

ตำแหนง ผูอำนวยการโรงพยาบาลอุดรธาน ี

ผูจัดทำ : ………………………………………………………………. 

(นายธนพล  ธนอำพนสกุล) 

ตำแหนง หัวหนาหนวยงานสารสนเทศทางการแพทย 



๕.คำจำกัดความ :- 

๖. เอกสารอางอิง : 

 กลุมบริหารเทคโนโลยีสารสนเทศเพ่ือการจัดการ. (๒๕๖๕). ประกาศนโยบายและแนวปฏิบัติ

ในการรักษาความม่ันคงปลอดภัยดานสารสนเทศของกระทรวงสาธารณสุข พ.ศ. ๒๕๖๕, สำนักงาน

ปลัดกระทรวงสาธารณสุข ถนนติวานนท จังหวัดนนทบุรี, สธ ๐๒๑๒/ว๙๐๔๓. 

๗. รายละเอียด : 

หนาท่ีและความรับผิดชอบ 

๑. ระดบันโยบาย ผูรับผิดชอบ ไดแก 

- ผูบริหารระดับสูงสุด (Chief Executive Office : CEO) ของหนวยงาน 

- ผูอานวยการศูนยเทคโนโลยีสารสนเทศ หรือเทียบเทาระดับผูอานวยการ 

๑.ก. รับผิดชอบในการกำหนดนโยบาย ใหขอเสนอแนะ คำปรึกษา ตลอดจนติดตาม 
กำกับดูแล ควบคุมตรวจสอบเจาหนาท่ีในระดับปฏิบัติ 

๑.ข. รับผิดชอบตอความเสี ่ยง ความเสียหาย หรืออันตรายที ่เกิดขึ ้นกรณีระบบ
คอมพิวเตอรหรือขอมูลสารสนเทศเกิดความเสียหาย หรืออันตรายใด ๆ แกหนวยงานหรือผูหนึ่งผูใดอัน
เนื่องมาจากความบกพรอง ละเลย หรือฝาฝนการปฏิบัติตามแนวนโยบายและแนวปฏิบัติในการรักษา
ความม่ันคงปลอดภัยดานสารสนเทศ 

๒. ระดับบริหาร ผูรับผิดชอบ ไดแก หัวหนากลุม/หัวหนาศูนยเทคโนโลยีสารสนเทศ หรือ
เทียบเทาหัวหนากลุม 

๒.ก. รับผิดชอบ กำกับ ดูแลการปฏิบัติงานของผู ปฏิบัติ ตลอดจนศึกษา ทบทวน 
วางแผนติดตามการบริหารความเสี ่ยง และระบบรักษาความปลอดภัยฐานขอมูลและเทคโนโลยี
สารสนเทศ 

๒.ข. รับผิดชอบในการควบคุม ดูแล รักษาความปลอดภัย ระบบสารสนเทศและระบบ
ฐานขอมูล 

๓. ระดับปฏิบัติ ผูรับผิดชอบ ไดแก ผู ที ่ไดรับมอบหมายใหปฏิบัติหนาที่จากหัวหนาสวน
ราชการกระทรวงสาธารณสุข เชน นักวิชาการคอมพิวเตอร เจาหนาท่ีเครื่องคอมพิวเตอร 

๓.ก. ปฏิบัติตามนโยบายและแนวปฏิบัติในการรักษาความมั ่นคงปลอดภัยดาน
สารสนเทศ 

๓.ข. ประสานการปฏิบัติงานตามแผนปองกันและแกไขปญหาระบบความมั ่นคง
ปลอดภัยของฐานขอมูลและสารสนเทศจากสถานการณความไมแนนอนและภัยพิบัติ 

๓.ค. รับผิดชอบควบคุม ดูแล รักษาความปลอดภัย และบำรุงรักษา ระบบเครื ่อง
คอมพิวเตอรระบบเครือขาย หองควบคุมระบบเครือขายและเครื่องคอมพิวเตอรแมขาย 

๓.ง. ทำการสารองขอมูลและเรียกคืนขอมูล (Backup and Recovery) ตามรอบ
ระยะเวลาท่ีกำหนด 

๓.จ. ปองกันการถูกเจาะระบบ และแกไขปญหาการถูกเจาะเขาระบบฐานขอมูลจาก
บุคคลภายนอก (Hacker) โดยไมไดรับอนุญาต 



๓.ฉ. รับผิดชอบในการรักษาความปลอดภัย ระบบอินเทอรเน็ต 
๓.ช. ปฏิบัติงานอื่น ๆ ตามที่ไดรับมอบหมายในการรักษาความมั่นคงปลอดภัยดาน

สารสนเทศของกระทรวงสาธารณสุข 


