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6.1 Simstvuauazuyangaeisreuineiuivig senidungu « uaxdl
Firewall fuuagnssamsidnssuuiniesiiiiiaiesneuiamesusite 1y
6.1.1 ngu Server Mlanunsalyyaranieusniinfisld (Web Zone)
6.1.2 ngu Server Mt lussdns (Server Zone)
6.1.3 ngu Server 7y~ umLUaBAY (Quarantine Zone)
6.1.4 ngu Computer Client #ild5guy HIS Meluesdns (HIS Internal Computer)
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6.1.5 ngu Computer Client l¥szuvduinesiin uazlusunsuditnaiu (VC-Staff
Only) wel¥annsamunslisatumsyngldesnaduszuy
6.2 flivinisetiuaiesreninmeiuazgunniuifeudatuiniasneufinme suarsyuy
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6.3 NTVBRAUITTUUIUN18TY Intranet web application Wag Internet web application/
Information azfawimisdavesyyndegsruienisisimeruiagassiil wiesessruienisngu
astvguamaAdviauazsfaminguenumaluladansauwme teruauransgnudy Cyber Security
fiannsnsevivessEUULargliuInTg
6.4 ¥uglanszvinmsiadeuds fans Waduvievnislag degunsaldaunans dun
gunsaldndunie (Router) gunsalnszanudgygadaya (Switch) gunsainseaedygailians (WIFI
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6.5.3 svuuiasetievedlsmeuiagassiil finsideudelusiszuuinietienisuen
(a197) uarszuuiATetientBuenduy (Bumeiidn) Idfinsideuserugunsaidasiunisynyn
(Firewal)saniadasfinnuannsnlumsnsadulsunsusyasdde (Malware) 1
6.5.4 mathgszuuiaistie nelumizsaueihumessuuduwmesiin finstufindeya
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N13595193N3ABUN NS An1saansilou Lﬁm%ajizuu (Login) Ingiin1sigaudududinu
(Authentication) ifensaaaeueNgniesveagliuinig

6.5.5 fimsunUaavmnedingled (intemal IP Address) vaeszuuiaiatneneluily
mhsauneuanale

6.5.6 IMsdaviuausaszuuAIaT1e (Network Diagram) Feiiswaziduaiieatiuvouisn
vesszuuinietwelunaziaiatisnouen wasnsideusegunsnisneg wiouauuugliidy
UagUuegiaue

6.5.7 fimsldiadedierne emanmeaeuszuuieotns elldsunmseyifnngaua
syuv wazsanslduamzwinisuduls

6.5.8 fguaszuuseuimsinmsiasesrenfmesuainng (Server) wazmuausmigua
szuuneufiameiwivie Waglunisirruaieuly wiewdsunvasdisingg voswendurissuy
(Systems Software)
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6.6 lsaneunagassll imsdaiiudeyanisasnasnireuiianes (Computer Access Log)

wielanunsnssyfasan uazayamaldomuuums felui

6.6.1 finsdafiudoyanisasiasnepsufiames (Computer Access Log) 1iludalfiu
Yoyaflaunsa¥nwmuesuiiu gndes winss wasseyiyaraiidindedesina nls uasdeyaildly
msdafiuseaimuadumudulumaddedeyauasiauassubildueugwlunsudledeyaiiiiv
Snwld endiudasivasusyuumalulat ansaumevesmizeay (IT Auditor) n3eyanaiiniaeay
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6.6.2 finsivualiiiinistfudinnrsvinuvesszuuduiinnisuf dhvuve sfldey
(Application Logs) waziufinswagidearesszuudasiumsynyn wu Suiinnisidieenszuu Tudin
nanegdhgszuu Tuiinnsléiu Command Line wagFirewall Log Ludfu iteuselewiluns
dnsavaeuuazdeaiu Tuiindinanliatnatios 90 Ju tukeusmslivinsdugna

6.6.3 ArsnvavapuTuinMsUiRnureslinussuveuminane

6.6.4 #esilisnsvestunisufladsuutasiuiinds 9 uazsriaavanisddadudin
wianduliamzypeaiideaderiniy

6.7 lsmeuiagassil AmuaussmsmusunsldnuszuueieteuaziAiesnouiame s

withe (Server) ieguasnmmulasafavesssuuanmeuenauuIme fweluil

6.7.1 yaraRImmhisuneven filaudsinsanslunsdldnussuuiaietisuas
Joyameluiadsreniimesitigvesisny wdssdaihmivdevesyg nuazivamanusiiu
Wuaednualdnus ievesyginangdmaenislsmetuiagassiil iesesddnensngunsia
quAmAIVa uaziamihnguenmeluladansaume ieidudaiuauuansenudu Cyber Security
faNINIEYYBITEUULALELEUINIS

6.7.2 fimsmugudsimadedns (Port) Adlumadrgsruuegrsiany

6.7.3 8mslaq faunsadngieyavdeszuudeyaldninsseslnadaldsunmseygym
nnggrunenslsmeuiagrsstil visesddienisnguatsivguamadaaziminguay
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6.7.4 M3gdsruuneuimesainszezlng Remote Access / Remote Desktop
Aldnusswuanmingu szymaransonusniu lumsiudunufumisnuegaiivame wavay
Winsevirinueiesreufiamesvesununlefiviniy @ansnsevivng q uumth Computer Desktop)

6.7.5 nguaumalulagansaunea LifinsUalildszuu VPN

6.7.6 naiildnuszuusiswunsigauinuanssuvremhey

7. 1ONA1591994 :

7.1 Yszmalsamenunagassiil Bes sefsuufualunsdnwemnnasaseduansaumne w.e.
2566 (Fmiuidmihiiiluvedsmeunagassiil) asiudl 14 nsngreu 2566

7.2 52lBUiPNENMISNYIANNAUIBINNTIINIT W.A. 2544 wazseilauinmenissned
AMUEUYBINITIYNS RUUT 2) W.7.2561
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7.3 UssmAnaiznssumsgsnssumdidnvselind Seavdninasinazismslunisinviwmie
wlasenmsuazterulviegluguvesdeyadidnnsedngd w.a. 2553

7.4 segunIENTNaNsNTNAYIIR EN1SANATEAZINNSTBLAMUEUANTBIYARD A,
2561
8. fadiin :

Fr5mms gnin illsmeesyseliguamuesnasmsmuasafoveunietouas
\3nneufiaABsWITe (Server) vadlsaneuagassnil UiiRnussdou 100 %

9. NIANUIN
9.1. §3uinYeU
9.1.1 pazvhauiaaunmszuumaluladansaumealsweuna Suihiidvuasadou
UftRmmnzauuasiulunuussnmauas sadeuiieades
9.1.2 AuznssumMsudmslsawetuna duihil deansulsusuazuunufoioud ausvhau
wanauamssuvumalulagarsaumelsmeiuialdivmue saufaiiiu fanu nsujiaves
yaanstunhsnibidululusunmadeiu




